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This contribution includes requirements for dynamic QoS for fixed devices and Gxd procedures for wireline based on the Gx procedures.

* * * Start of 1st Change * * *  
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3GPP Femto:  Refers to the HNB and HeNB NEs as defined by 3GPP. The HNB GW is always required for the HNB architecture while the HeNB GW is option for the HeNB.

UE local IP address is defined as: either the public IP address assigned to the UE by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this UE.

H(e)NB local IP address is defined as: either the public IP address assigned to the H(e)NB by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this H(e)NB.

Access Line Identifier is defined as: the identifier of the Line composed by couple Logical Access ID and Physical Access ID.
Logical Access ID contains a Circuit‑ID (as defined in RFC 3046 ). The Logical Access ID may explicitly contain the identity of the Virtual Path and Virtual Channel carrying the traffic.

Physical Access ID Identifies the physical access to which the user equipment is connected. Includes a port identifier and the identity of the access node where the port resides.
* * * Start of 2nd Change * * *  
7
Building Block III
Editor's Note:
This clause will contain the material related to Building Block III for BBF devices.


















7.2.1
Requirements and assumptions

General assumptions:

-
The definition of AAA functionality for authentication of the BBF access line (access line authentication) or BBF access session (e.g. PPPoE or IP Session ) is out of scope of 3GPP.

General architectural assumptions:

-
There is a direct interface between PCRF and BNG.

-
The BNG is the policy enforcement point for QoS in the BBF access.

NOTE 1: 
How the BNG performs  policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
More than one access session (e.g. a PPPoE session) can be supported per BBF access line (e.g. RG). 
-
A device connected to the R.G (e.g. VoIP phones) may also initiate an IP session
-
There is one IP-CAN session per BBF access session. It is assumed that each BBF access session is associated with one IPv4 address and/or one IPv6 prefix.

Architectural assumptions for Default QoS parameters BBF
-
Default QoS applies per BBF access session.
-
Default QoS includes the QCI and ARP per TS 23.203 and BBF requirements.. 

Editor's Note: Whether additional parameters (e.g. Maximum Bit Rate UL/DL  and Flow Filters) are included in Default QoS is FFS.
    -The BNG  shall be able to enforce policies  and to perform the appropriate mapping from QoS parameters it receives from the PCRF  to BBF specific parameters.









7.2.1.1   Gating

The Gate Function enables or disables the forwarding of service data flow packets. A gate is described within a policy rule. The rule shall describe if the possible uplink and possible downlink gate is opened or closed.

Opening or closing the gate shall lead to the enabling or disabling of the passage for corresponding IP packets. If the gate is closed all packets of the related IP flows shall be dropped. If the gate is opened the packets of the related IP flows are allowed to be forwarded.

7.2.1.2   QoS Support at the Service Data Flow Level
It shall be possible to apply QoS control on a per service data flow basis in the BNG PCEF per TS 23.203 requirements
7.2.1.3 Event-Trigger Provisioning and Detection
The BNG PCEF shall be able to detect event triggers provisioned by the PCRF.

Upon detection of an event the BNG PCEF shall request policy rules re-authorisation from the PCRF.
Editor’s note:  The list of applicable even triggers from TS 23.203 plus additional BBF specific event-triggers is FFS
7.2.1.4   QoS Control Rule
A policy decision consists of zero or more QoS rule(s) and IP CAN attributes.
The information contained in a QoS rule is defined in clause 6.3 of TS 23.203.

Editor’s note:  The list of information elements to be deleted and/or added to the QoS rules for BBF access if FFS
Editor’s Note: whether and how PCC based charging is considered is FFS.
7.2.1.   Charging 



Editor’s Note: Charing requirements are for further study pending BBF‘s study of the impact of  Gz/Gy interfaces on BNG
* * * Start of 3rd Change * * *  
7.4
Procedures for BBF access

Editor’s note: This subclause will identify the requirements and assumptions for convergent Policy and QoS for BBF line session
7.4.1
Provisioning Default QoS for BBF access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG. 

NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3)
The PCRF sends Default QoS to the BNG.

NOTE 2:
The PCRF may override the QoS received from the BNG / BBF AAA.

7.4.2  IP CAN Session Establishment
This clause describes the signalling flow for Gxd IP‑CAN Session establishment. The session is initiated after the BBF device has been authenticated and assigned an IP@ per BBF specifications that out of scope in 3GPP.
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Figure 7.4.2 -1 BBF Device Initial Attach  
1- Steps 1:  BBFBBF  device e.g. by RG initiates a BBF access session. The BBF access line authentication is performed as specified by BBF. As part of this step, the BBF AAA may provide Default QoS to the BNG. The BNG assignes the IP address  to the BBF device.
This step is BBF specific and as such out of scope of this specification.

Step-2: The BNG/PCEF triggers the establishment of the IP CAN session with the PCRF. The message includes the subscription-ID, the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscribe priority per WT-134 and WT-146 requirements
Step-3: The PCRF obtains the subscriber’s profile related to the BBF device BBF

Editor’s note: Enhancements to the subscriber profile for BBF access is FFS
Step-4: The PCRF makes policy decision and derives QoS rules. The PCRF may change the default QoS of the subscriber it received from the PCEF. In this step the PCRF sends the decision(s) to the BNG. The PCRF may include the following information: Default QoS, the QoS Rules and the Event Triggers to report. The Event Triggers indicate to the BNG what events must be reported to the PCRF. 
Step-5: The PCRF provisions the QoS rules at the PCEF
Step 6:  This step is BBF specific. The BNG communicates with other network elements in the BBF access network per BBF specifications. 
Editor’s note:  Whether additional parameters are required for BBF access session is FFS.
7.4.3  PCRF Initiated IP CAN Session Modification
This clause is related to IP-CAN session modification for BBF access session initiated by PCRF. The AF can be involved. 
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Figure 7.4.3.-1  PCRF initiated  IP CAN Session Modification
1a. The AF requests QoS resource authorization. The request includes the bandwitdh requirements, media type, session priority and other information  per TS 23.203. 
Editor’s note: Rx specific enhancements for BBF AF  are FFS
1b. The SPR notifies the PCRF when the user’s profile changes.

Alternatively, the PCRF may initiate this procedure based on PCRF internal logic
Editor’s note: Enhancements to the subscriber profile for BBF access is FFS

3- 2. the PCRF makes policy decisions and determines the QoS rules (QCI, UL/DL max/minimum or guarantee  Bitrate  and priority for the service) and the Event Triggers to report. The Event Triggers indicate to the BNG what events must be reported to the PCRF. 
4- Editor’s note:  Whether additional parameters are required for BBF access session is FFS.
4. The BNG/PCEF responds with an acknowledgment
5. The BNG/PCEF enforces the QoS rules
NOTE 1: How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP
NOTE 2: The BNG performs the mapping between the QoS rules and the parameters specific in BBF network. 
6. The BNG communicates with other entities in BBF access per BBF specifications
7.4.4  BNG/PCEF Initiated IP CAN Session Modification
This clause is related to IP-CAN session modification for BBF access session initiated by BNG. The procedure is applicable when the BNG makes a decision to request a modification of QoS rules.. The trigger to start the modification procedure by BNG can be a provisioned event-trigger by the PCRF or a BBF specific trigger. 
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Figure 7.4.4-1 BNG/PCEF IP CAN Session Modification
1 The BNG may receive a trigger to modify an access session due to partial network failure, failure to enforce a QoS rule or other BBF specific triggers per BBF specification that are out of scope of 3GPP.
2. The BNG may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF   are detected. The message includes the Event Report and affected QoS Rules 
3.  The PCRF makes policy decisions and derives new or modified QoS rules
Editor’s note:  Whether additional parameters are required for BBF access session is FFS.
4.   The PCRF provisions QoS rules at the BNG/PCEF
5. The BNG/PCEF enforces the QoS rules
NOTE 1: How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP

NOTE 2: The BNG performs the mapping between the QoS rules and the parameters specific in BBF network. 
7. The BNG/PCEF may respond to the session modification trigger per BBF specification
7.4.5  BNG/PCEF   initiated IP CAN Termination 
This clause is related to termination of the IP-CAN session for BBF access session initiated by BNG. The procedure is applicable when BBF access session is terminated, the trigger for start the termination by BNG is BBF specific (e.g. RG switch off, PPPoE session termination, etc) and out of the scope of 3GPP. 
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Figure 7.4.5-1  BNG/PCEF Initiated IP CAN Session Termination
1. The BNG/PCEF receives a request to terminate the session with the PCRF based on BBF triggers (both external and internal to the BNG) for example due to termination of session, power off of RG, etc.
NOTE 1: How the BNG detects or is informed that BBF access session is terminated is BBF specific and is out of the scope of 3GPP

2. The BNG/PCEF initiates the  IP CAN Session termination procedure. 
3    The PCRF identifies the affected rules
4. The PCRF notifies the AF about loss of transmission

5. The BNG/PCEF removes the rules
6.   The PCRF acknowledges the termination of the session 
7. The BNG/PCEF responds to the session termination request per BBF specifications
7.4.6  Update of the subscription information in the PCRF
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Figure 7.4.6-1 Update of the subscription information in the PCRF
1. The SPR detects that the subscriber’s profile changed
Editor’s note: Enhancements to the subscriber profile for BBF access is FFS
2. The SPR notifies the C-PCRF of the profile change provided the C-PCRF subscribes to notification event/s
3. The PCRF responds to the SPR notification message
4    The PCRF stores the updated profile 
5. The PCRF indentifies the rules affected and derives new/modified ones
6. The PCRF initiates the IP CAN Session Modification procedure per section towards the BNG PCEP if BBF access or 3GPP UEs are affected.
7.2.x PCRF discovery and selection
For BBF access session the BNG discovers and selects the PCRF following the principles defined in TS 23.203 clause 7.6 and Annex P. The BNG finds the DRA based on the Subscriber-ID, for example  Access Line Identifier (Logical Access ID and Physical Access ID) or BBF identity,  with the role of UE ID and the Local IP addressed assigned to the BBF access session. The PDN connection ID is not applicable to IP-CAN session for BBF access. The roaming scenario is not applicable to BBF access session. 




























































































































































































































































�I believe that in convergece scenario is not per BBF soec, but we need to specify it in 3GPP.
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5. Enforce Policies
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