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Abstract of the contribution: This contribution proposes a solution to simultaneously support non-seamless WLAN offload and access to EPC for S2a without UE impact.
1. Discussion
In TR 23.852, the scenario that a SSID support both SaMOG and non-seamless WLAN offload without UE impact, as below:
7.1.1.4
SaMOG deployment

WLAN networks may be deployed such that separate SSIDs are used for SaMOG and non-seamless WLAN offload, e.g. SSID_EPC and SSID_NSO.

Editor’s note: The use of a single SSID for both SaMOG and non-seamless WLAN offload is FFS
It is beneficial to provide simultaneously access to EPC and NS-Offload with a single SSID for the following two reasons: 

1) Deploy multiple SSID is not user friendly.

2) If all the traffics of one single SSID are routed to the core network, it causes pressure of core network capacity. 

One feasible solution is to use a NAT function in the TNSP to offload those traffics which do not need to go to the core network. Therefore, the IP list can be configured on TNSP to identify the traffics need to go to the core network. These traffic will go through S2a. All the others can be offloaded.
The architecture is depicted in the following figure.
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Fig. WLAN access to EPC and Non-Seamless WLAN Offload
Proposal
It is proposed to add the following to 23.852
*** First change ***
Annex.X  Achieving Simutaneously EPC-routed and NS-Offload for a UE with a Single SSID
The EPC-routed traffics generally access the services provided by operators. Therefore, those IP addresses of the servers are known by the operator. The IP address list (or together with port numbers and transport protocols) can be used as a filter for differentiated routing to offload some traffic to the core network. 
1) Traffics which need to go through the core network, such as those aiming at operator’s service, will be routed to EPC. 
2) Traffics which need not to go through the core network, such as those to the Internet, can be NATTed and offloaded at TNSP.
Note: this mechanism is not applied to IPv6.
The architecture is depicted in the following figure.
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Fig.X.1. Achieving Simutaneously EPC-routed and NS-Offload for a UE with a Single SSID
*** End of Contribution ***
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