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Abstract of the contribution: This contribution provides further analysis to the TDF function for NS WLAN Architecture variant C.
Introduction
TDF function was introduced to NS WLAN architecture C for packet inspection. But how the TDF work, whether it is really necessary that only the 3GPP WLAN UE traffic will be inspected but the fix devices traffic will physical by pass the TDF, it’s still need some analysis.    
Discussion
The general agreement for the architecture C 
The general agreement for the architecture C is: 

It is assumed that Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator.
From this point of view, the architecture C is applicable when BBF domain and 3GPP domain belongs to the same operator. And the architecture C is not applicable to the case when BBF and 3GPP domain are separately managed by two different operators. With this background condition, the Sd interface surely is an intra-operator interface.

Traffic inspection in BBF domain  
The traffic inspection function in BBF domain is not a new function, it’s already exists in-depended of Fix Mobile Convergence. In some deployment scenario, BNG/BRAS has already be enhanced with traffic inspection function, or some stand alone BBF element could have some traffic inspection function. The method to logical by pass some packet which is not tent to be inspected, and do depth inspection for the target packet belong to some special device, users, and destination IP address etc is really some implementation issue within TDF function. All this details are out of 3GPP cope instead of within standards scope.

The assumption and editor’s notes in the draft specification for TDF 
The following assumptions are made about functionality in the BBF Access Network: 

· The BBF network is configured in such a way that traffic subject to packet inspection is routed via the TDF.  Traffic that is not subject to packet inspection may bypass the TDF. 

Editor’s note: It is FFS if and how the BNG can route offloaded traffic from 3GPP WLAN UEs only to a given destination via the TDF given that fixed devices can also send/receive traffic to/from the same destinations. 

For the above assumption, it seems that we do have the strong requirement for non- NS-WLAN traffic physically by pass and only route the 3GPP UE NS WLAN traffic to a certain TDF. When the traffic hat is not subject to packet inspection also be routed to the TDF, only the TDFcould differentiate/separate these two types of traffic managed by one operator, the non- NS-WLAN traffic still could logically by pass the TDF. This is the implementation issue of BBF domain packet inspection. For more exact and efficient packet inspection, the given TDF could get the target flow information ( such as local IP@ and Port information for the NS WLAN UE traffic) for the flow subject to packet inspection from Sd interface. 
From this point of view, it is not one way forward to propose that BBF network to be configured in such a way that only NS UE WLAN traffic is physically routed via the TDF, and traffic that is not subject to packet inspection may bypass the TDF. Instead, all the traffic including the NS UE WLAN traffic and fix device traffic could be routed to the same TDF function in BBF. This document proposes to revise the assumption for BBF.   

  BBF domain TDF and TDF for NS WLAN 

Since the general agreements for the architecture C is that BBF domain and 3GPP domain should be owned by the same operator. It’s really not necessary to mandate a new TDF function especial for UE NS WLAN traffic. On the other hand, if BBF domain and 3GPP domain are not owned by the same operator, it’s not feasible to have a mobile operator A owned TDF in the BBF domain that managed by another fix network operator B.

Even if the BBF could be configured separately packet routing and IP address assignment for 3GPP UE and fix device, it’s still very difficult for achieve the totally separately QoS control for the Fix traffic and mobile traffic. Anyway, BNG will do some QoS policy enforcement for such as RG device granularity or line granularity, this will affect the QoS of the NS UE WLAN traffic. UE granularity based QoS control for the NS UE WLAN traffic and the device/line based QoS control are something correlative especially when UE is behind a NATed RG. 
  When the BNG is enhanced with TDF function, it’s really some strange to have another TDF only for 3GPP NS WLAN traffic in these two very closer BBF domain elements as in figure 1.

[image: image1.emf]RG

UE

WLAN

Access

Network

P-GW

Gx

AAA

PCRF

HSS

IP NETWORK

PROVIDER

MN PROVIDER

SWx 

Swa/STa  

BNG

S2b

Internet

BPCF

S9a

R

WLAN AP

AAA

Gxb*

NS WLAN

TDF

S

d

ePDG

PC   

BNG enhanced with packet 

inspection funtion

802.11 wifi access

Flow 2

Flow 1

Flow 3


Figure 1
How to distinguish NS-WLAN traffic from others

In order to specially route the NS-WLAN traffic to a special given TDF, BBF elements (such as AP or RG or BNG) shall
· Differentiate NS-WLAN traffic flow 2 from home routed traffic flow 3 as in figure 1,this be easily achieved by the different destination IP address( ePDG IP address as the outer IPsec tunnel destination IP address, BNG should know the ePDG IP address or PDN GW IP address.)

· Differentiate NS-WLAN traffic flow 2 from fix traffic such as PC traffic flow 1 as in figure 1 ( this PC has connected to fix by WiFi radio access). Even if BBF network could assign different local IP address and port number to UE and PC, but Wifi AP/RG could not know the user equipment device type, if it is an mobile UE, or an laptop PC, the same status exists for the RG bridge and route mode. 

This analysis leads to the consideration that only routing NS-WLAN traffic to a given TDF brings something new requirements to the Wifi AP and the Wifi radio interface.   

It’s proposed revise the TDF function assumption description in NS WLAN architecture C.
Proposal
It is proposed to update TR 23.839 as follows.
**** 1st change ****

6.1.1 Architecture for WLAN

6.1.1.1
Reference model

Figure 6.1.1.1-1 shows the reference architecture for non-seamless WLAN offload. The non-seamless traffic is routed to an external network directly from BBF network

Architecture scenario A: AF in 3GPP operator’s network 
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Figure 6.1.1.1-1: WLAN offload with the network to offload to being 3GPP domain with AF.

In this architecture scenario the AF interface the PCRF directly. 

Architecture scenario B: AF (“BBF AF”) in BBF domain


[image: image3.emf]BRAS/BNG

BBF defined access and network

BPCF

AN (e.g

DSLAM/ONT)

EPC Network

SWa/STa

S9a

Customer Premises Network

WiFi

AP

RG

UE

BBF 

Device

BBF AAA

(proxy)

Network to offload to

(

BBF operator 

network

)

IP service in 

operator-managed 

domain

PCRF

V

U

R

G/E

SWu S2c

“BBF AF”


Figure 6.1.1.1-2: WLAN offload with the network to offload to being BBF domain with AF.

The “BBF AF” and E/G reference point are out of 3GPP scope. 

In this architecture Rx signalling is supported on the S9a reference point.

The following assumptions are made about functionality in the BBF Access Network:

· The BPCF needs to map the request received on E/G (with UE local IP address) to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.

· The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.

Editor’s note: the above assumption needs to be checked with BBF.

Architecture scenario C: TDF 
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Figure 6.1.1.1-3: WLAN offload with TDF

In this architecture alternative:

· It is assumed that multiple TDFs may be deployed 
· It is assumed that Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator. 

· In the solicited model, it is assumed that the PCRF can initiate the Sd interface triggered by S9a establishment, taking into account subscription data. 

· Home routed traffic (tunnelled using SWu, S2c) will not be subject to packet inspection by the TDF. 

The following assumptions are made about functionality in the BBF Access Network: 
· The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic  not subject to packet inspection via the same TDF, or
· The BBF network  may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF.  Traffic that is not subject to packet inspection may physically bypass the TDF. 


Editor’s note: The support of differentiating routing handling for the traffic subject to packet inspection and the traffic not subject to packet inspection by BBF access network requires further study in BroadbandForum.
Editor's note: Possible impacts to the existing TDF architecture due to variant C are FFS.

Editor’s note: Impacts on BBF entities (e.g. BPCF) and S9a are FFS.
Architecture variants out of scope

The architecture variant with TDF in the BBF domain with an interface between the TDF and other entities in the BBF domain (e.g. BPCF) is out of scope for BB2.

**** End of changes ****
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