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Abstract of the contribution: Specific updates in sections of the TR are proposed for completion and clarity. In particular PCC based alternative described in section 6.4 has been updated to clarify interaction with IMS signalling. Also section 6A.2 has been updated accordingly. 

The following text is proposed to be included in the TR. 
*** 1st Change ***

5.4
Overview of IMS Functional Entities Requiring Location

Figure 5.4-1 gives a simplified overview of functional entities in IMS requiring location information to support charging, data retention, special call routing for localised services, emergency and lawful intercept.
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Figure 5.4-1: Overview of IMS Functional Entities Requiring Location
The following table (Table 5.4-1) lists the IMS Functional entities involved in the call case and the entities where location may needed due to LI, Charging, DR, special call routing for localised services and Emergency.

Table 5.4-1: Summary of where the location may be needed in the network for a particular call case

	Call case
	P-CSCF
	MSC
	E-CSCF 
	S-CSCF 
	TAS
	AS
	MGCF

	Basic Call over PS: Origination
	R
	-
	-
	R
	R
	O
	-

	Basic Call over PS: Termination
	R
	-
	-
	R
	R
	O
	-

	Basic Call using ICS I2: Origination
	-
	R
	-
	R
	R
	O
	-

	Basic Call using ICS I2: Termination
	-
	R
	-
	R
	R
	O
	-

	Basic Call using ICS Mg: Origination
	-
	R
	-
	R
	R
	O
	?

	Basic Call using ICS Mg: Termination
	-
	R
	-
	R
	R
	O
	?

	Emergency call origination
	R
	-
	R
	R
	-
	-
	-

	Legend: 
"R": Needed to be known for at least one of LI, DR, Charging, special call routing for localised services or Emergency. 
"O" Optional, depending on service. 
"-": Not Applicable (Not used).

	NOTE 1:
ICS Mg in the above call cases, denotes the usage of ICS using home routing via MGCF, where the MSC server is not enhanced for ICS; for origination, this relies on IN (e.g. CAMEL) triggers to redirect CS originated calls to IMS.

NOTE 2:
It is assumed that the MSC can rely on existing functionality for providing the features listed above.


Table 5.4-1: Where NPLI is Needed
NOTE 3: 
The LRF has not been considered in the above assessment, and may need to be considered in future updates.
The following table (Table 5.4-2) shows for each of the identified scenarios whether NPLI is required, or not, during the execution of the corresponding IMS events (i.e. before session establishment/modification can be committed). 
	 
	Session Initiation  (Offer)
	Session Response   (Offer Response)

	Lawful Interception (LI)
	If available
	Must

	Data Retention (DR)
	If available
	Must

	Charging
	If available (NOTE 4)
	Must

	Emergency
	Must
	-

	Routing Localized Services
	Must
	-

	Location Based Service Triggering
	Must
	-


NOTE 4: 
In case of on-line charging using location-based fees, it may be required to have NPLI in real time already at session setup.
Table 5.4-2: When NPLI is Needed
*** Next Change ***

6A
Distribution of location information within the IMS

6A.1
Overview

This architectural alternative describes how location information can be distributed to IMS entities once it has been retrieved.

This architecture alternative assumes that in the general case, one IMS entity, the P-CSCF, MSC Server, MGCF, or AS, is responsible for retrieving location information. It further assumes that for I1- or I2-based ICS, the entity responsible for providing the location information to IMS is the MSC Server.

The exact mechanism for how the location information is obtained is not described in this alternative.

Simplified example call flows are provided. More detail on the existing origination and termination call flows can be found in TS 23.228 [7].

6A.2
Example call flows

The origination and termination call flows below (6A.2.1 to 6A.2.6) also apply in the case of session modification (re-INVITE's).
The session release call flow below (6A.2.7) applies both for the originating and terminating case.
To simplify the call flows the AS shown in the figures can represent several AS's. For example, in the case of the ICS scenarios it can represent the SCC AS and the TAS. The CSCF represents the I-CSCF and/or the S-CSCF.
6A.2.1
Session Establishment/Modification – Mobile origination (1)

This call flow shows a procedure where the retrieval of location information is performed by the P-CSCF and added to the PANI before sending the INVITE towards the terminating side. If location information is required by subsequent IMS entities during their processing of the INVITE (e.g. for routing purposes, announcements for long distance calls, home zone services or location depending LI), this procedure is applied. Otherwise if P-CSCF can ensure that location information is not required for further processing the INVITE, the alternative as described in 6A.2.2 might be used.
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Figure 6A.2.1-1: Mobile origination
1.
A UE sends a SIP INVITE request. It can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

2.
The P-CSCF obtains the location information provided by the access network.

3.
The P-CSCF populates the PANI parameter with the location information obtained from the access network and sends the INVITE towards the next CSCF, containing the NW PANI together with the UE PANI.

4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).

5.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

6.
The S-CSCF routes the INVITE towards the terminating side. The PANI may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.
6A.2.2
Session Establishment/Modification – Mobile origination (2)

This procedure shows an alternative procedure where the retrieval of location information is performed by the P-CSCF and added to the PANI within the Response Confirmation message subsequent to the SDP Offer Response message. This procedure can be applied when subsequent IMS entities do not require NPLI for the processing of the INVITE during session set-up (e.g. for data retention).
Optionally, P-CSCF may initiate the fetching of NPLI already at reception of SDP Offer message in parallel with sending the INVITE towards the terminating side.
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Figure 6A.2.2-1: Mobile origination
1.
A UE sends a SIP INVITE request. It can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

2a.
Optionally, the P-CSCF may start procedures to obtain the location information provided by the access network at reception of SDP Offer in parallel with steps 2b to 7.

2b.
The P-CSCF sends the INVITE towards the next CSCF.

3.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS.

4.
The AS sends the INVITE towards the S-CSCF.

5.
The S-CSCF routes the INVITE towards the terminating side.

6a.
The P-CSCF receives an offer response sent by the terminating side (via the intervening nodes). 
6b.
If the P-CSCF did not initiate procedures to obtain the location information provided by the access network at step 2a, it will initiate them now. This step will be executed together with Authorization of QoS resources. 
6c.
The P-CSCF forwards the offer response to the UE.
7.
The UE provides a response confirmation towards the P-CSCF.

8.
The P-CSCF inserts the location information in the response confirmation, and this is routed towards the terminating side in steps 9 – 11. The PANI may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.

6A.2.3
Session Establishment/Modification – Mobile termination


[image: image5.emf]UE P-CSCF AS CSCF

1: INVITE

7: Retrieve location 

information

2: INVITE

3: INVITE

4: INVITE

5: INVITE

6: Response [UE PANI]

8: Response[NW/UEPANI]

9: Response[NW/UEPANI]

10: Response[NW/UEPANI]

11: Response


Figure 6A.2.3-1: Mobile termination

1.
The CSCF receives an incoming INVITE.

2.
Depending on filter criteria, an AS can be invoked.

3.
The AS sends the INVITE to the CSCF.

4.
The CSCF send the INVITE to the P-CSCF.

5.
The P-CSCF sends the INVITE to the UE.

6.
The UE sends a response to the INVITE. This can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

7.
The P-CSCF invokes procedures to obtain the location information. This step will be executed together with Authorization of QoS resources. In some scenarios, and with some location retrieval alternatives, it might possible to obtain or at least initiate the fetching the location already at step 5.

8.
The P-CSCF populates the PANI parameter with the location information obtained from the access network and sends the INVITE towards the next CSCF, containing the NW PANI together with the UE PANI. The response is routed towards the originating party, as shown in steps 9, 10 and 11.

6A.2.4
I2 ICS origination
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Figure 6A.2.4-1: I2 ICS origination
1.
A UE sends a CS call setup message (as described in TS 23.292 [4], clause 7.3.2.1.2).

2.
Using existing procedures, the MSC Server obtains the location information.

3.
The MSC Server populates the PANI parameter with the location information and sends the INVITE towards the next CSCF, containing the NW PANI.

4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).

5.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

6.
The S-CSCF routes the INVITE towards the terminating side. The PANI may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.

6A.2.5
I1 ICS origination
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Figure 6A.2.5-1: I1 ICS origination
1.
The UE sends an ICS call initiation request via the I2 reference point, as described in TS 23.292 [4], clause 7.3.2.2.2.

2.
The SCC AS responds with the I1 call initiation result message.

3.
The UE sends a CS call setup message to establish the CS bearer control signalling path.

4.
Using existing procedures, the MSC Server obtains the location information.

5.
The MSC Server populates the PANI parameter with the location information and sends the INVITE towards the next CSCF, containing the NW PANI. It is assumed here that the MSC Server supports the I2 reference point.

6.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).

7.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

8.
The S-CSCF routes the INVITE towards the terminating side. The PANI may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) before routing outside the trust domain.

6A.2.6
ICS Mg origination

The following information flow shows the distribution of location information when the procedure specified in TS 23.292, clause 7.3.2.1.3 "Origination when using an MSC Server" is used.
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Figure 6A.2.6-1: ICS Mg origination

1.
A UE sends a CS call setup message (as described in TS 23.292 [4], clause 7.3.2.1.3).

2.
An IN (e.g. CAMEL) trigger present in the user profile causes the MSC Server to query the IN SCP to fetch an IMRN. NPLI is included in the query.

3.
The IN SCP stores the NPLI and provides an IMRN.

4-6.
The call is routed to SCC AS as specified in TS 23.292 [4], clause 7.3.2.1.3, steps 3 to 5.

7.
The SCC AS obtains the location information provided by the access network (interacts with the SCP to obtain the NPLI)

8.
The SCC AS sends the INVITE to the S-CSCF, containing NPLI in the NW PANI.
6A.2.7
Session Release
Figure 6A.2.7-1 presents the mobile or network initiated IMS session release for both the Mobile Originating (MO) side and the Mobile Terminating (MT) side. The session release may be signalled by a SIP BYE message, or any SIP 3xx redirect response, or any 4xx, 5xx, or 6xx SIP final error response to an initial INVITE request. If any 4xx, 5xx, or 6xx SIP final error response to Re-INVITE or UPDATE request just terminates the transaction, then the session is not released, otherwise if the error response terminates the dialog then the session is released.
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Figure 6A.2.7-1: IMS Session Release
Terminating Side

1.
A SIP BYE message, a SIP 3xx redirect response, or any 4xx, 5xx, or 6xx SIP final error response to an initial INVITE or any 4xx, 5xx, or 6xx SIP final error response to Re-INVITE or UPDATE which terminates the dialog is received by the P-CSCF.

2.
The P-CSCF invokes procedures to obtain the location information. This step will be executed together with the procedure to release corresponding QoS resources in the IP-CAN. 
3.
The P-CSCF forwards the BYE message, or the SIP 3xx redirect response, or any 4xx, 5xx, or 6xx SIP final error response to the UE.
4.
The UE provides a response to the P-CSCF.

5.
The P-CSCF inserts the location information in the response confirmation, and this is routed towards IMS Core. 
Originating Side

6.
A SIP BYE message, a SIP 3xx redirect response, or any 4xx, 5xx, or 6xx SIP final error response to an initial INVITE or any 4xx, 5xx, or 6xx SIP final error response to Re-INVITE or UPDATE which terminates the dialog is received by the P-CSCF from the UE originating the session release procedure.

7.
The P-CSCF invokes procedures to obtain the location information. This step will be executed together with the procedure to release corresponding QoS resources in the IP-CAN. 

8.
The P-CSCF forwards the BYE message, or the SIP 3xx redirect response, or any 4xx, 5xx, or 6xx SIP final error response within IMS Core containing the NW PANI together with the UE PANI. PANI may be removed or modified (e.g. to change location granularity to just indicate the serving PLMN) if routing outside the trust domain is needed.
9-10. The Session Release procedure is completed.
6A.2.8
NPLI Distribution using HSS based approach
This section shows an alternative procedure where the retrieval of location information is performed by an AS so NPLI can be distributed to the S-CSCF. This procedure can be applied when AS and/or S-CSCF require NPLI for the processing of the INVITE during session set-up (e.g. for Special Call Routing for Localized Services).
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Figure 6A.2.8-1: NPLI Distribution using HSS based Approach

1.
A SIP INVITE request is received bv an AS.
2.
The AS retrieves location information from HSS.
3.
The AS populates the PANI parameter with the location information obtained from the HSS and sends the INVITE towards the next CSCF, containing the NW PANI.
NOTE: 
The S-CSCF may further distribute NW PANI to other ASs within the trust domain. The S-CSCF shall not distribute the NW PANI to the P-CSCF. 
4-5. The Session Release procedure is completed.
*** End of Changes ***

3GPP

SA WG2 TD


_1375519201.doc


[image: image1.emf]IP-SM-GW


S-CSCF


P-CSCF UE


I-CSCF


TAS


IBCF


MRF


DR C LI


DR


C


LI


DR C LI


DR C LI


DR


C LI


Data Retention


Lawful Intercept Charging


MSC


DR C LI


ATCF


MGCF


AS


DR


C


LI


E-CSCF


E


E IMS Emergency


E


C


C


BGCF


C


E


R


Special Call 


Routing


R


R




_1362479482.vsd

P-CSCF



TAS



IBCF



MRF



UE



IP-SM-GW



DR



C



LI



DR



C



LI



DR



C



LI



DR



C



LI



S-CSCF



I-CSCF



DR



C



LI



Data Retention



Lawful Intercept



Charging



MSC



DR



C



LI



ATCF



MGCF



AS



DR



C



LI



E-CSCF



E



E



IMS Emergency



E



C



C



BGCF



C



E



R



Special Call Routing



R



R






_1379916043.vsd
UE


P-CSCF


AS


CSCF


1: INVITE [UE PANI]


2a: Start to retrieve location information


2b: INVITE


3: INVITE 


11: Resp Conf


4: INVITE


5: INVITE


6: Offer Response from the terminating side


7: Resp Conf


8: Resp Conf [NW PANI]


9: Resp Conf [NW PANI]


10: Resp Conf [NW PANI]



_1381661218.vsd
4: 200 OK [UE PANI]


P-CSCF


5: 200 OK [NW/UE PANI]


P-CSCF


7: Retrieve location information


6: BYE [UE PANI]


8: BYE [NW/UE PANI]


2: Retrieve location information


9: 200 OK 


10: 200 OK 


1: BYE


3: BYE 


Termination


Origination



_1381661470.vsd
HSS


AS


2: Retrieve location information


1: INVITE 


3: INVITE [NW PANI]


4: 200 OK 


5: 200 OK 



_1381659966.vsd
UE


P-CSCF


AS


CSCF


1: INVITE [UE PANI]


2a: Start to retrieve location information


2b: INVITE


3: INVITE 


11: Resp Conf


4: INVITE


5: INVITE


6a: Offer Response from the terminating side


7: Resp Conf


8: Resp Conf [NW PANI]


9: Resp Conf [NW PANI]


10: Resp Conf [NW PANI]


6b: Retrieve location information


6c: Offer Response from the terminating side



_1375533013.doc


[image: image1.emf]UE


MSC 


Server


AS CSCF


1: I1 Call initiation


4: Retrieve location 


information


5: INVITE [NW PANI]


6: INVITE [NW PANI]


7: INVITE [NW PANI]


8: INVITE


2: I1 Call initiation Result


3: CS call setup




_1359187989.vsd

UE



MSC Server



AS



CSCF



1: I1 Call initiation



4: Retrieve location information



5: INVITE [NW PANI]



6: INVITE [NW PANI]



7: INVITE [NW PANI]



8: INVITE



2: I1 Call initiation Result



3: CS call setup






_1375533057.doc
[image: image1.jpg]NPLI orig

UE

MsC

Neg

MGCF

CSCF

SCCAS

LG5 Call Setup
(® party)

e callpracesding.

PR

L2: e (com cortex) »|

b A MRN) S INVITE (IRN) 5

6 IVITE (MRN)

7-Retrizve location
information

TG L L —








_1375532973.doc


[image: image1.emf]UE


MSC 


Server


AS CSCF


1: CS call setup


2: Retrieve location 


information


3: INVITE [NW PANI]


4: INVITE [NW PANI]


5: INVITE [NW PANI]


6: INVITE




_1359187744.vsd

UE



MSC Server



AS



CSCF



1: CS call setup



2: Retrieve location information



3: INVITE [NW PANI]



4: INVITE [NW PANI]



5: INVITE [NW PANI]



6: INVITE






_1373348509.vsd
UE


P-CSCF


AS


CSCF


1: INVITE [UE PANI]


2: Retrieve location information


3: INVITE [NW/UE PANI]


4: INVITE [NW/UE PANI]


5: INVITE [NW/UE PANI]


6: INVITE



_1373349037.vsd
UE


P-CSCF


AS


CSCF


1: INVITE


7: Retrieve location information


2: INVITE


3: INVITE


4: INVITE


5: INVITE


6: Response [UE PANI]


8: Response[NW/UE PANI]


9: Response[NW/UE PANI]


10: Response[NW/UE PANI]


11: Response



