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Abstract of the contribution: This contribution clarifies the TNSP function. 
Discussion

In Solution 1 of this specification, three functions in TNAN is defined:
· A Trusted non-3GPP access’s WiFi Access Point (TWAP). This function terminates the UE’s WiFi air link. 

· A Trusted non-3GPP access’s S2a peer (TNSP). This function terminates S2a.

· A Trusted non-3GPP access’s STa peer (TNAP). This function terminates STa.

Meanwhile, the TNSP is also defined as the first hop router from the core network point of view:

“In this specific solution, it is assumed that TNSP is the first hop router and the DHCP server.”
However, the definition of three functions is not clear and it seems that only three network elements exist in the TNAN. In fact, these three functions are the endpoint functions of the interfaces which can be seen to the core network or to the UE. The part between the WLAN access point and the core network is not defined in this specification. This brings the problem that the expression “first hop router” is not clear. From the UE point of view, the “first hop router” should be within the WLAN access network which is not mentioned in this specification.

Actually, how to achieve the three functions and the interactions between the three functions on the basis of the WLAN access network is implement dependent and out of the scope of 3GPP. For example, a new access gateway can be added as the termination of the S2a interface. Alternatively, an existing network element within the WLAN access network can be updated to support GTP. 
In Solution 2 of this specification, the similar unclear expression exists in the TWAG description.
The similar issue also applies to TWAP and TNAP.

Based on the above analysis, it is suggested that the following clarification be added: Whether multiple TNAN functions are mapped to a single non-3GPP access entity, or a single TNAN function is distributed among multiple non-3GPP access entities is out-of-scope of 3GPP.
Moreover, clause 7.1.1.1 has improperly named the function Trusted non-3GPP access’s WiFi Access Point (TWAP) because it can comprise Access Points and Access Concentrators. We propose to rename it similarly as in solution 2 i.e. WLAN Access Network.
Proposal
It is proposed to agree the above conclusion and following changes to TR 23.852.
****** 1st Change ******
7.1.1
Solution 1 

7.1.1.1
Reference model

When the WLAN is considered as trusted by the operator, the WLAN AN is interfaced as any trusted non-3GPP access i.e. via STa to the 3GPP AAA Server and via S2a to a PDN-GW. EPC access via Trusted WLAN is supported through S2a interface. A single SSID offering simultaneous access for a UE to EPC through S2a and non-seamless offload is not supported. Non-seamless offload may however be supported in some deployments (e.g. with separate SSIDs for non-seamless offload and access to EPC through S2a via Wireless LAN, see section 7.1.1.4).
The reference model is depicted in the following figure. 
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Figure 7.1.1.1-1: Non-roaming Trusted WLAN Inter-working reference model
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Figure 7.1.1.1-2: Home Routed Roaming Trusted WLAN Inter-working reference model
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Figure 7.1.1.1-3: Local Breakout Roaming Trusted WLAN Inter-working reference model

Within the trusted non-3GPP IP access network (TNAN) we distinguish three functions:

· A WLAN Access Network (WLAN AN).. This function terminates the UE’s WiFi air link defined in IEEE 802.11 [5]. 

· A Trusted non-3GPP access’s S2a peer (TNSP). This function terminates S2a.

· A Trusted non-3GPP access’s STa peer (TNAP). This function terminates STa.

NOTE 1: 
Policy and QoS aspects are studied as part of BBAI.
NOTE 2: Whether multiple TNAN functions are mapped to a single non-3GPP access entity, or a single TNAN function is distributed among multiple non-3GPP access entities is out-of-scope of 3GPP.
STa reference point

The STa reference point is defined in TS 23.402 [3] and specified in TS 29.273 [7]. It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner. 

STa might need to be enhanced to support: 

· A way for the AAA server to provide the Trusted WLAN Access Network with following information: 

· The APN the user is to be associated with for EPC access; this is required for the Trusted WLAN Access Network to establish the PDN connection with the PDN GW. Based on the HPLMN operator configuration the HSS may provide the 3GPP AAA server with a default APN for Trusted WLAN Access Network.
NOTE 2: 
Stage 3 discussions will determine whether existing “Default APN” over STa may be reused for that purpose
· Whether access to EPC is allowed for the UE.
NOTE 3: 
Stage 3 discussions will determine whether existing “Mobility Capabilities” over STa may be reused for that purpose
· The UE IMSI; this is required for the Trusted WLAN Access Network to build the S2a messages towards the PDN-GW.
NOTE 4: 
Stage 3 discussions will determine whether existing “Permanent User Identity” over STa may be reused for that purpose

SWw reference point

The SWw reference point connects the WLAN UE to the WLAN Access Network per IEEE 802.11-2007 specifications [5]. This includes the support of:

· the security that was defined as part of 802.11-2007 [5] and thus the transport of EAP signalling messages for authentication signalling between the 3GPP AAA Server and the WLAN UE;

· parameters for identification of the operator networks for roaming purposes (i.e. PLMN list). 

SWx reference point

The SWx reference point is defined for EPC in TS 23.402 [3]. It is specified at stage 3 level respectively in TS 29.273 [7].
****** Next Change ******
7.1.1.2
Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW
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Figure 7.1.1.2-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
A per-UE point-to-point link between UE and TNSP is assumed. In particular, it is assumed that the trusted non-3GPP access does not do any routing of UE traffic between-WLAN AN and TNSP. It is assumed that the WLAN AN applies upstream and downstream forced-forwarding between the UE’s WiFi air link and the WLAN AN-TNSP link. The aspects of point-to-point link described in [17] and [18] also applies to the point-to-point link between UE and TNSP. The implementation of the point-to-point link is out-of-scope for 3GPP.
In this specific solution, it is assumed that TNSP is the first hop router and the DHCP server.

NOTE 1: 
The link model is different from GTP based S5/S8 and GTP based S2b.
No specific mechanisms are defined to support AP-to-AP handover.
Refer to section 6.1.3.1. Based on assumptions for solutions with no impact to UE, UE cannot provide APN and PCO to TNSP. So, there are following differences than section 6.1.3.1:
· At step 2, the following additions apply:

· The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides a default APN for WLAN. PDN type is indicated from HSS in this step. Based on the HPLMN operator configuration the HSS may provide the 3GPP AAA server with a default APN for Trusted WLAN Access Network.
NOTE 2: 
If the APN used in 3GPP side is the same as the default APN for Trusted WLAN the network may select the same or different PDN GWs for the PDN connections when PDN connections to this APN are activated via 3GPP access network and Trusted WLAN in the same time. If the same PDN GW is selected then the APN-AMBR is enforced for the PDN connections. If different PDN GWs are selected then the APN-AMBR is enforced separately in the PDN GWs for the PDN connections, i.e. the UE will receive double amount of bandwidth for the APN. Therefore it is recommended that the default APN for Trusted WLAN access be different from any APN that the UE may use on the 3GPP side.
· The UE and the EPC are mutually authenticated through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· IEEE 802.1X as defined by IEEE 802.11 [5] is used over the WLAN air link to carry EAP.

· After EAP authentication, UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].
· The TNAN may indicate to the AAA server via STa whether it supports S2a, non-seamless offload or both. The HSS/AAA may indicate via STa whether access to EPC via S2a is or is not allowed for this subscriber. The HSS/AAA decision to allow EPC access or not could be based on information elements such as subscriber profile, access network, SSID selected.
· At step3, For IPv4 address configuration, the use of DHCPv4 as in [18] is the L3 attach trigger. 
· At step 3, For IPv6 address configuration, the use of RS as in [17] or LL-DAD NS is the L3 attach trigger. The TNSP does not send RAs until an L3 attach trigger is received.
NOTE 3:
It is assumed that, to identify the UE, the L3 triggers are transported in an L2 frame that contains the UE L2 address (MAC address).

· The TNAN determines based on HSS/AAA indication or pre-configured information whether or not to establish S2a. 

· If the TNAN determined that S2a shall not be used steps 5-9 are skipped. Instead, the TNAN assigns an IPv4 address and/or IPv6 prefix to the UE (depending on the trigger received in step 3) and offloads the traffic.
· At step 5, when TNSP receives L3 attach trigger message, the TNSP selects default APN according the subscription data received in step 2. If the L3 attach trigger is of an IP version not supported by the subscription PDN Type, the TNSP does not send Create Session Request. Otherwise, the TNSP sends a Create Session Request with the PDN Type of the subscription data: 
· If the L3 attach trigger is IPv4 and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv6 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv4 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv4, and step 2 indicates that PDN type is IPv4-only, then PDN type in the Create Session Request is set to IPv4.

· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type is IPv6-only, then PDN type in the Create Session Request is set to IPv6.

· At step 8, PDN GW sends Create Session Response to the TNSP.
· At step 11, for IPv4, a DHCPv4 message with allocated IPv4 address is sent. For IPv6, the TNSP starts sending RAs with the allocated prefix and sets “autonomous address configuration” flag and “O” flag [RFC 4861].
NOTE 4: 
A UE might request to get some IP configuration parameters (e.g. DNS server) by means of DHCP. These parameters sent by TNSP(acting as a DHCP server) to the UE in a DHCP reply. These parameters are retrieved by the TNSP(acting as a DHCP client) from the PGW by means of DHCP.
****** Next Change ******
7.1.2.2.3
Trusted WLAN Access Gateway
The Trusted WLAN Access Gateway function includes:

-
For IP version 4: 

· Default IPv4 Router. 

· DHCP server as per IETF RFC 2131. The TWAG allocates to the UE the IPv4 address that is allocated to the UE by the PDN GW.

-
For IP version 6:

· Default IPv6 Router as per IETF RFC 4861.

-
Enforces routing of packets between the UE MAC address and the GTP tunnel for that UE.

-
Enforce per-UE L2 encapsulation of traffic to/from the UE. The specifics of the encapsulation method in use (e.g., L2 unicasting [16], 802.11Q VLAN, MPLS, CAPWAP) and how it is negotiated between the Trusted WLAN Access Network and the Trusted WLAN Access Gateway via the Trusted WLAN AAA Proxy are dependent on the specifics of the WLAN Access Network Deployment and out-of-scope for 3GPP..

NOTE 1: There is a per-UE subnet point-to-point link and subnet between the UE and the Trusted WLAN Access Gateway that acts as the default router. This link model is the same as the one used for PMIP-based S5/S8 and differs from that of GTP-based S5/S8.
NOTE 2: Whether multiple TNAN functions are mapped to a single non-3GPP access entity, or a single TNAN function is distributed among multiple non-3GPP access entities is out-of-scope of 3GPP.
****** End of Change ******
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