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Abstract of the contribution: Introduces device trigger solution “Direct Delivery over T4” to the TS.
Benefits of this approach:

-No UE Impact; legacy UE(s) can be triggered using this mechanism.

-Does not assume the use of MSISDN hence fulfils “MSISDN-less operation” requirement.

-No CS infrastructure need be deployed hence fulfils “PS Only” requirement.
-Similar interface and mechanism can be re-used for small data transmission (Mobile originating SMS).

-Reduced inter-3gpp-system signalling

-Reduced risk of overloading multiple network nodes

-Robustness

Discussion:
Here we show the complete call flow for device trigger attempt via T4 with use of T5a/T5b interface (parts of this flow are however covered by the general trigger delivery flow over MTCsp).

Proposal

This P-CR proposes to add the following ALL NEW TEXT to TS 23.mtc v0.0.0.
* * * First Change * * * *
Annex Z  
Triggering procedure (informative)

Z.1
General

This annex describes two alternatives for device triggering: one based on the use of both T5 and T4 interfaces and one that does not use T5.

The intention is to compare them and select one alternative to be moved into the normative part of this TS.
Z.x
Triggering with T5
Z.x.1
Successful immediate T5 triggering
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Figure Z.x.1-1: Successful T5 Device Trigger Delivery Flow

1.
The MTC server needs to trigger the device. If the MTC server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, validity period, priority, the IP address and port of MTC Server, and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
3.
The MTC-IWF checks that the MTC server is authorised to submit trigger requests and that the MTC-SP has not exceeded its quota or rate of trigger submission. If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF interrogates the HSS to retrieve the IMSI and the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also remember which of the CN nodes performed the last successful trigger message delivery.
4, 5, 6.
The trigger message (SMS?) is delivered to the UE. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The MTC-IWF generates the necessary CDR information.
7.
The MTC-IWF sends the Delivery Report to the MTC server.

8.
The UE may activate a PDP/PDN connection towards the MTC Server.

9.
The PGW/GGSN indicates the IP address allocated to the UE to the MTC-IWF, if this interface is configured. This message carries the IMSI and the External Identifier associated with that APN.
Editor’s note: how the PGW/GGSN obtains the address of the MTC-IWF is FFS, but it can probably be extended to provide the MTC-IWF with the address of the MTC-SP. It is not clear how to handle the multiple ext IDs that may relate to the single PDP/IP? The IWF knows it form external requests already?
10.
The UE may send user plane data to the MTC Server (e.g. to the IP address and port number provided in the trigger request or to a pre-configured address).

Z.x.1
Unsuccessful immediate T5 triggering
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Figure Z.x.1-1: Successful T5 Device Trigger Delivery Flow

1.
The MTC server needs to trigger the device. If the MTC server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, validity period, priority, the IP address and port of MTC Server, and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
3.
The MTC-IWF checks that the requester is authorised to submit trigger requests and that the specific MTC-SP has not exceeded its quota or rate of trigger submission. If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF interrogates the HSS to retrieve the IMSI and the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also remember which of the CN nodes performed the last successful trigger message delivery.
4, 5, 6.
The trigger message (SMS?) is delivered to the UE. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The MTC-IWF generates the necessary CDR information. 
The MTC-IWF may decide whether immediate delivery is required and indicates this in the trigger message, e.g. by including the validity period. If immediate delivery is not required the MSC/SGSN/MME delivers the trigger message when the  UE is already connected. Otherwise the MSC/SGSN/MME may decide to defer the delivery, sets the Message Waiting Flag  and indicates the deferring to the MTC-IWF in the Delivery Report.

If all registered CN nodes are T5 capable and the delivery attempts failed and the trigger request was a single shot request the MTC-IWF sends a delivery report to the MTC server indicating the delivery failure.

For all other cases the MTC-IWF initiates the T4 delivery procedure. It may inform the SMS-SC about unsuccessful delivery attempts so that the SMS-SC can immediately requests the HSS to set the SMS Message Waiting Flag without attempting SMS delivery.
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