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Abstract of the contribution: This contribution gives a proposal to update the information flows for offloaded traffic when UE attached via WLAN access. 
Introduction
This contribution proposes to update the information flows in the TR 23.839 to take into account:

- Variant A, B and C in the reference architecture that includes both TDF session procedures to detect services and enforced policies for offloaded traffic in the BNG and Network initiated dynamic policy provisioning for offloaded traffic for both provisioning and removal of QoS rules over S9a. Since the TDF session will monitor traffic for the UE local IP address, the granularity of the TDF session for offloaded traffic is also per UE that is identified by the IMSI or by the UE local IP address.
In addition, the flows are updated to include the indication of IP-CAN session establishment/termination for offloaded traffic.
Proposal
It is proposed to add the following to 23.839 
*** First Change ***
* * * Start of 1st Change * * *  
6.1 Policy and QoS

Editor's Note: In the description below, it is assumed that there is no NAT. The solution that includes NATs is FFS

Policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9a.

Establishment of S9a for a UE is either done as a result of the UE’s 3GPP-based access authentication, or as a result of S2b/S2c tunnel setup. If neither 3GPP-based access authentication nor tunnel setup is performed, then no policies from the EPC Network can be sent to the BBF access network for the offloaded traffic.
For architecture variant A the PCRF shall bind the request from AF with an existing IP-CAN session using the Subscriber ID (e.g. IMSI) or the UE local IP address received from AF, if available.

For architecture variant B, it is assumed that BPCF shall bind the request from AF with an existing S9a session using the UE ID (e.g. IMSI) or the UE local IP address received from AF, if available.

For architecture variant C, in solicited mode, the PCRF shall start the Sd session with the TDF when an indication of IP-CAN session establishment is received over S9a for the UE local IP address. In unsolicited mode, the TDF notifies the PCRF the detected service using Sd interface,

The BBF access network might be pre-configured with policies for a UE.

It is assumed that QoS for a UE’s offloaded traffic is enforced by the BBF access network, based on rules received via S9a from the EPC Network. For the WLAN case, the BBF domain sets a per-flow DSCP marking on each packet. Which BBF entity is perfoming the DSCP marking is out of scope of 3GPP (e.g. BNG).

Editor’s Note: The feasibility of implementing DSCP setting for DL traffic needs to be acknowledged by BBF.

For the WLAN case, DSCP marking on offloaded traffic may be performed by the UE by means of reflective QoS as defined in TS 23.139 section 6.3. In order to protect the Fixed Broadband Network from misbehaving UEs, the Fixed Broadband Network might implement protective measure as outlined in TS 23.139 section 6.3. Additional protective measures might be implementation by the Fixed Broadband Network. All these protective measures are out-of-scope for 3GPP.

Editor’s Note: The feasibility of the implementing protective measures in the Fixed Broadband Network, as a result of introducing reflective QoS also for offloaded traffic needs to be acknowledged by BBF.
A distinction is made between static and dynamic policies. Static policies for a UE are those policies that are known by the EPC Network at the time of UE attachment. Dynamic policies for a UE are those policies that cannot be known by the EPC Network at the time of UE attachment.

*** Second Change ***
6.3 Procedures WLAN


6.3.1 Attach and handover flows with or without simultaneous attach to EPC
This procedure is applicable if the UE accesses via a Fixed Broadband Access network, traffic is offloaded in the BNG and if dynamic PCC is deployed. The purpose is to establish a session between the BPCF and the PCRF to provision QoS Rules for offloaded traffic in the Fixed Broadband Access. 
In addition, the same procedure defined for building block 1 to establish a Gateway Control Session to provision QoS Rules for EPC routed traffic applies.
NOTE: 
It is upto stage 3 to determine how policy rules for IP-CAN sessions for NS-WLAN offloaded traffic and policy rules for Gateway Control Sessions for the EPC routed traffic are transferred from PCRF to BPCF and if these procedures are combined or not.
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Figure 6.3.1-1: Initial attach or handover from 3GPP access procedure  in WLAN 
Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1,2, A1, A2 For details of this step, see the initial attach and handover call flows in building block 1. In this steps the UE receives its local IP address. The UE authenticates to the 3GPP network. either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, the BPCF sends an indication that the IP-CAN session is established  for this UE. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case). Static QoS rules for this UE may be sent to the BBF access network. These rules are applicable for offloaded traffic of a UE identified by the UE local IP address, which enables the BBF domain to correlate packets to this UE.
A3.Triggered by the successful establishment of the IP-CAN session for the UE local IP address in step A2, the V-PCRF (roaming) and the PCRF (non-roaming) establishes a session with the TDF to provision ADC Rules for that UE local IP address.

3.
B1, B2, B3 if the UE establishes an IP-CAN session for EPC routed traffic, these steps take place, for details see initial attach and handover call flows in building block 1 for S2b and S2c cases, 
B4.Triggered by the indication of IPCAN session establishment and for the solicited service mode the TDF session is established to provision ADC Rules for that UE IP address from EPC.




B5. Triggered by the request to establish a Gateway Control Session to provision QoS Rules for EPC routed traffic, the BPCF sends an indication that the IP-CAN session for offloaded traffic is established if step A.2 did not take place.
B6.  After successful establishment of the IP-CAN session for offloaded traffic, the TDF session is established to provision ADC Rules for the offloaded traffic.
4, 5. Policy interactions as described in building block 1.

6.3.2
Network-Initiated Dynamic Policy Control for offloaded traffic

This procedure is applicable if the UE accesses via a Fixed Broadband Access network, traffic is offloaded in the BNG and if dynamic PCC is deployed. The purpose is to provision QoS Rules over S9a for offloaded traffic in the Fixed Broadband Access. The Fixed Broadband Access is able to perform admission control and to provision policy rules in the BNG for the purpose to identify traffic for the UE local IP address and enforced QoS.
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Figure 6.3.2-1: Network-initiated dynamic policy control procedure for offloaded traffic
1.
Optionally, for variant B for non roaming scenarios service information for a 3GPP UE identified by the UE local IP address or the IMSI is received by BPCF then sent over S9a to the PCRF. For roaming scenarios the service information received by H-PCRF over Rx interface (variant A) or by the V-PCRF over Sd interface (variant C) or sent over S9a (variant B) is sent to the H-PCRF over S9 interface.
2.
PCRF generates QoS Rules for the offloaded traffic based on the service information provided in step 1.
3.
Triggered by step 2. The PCRF (for non-roaming case) and the V-PCRF (for roaming case) initiates the PCRF-init IP-CAN session modification Procedure with the BPCF over S9a to provision QoS Rules for the UE local IP address. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9a towards the BPCF.

4.
The Fixed Broadband Access Network performs admission control based on the QoS rules provisioned to it, and establishes all necessary resources and configuration in the Fixed Broadband Access network. The details of this step are out of the scope of this specification.
6.3.3
UE or NW detach procedure
This procedure is applicable if the UE is detached from the Fixed Broadband Access, e.g. UE local IP address is released As a result, the IP-CAN session for the UE local IP address is released, This also triggers the released of all Gateway Control Sessions for the same UE by the BPCF.
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 Figure 6.3.3-1. UE or NW detach from the fixed broadband access 
1. The detached may be triggered by the NW or by the UE. When triggered by the NW, the 3GPP AAA may send deregistration request to the BBF access.

2. Triggered by step 1, or by other BBF internal procedures (e.g. timer expires) the UE local IP address allocated by the BBF domain is released.

3. The notification that the UE is detached is sent to the BPCF, 
A. These steps remove the IP-CAN session for offloaded traffic:
A1. Trigger by step 3, the BPCF sends an indication that the IP-CAN session for the UE local IP address is released to the PCRF

A2. The PCRF terminates the TDF session for the UE local IP address, if exists.
B. 
These steps remove the Gateway Control Session to provision QoS Rules for the EPC routed traffic.

B1.
Triggered by step 3, the BPCF sends an indication that the Gateway Control Sessions described in building block 1.
B2. PCRF terminates all IP-CAN sessions for that UE IP address.
B3. Optionally, if one or several Gateway Control Session with the BBERF in the ePDG existis, PCRF terminates all Gateway Control Sessions with that BBERF as described in building block 1.
B4. Optionally if one or several TDF session exists, the PCRF terminates the all TDF sessions for that UE IP address. 
6.3.4
Dynamic ADC Rules provisioning
This procedure is applicable if the UE accesses via a Fixed Broadband Access network, traffic is offloaded in the BNG and if dynamic PCC is deployed. The purpose is to provision or to remove ADC Rules to the TDF over Sd reference point.
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Figure 6.3.4-1: Network-initiated dynamic policy control procedure for offloaded traffic

1.
A Policy decision in the PCRF (for non-roaming) or in the H-PCRF (for EPC routed or visited access) or subscriber profile update occurs.
2.
Optionally, PCRF (for non-roaming) or V-PCRF (for EPC routed and visited access) sends ADC Rules over Sd reference point.

3.  Optionally, PCRF (for non-roaming) or V-PCRF (for EPC routed and visited access) provides QoS Rules to the BPCF.
 4.
The Fixed Broadband Access Network performs admission control based on the QoS rules provisioned to it, and establishes all necessary resources and configuration in the Fixed Broadband Access network. The details of this step are out of the scope of this specification.

*** End of Changes ***
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4. Access specific mechanism for admission control, translation into relevant QoS parameters
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A3. TDF session establishment 











BNG
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B2. PCRF-initiated Gateway Control Session Establishment Procedure 



as specified in TS 23.203











ePDG







hPCRF







AAA







HSS/







2. Local IP address assignment







3GPP AAA Proxy







vPCRF







GW







PDN







UE







1. 3GPP-based access authentication (EAP-AKA) as specified in TS 23.402 







Roaming Scenarios







B4. TDF session establishment 















B5. Indication of IP-CAN Session Establishment Procedure �







TDF















B6. TDF session establishment 







AAA�proxy







BPCF







Fixed Broadband Access Network







(A)























A2. Indication of IP-CAN Session Establishment Procedure 







B3. PCRF-initiated Gateway Control Session Establishment Procedure 



as specified in TS 23.203











RG







 A1. Trigger







5. policy interaction







B1. ePDG-initiated Gateway Control Session Establishment Procedure















(B)







3. PDN connection setup as specified in TS 23.402
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3. PCRF initiated IP-CAN session modification
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4. Access specific procedures (e.g. to request admission control or to provision QoS information)
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