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Abstract of the contribution: Proposal to conclude the Server to UE direction of TR 23.863

1. Introduction

There are 5 alternatives proposed for Server to MSISDN-less UE in this TR. It is proposed to conclude this aspect of the TR in order to allow a standardized solution to be developed for Rel 11 timeframe.

2. Discussion
The following table summarizes the criteria / requirements vs. Alternatives for Server to UE direction.

	Alternative ▶
Criteria▼
	Alt 1: Server creates the SMSIP delivery directly
	Alt 2: Direct delivery with IP-SM-GW
	Alt 3: 

Use of IM AS
	Alt 4: SMS delivery through SMS proxy
	Alt 5: Direct delivery with IP-SM-GW interworking

	Store and forwarding capability
	NO
	NO
	YES
	NO
	NO

	SMS payload size
	No impact
	No impact
	No impact
	Reduced by the length of the target SIP URI
	Reduced by the length of the target SIP URI

	Roaming impacts
	NO
	NO
	NO
	NO
	NO

	Essential nodes and requirements▼
	
	
	
	
	

	Server
	- Assume UE is always on or aware the UE registration status by 3rd party registration and event package

-Create the SMS IP request directly and process delivery report

-Retry if delivery failed
	- Assume UE is always on or aware the UE registration status by 3rd party registration and event package

- Aware of the protocol needed for sending the message to IP-SM-GW (e.g., SIP request, SIP Message, proprietary, etc).

- Retry if delivery failed


	-Create the SMS as Instant Message
	- Assume UE is always on 

-Create SMS toward SMS proxy by setting TP-DA with E.164 of the SMS proxy

-target SIP URI is embedded in the SMS payload
	SIP Request to IP-SM-GW contains a “terminating code” that allows the IP-SM-GW to aware that this SMS is toward MSISDN-less UE. 

-“terminating code” is put into RP-DA.

-target SIP URI is embedded in the SMS payload

-process the status report by looking into the body to determine which target this is from.

	IP-SM-GW
	-Perform service authorization if required by configuration
	-Create the SMS IP request based on the incoming message from server

- Domain selection (i.e., retry to CS domain) must not be used.
	-Perform service level interworking from IM to SMS (existing procedure)

- Domain selection (i.e., retry to CS domain) must not be used.
	-Retrieve the target SIP URI from SMS payload and create SMS IP request directly

-Delivery report to SC is either success or temporary failure.

-Will not report status to HSS because SC alert mechanism can not be used
	-Triggered by the “terminating code”, IP-SM-GW creates the SMS IP request by retrieving the target SIP URI from SMS payload.

-“terminating code” is placed into RP-OA.

-for sending the SMS-STATUS-REPOR to IMS Server, the TP-RA is set to “terminating code” and includes the target SIP URI (i.e, MSISDN-less UE) in the user data body.

	SMSC-GMSC
	N/A
	N/A
	N/A
	The validity period for retry must be set to low value.

SMSC does not know the actual recipient of the SMS so charging can be affected.
	N/A

	IM AS
	N/A
	N/A
	Store IM if UE is unavailable (existing procedure)
	N/A
	N/A

	MSISDN-less UE
	None
	None
	None
	None
	The RP-ACK contains 

- the “terminating code” in RP-OA.

-IMS server E.164 in RP-DA.

-its own SIP URI in the SM data body.


Discussion point #1: Storing and forwarding Mechanism

· It can be seen from the above table that only Alternative 1,2,4,5 does not have “Storing and forwarding Mechanism”

· The proposals for “Storing and forwarding Mechanism” in this TR 23.863 (sub-clause 6.1) has one alternative has high architecture impact, while the other will duplicate the functionality in IP-SM-GW. Because of these reasons, both alternatives are not desirable. One approach is to wait for SIMTC work to conclude on the MSISDN less aspect and to align or adopt our SMS IP architecture in order to reuse the existing architecture with the protocol enhancements from SIMTC to avoid duplication of functionality and complexity.

· The Server to MSISDN-less UE is primary for M2M application, at least for the near future. During SA2 #87 (ref S2-114304), SIMTC WID has revised to focus on “Device Triggering On-line”. For this SMSMI work in Rel 11, the focus should also be for “on-line” device; hence, the need of  “Storing and forwarding Mechanism” can be deferred until the 2nd bullet above is proceeding. 

Conclusion #1: Storing and forwarding Mechanism can be deferred for Server to MSISDN-less UE.

Conclusion #2: Server can assume MSISDN-less UE is always on or Server can retry when delivery failed.

Conclusion #3: Storing and forwarding Mechanism work can resume when SIMTC work MSISDN less aspect is concluded.

Discussion point #2: embedding SIP-URI in SMS payload

· This coding is required by Alt 4 and 5. It can also be used by Alt 2 as the common protocol for sending the message to IP-SM-GW. 

· The payload size is 160 seven-bit characters. The IMPU is in the form of “sip:username@domain”. Embedding alternative address (e.g, email address) in SMS payload can be seen already today and is not an uncommon practice. 

· SIMTC WID is addressing the SMS related architecture to allow MSISDN-less addressing. SMSMI work should not develop a complicate solution at this phase in order to allow harmonization with SIMTC later on. 

Conclusion #4: embedding IMPU in sms payload is feasible and proposes that as the first step in SMSMI work

Conclusion #5: further enhancement to SMS IP architecture should be based on the SIMTC work on SMS related work on SMS’s MSISDN-less addressing.

3. Proposal

*** Start of change ***
7
Alternatives Assessment and Conclusions

7.1
Assessment of Server – MSISDN-less IMS UE communication via SMS alternatives

The following table 7.1-1 summarizes the criteria / requirements vs. Alternatives for Server to UE direction.

	Alternative ▶
Criteria▼
	Alt 1: Server creates the SMSIP delivery directly
	Alt 2: Direct delivery with IP-SM-GW
	Alt 3: 

Use of IM AS
	Alt 4: SMS delivery through SMS proxy
	Alt 5: Direct delivery with IP-SM-GW interworking

	Store and forwarding capability
	NO
	NO
	YES
	NO
	NO

	SMS payload size
	No impact
	Reduced by the length of the target SIP URI
	No impact
	Reduced by the length of the target SIP URI
	Reduced by the length of the target SIP URI

	Roaming impacts
	NO
	NO
	NO
	NO
	NO

	Compatibility with SIMTC
	?
	?
	?
	?
	?

	Essential nodes and requirements▼
	
	
	
	
	

	Server
	- Assume UE is always on or aware the UE registration status by 3rd party registration and event package

-Create the SMS IP request directly and process delivery report

-Retry if delivery failed
	- Assume UE is always on or aware the UE registration status by 3rd party registration and event package

- reuse the same mechanism as in Alternative 5 for embedding SIP URI in the SMS payload 
- Retry if delivery failed
	-Create the SMS as Instant Message
	- Assume UE is always on 

-Create SMS toward SMS proxy by setting TP-DA with E.164 of the SMS proxy

-target SIP URI is embedded in the SMS payload
	SIP Request to IP-SM-GW contains a “terminating code” that allows the IP-SM-GW to aware that this SMS is toward MSISDN-less UE. 

-“terminating code” is put into RP-DA.

-target SIP URI is embedded in the SMS payload

-process the status report by looking into the body to determine which target this is from.

	IP-SM-GW
	-Perform service authorization if required by configuration
	-Create the SMS IP request based on the incoming message from server with retrieving the target SIP URI from SMS payload, based on the indication as proposed in alt 5.
- Domain selection (i.e., retry to CS domain) must not be used.
	-Perform service level interworking from IM to SMS (existing procedure)

- Domain selection (i.e., retry to CS domain) must not be used.
	-Retrieve the target SIP URI from SMS payload and create SMS IP request directly

-Delivery report to SC is either success or temporary failure.

-Will not report status to HSS because SC alert mechanism can not be used
	-Triggered by the “terminating code”, IP-SM-GW creates the SMS IP request by retrieving the target SIP URI from SMS payload.

-“terminating code” is placed into RP-OA.

-for sending the SMS-STATUS-REPOR to IMS Server, the TP-RA is set to “terminating code” and includes the target SIP URI (i.e, MSISDN-less UE) in the user data body.

	SMSC-GMSC
	N/A
	N/A
	N/A
	The validity period for retry must be set to low value.

SMSC does not know the actual recipient of the SMS so charging can be affected.
	N/A

	IM AS
	N/A
	N/A
	Store IM if UE is unavailable (existing procedure)
	N/A
	N/A

	MSISDN-less UE
	None
	None
	None
	None
	The RP-ACK contains 

- the “terminating code” in RP-OA.

-IMS server E.164 in RP-DA.

-its own SIP URI in the SM data body.


Table 7.1-1: Criteria / Requirements vs. Alternatives for Server to UE direction
7.2
Assessment of MSISDN-less IMS UE – Server communication via SMS alternatives

The following table 7.1-1 summarizes the criteria / requirements vs. Alternatives for UE to Server direction.
	Alternative ▶
Criteria▼
	Alt 1: Direct delivery with IP-SM-GW interworking
	Alt 2: SMS delivery through SMS proxy
	Alt 3: SMS submit with direct delivery from originating IP-SM-GW

	Store and forwarding capability
	NO
	YES
	NO

	SMS payload size
	Reduced by the length of the target SIP URI
	Reduced by the length of the target SIP URI
	Reduced by the length of the target SIP URI

	Roaming impacts
	NO
	NO (both SMSC and IP-SM-GW are from the home PLMN)
	NO

	Essential nodes and requirements▼
	
	
	

	Server
	When receives the SMS, it needs to extract the sender identity from SMS payload.

Construct the RP-ACK with RP-DA=short code and include sender identity – SIP URI into payload
	When receives the SMS, it needs to extract the sender identity from SMS payload.


	When receives the SMS, it needs to extract the sender identity from SMS payload.



	IP-SM-GW
	SMS status report deliverly to UE is based on server to MSISDN-less UE mechanism. 
	When sending to the Server, it acts as SMS proxy for the MSISDN less UE by adding its own E.164 as the originator of the SMS in TP-OA.

It may insert UE’s SIP URI in payload if it knows that UE has not done so already.
	It may insert UE’s SIP URI in payload if it knows that UE has not done so already.

It sets the sender of the request (RP-Originating-Address) and the originator of the request (TP-Originating-Address ) is set to the E.164 address of the IP-SM-GW 

	SMSC-GMSC
	N/A
	It needs to look into the payload to be aware who is the actual sender. The trigger can be based on sending party (i.e, TP-OA is E.164 of IP SM GW)
	N/A

	MSISDN-less UE
	Embed its own SIP URI in the payload

RP-OA:Short code
	None or embed its own SIP URI in the payload
	None or embed its own SIP URI in the payload


Table 7.2-1: Criteria / Requirements vs. Alternatives for UE to Server direction
*** End of change ***
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