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Abstract of the contribution: Proposal to address the EN related to: “ In both of these variations, it is FFS on how to identify the actual sender (e.g., for the purpose charging, data retention, and lawful interception). “ in Alternative 2 (UE to Server direction) of TR 23.863.

1. Introduction

There is an EN in Alt 2 related to:

Editor's Note: In both of these variations, it is FFS on how to identify the actual sender (e.g., for the purpose charging, data retention, and lawful interception). 
The following figure 5.1.2.2-2 shows the overall procedure for this alternative:
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Figure 5.1.2.2-2: Standalone SMS proxy

It should be noted that both IP-SM-GW and SMSC are within the same PLMN of the user because this service is offered by the HPLMN.  The SMS MO is first delivered to the IP-SM-GW in home IMS then to the SMS-IWMSC designated by the address stored in the USIM. This shows that there is no roaming issue.

In order to allow the SMSC to detect that the originator address of the SMS is within the SMS payload, it is proposed that the IP-SM-GW inserts a pre-defined E.164 address TP-OA in which the SMSC can use for triggering. This mechanism is similar to Alternative 1 and 3 on this UE to Server sections.

2. Proposal

**** start of Change ****
5.1.2.2
Alternative 2: SMS delivery through SMS proxy 

5.1.2.2.1
Procedure

In the following two solutions an "SMS proxy" is assigned to the MSISDN-less IMS UE. The E.164 address of the SMS proxy can be stored as an addition to the subscriber data of the MSISDN-less IMS UE. The "SMS proxy" can be co-located with the IP-SM-GW.

The scenario in figure 5.1.2.2-1 assumes that the "SMS proxy" is co-located with IP-SM-GW.
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Figure 5.1.2.2-1: SMS proxy (co-located with IP-SM-GW)

1)
MSISDN-less IMS UE submits a short message as an SMSIP message.

2)
As no E.164  number (MSISDN) available for the originator of the request, the IP-SM-GW acts as an SMS proxy and adds its own E.164 address as the originator of the short message (RP-Originating-Address) and includes the MSISDN-less IMS UE's SIP URI into the actual message.

Editor's Note: It is necessary to standardize how the MSISDN-less IMS UE's SIP URI is sent in the SMS to the server.

NOTE 1:
If based on configuration the IP-SM-GW can assume that an identifier of the MSISDN-less IMS UE (e.g. device id) is already included in the short message itself (the server will know the originator's identity), then it is not necessary to insert the MSISDN-less IMS UE's SIP URI into the actual message.

3)
The IP-SM-GW acknowledges the SMSIP message with a 200 (OK) response.

4)
The IP-SM-GW forwards the short message to the SC.
5)
The SC returns a submit report.

6)
The IP-SM-GW forwards the submit report to the MSISDN-less IMS UE as an SMSIP message.

7)
The MSISDN-less IMS UE returns a 200 (OK) response.

8)
Using standard SM delivery procedures the SC attempts to deliver the short message to the “Server/SMS receiver”.

The scenario in figure 5.1.2.2-2 assumes that the "SMS proxy" is not co-located with IP-SM-GW.
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Figure 5.1.2.2-2: Standalone SMS proxy

1)
MSISDN-less IMS UE submits a short message as an SMSIP message.

2)
SMS proxy creates a new request to the IP-SM-GW as a B2BUA. It includes the MSISDN-less IMS UE's SIP URI into the actual message. The originator of the new SMSIP submit message is the SMS proxy.

Editor's Note: It is necessary to standardize how the MSISDN-less IMS UE's SIP URI is sent in the SMS to the server.

NOTE 1:
If based on configuration the SMS proxy can assume that an identifier of the MSISDN-less IMS UE (e.g. device id) is already included in the short message itself (the server will know the originator's identity), then it is not necessary to insert the MSISDN-less IMS UE's SIP URI into the actual message.

3)
The SMS proxy acknowledges the SMSIP message with a 200 (OK) response.

4)
The SMS proxy sends the new SMSIP submit request to the IP-SM-GW.

5)
The IP-SM-GW acknowledges the SMSIP message with a 200 (OK) response.

6)
The IP-SM-GW forwards the short message to the SC.
7a)
The SC returns a submit report.

7b)
Using standard SM delivery procedures the SC attempts to deliver the short message to the “Server/SMS receiver”.

8)
The IP-SM-GW forwards the submit report to the SMS proxy as an SMSIP message.

9)
The SMS proxy returns a 200 (OK) response.

10) The SMS proxy forwards the submit report to the MSISDN-less IMS UE as an SMSIP message.

NOTE 2:
No B2BUA needed for the submit report.

11) The MSISDN-less IMS UE returns a 200 (OK) response.


In both of these variants, the SMSC needs to have an indication that the sender’s address is embedded in the SMS payload. This indication can be based on a special E.164 number that the IP-SM-GW inserts into the TP-OA field which will allow the SMSC to perform this triggering.
5.1.2.2.2
Affect / necessary changes in existing functionality

SMS proxy functionality in the originating network introduced that can be co-located with IP-SM-GW.
SMSC/SMS-IWMSC needs a new functionality to detect the sender identity based on indication /matching in TP-OA field.
5.1.2.2.3
Applicability
Requirements for SMS addressing / routing: None.

Restriction/requirement on SM sender: None.

Restriction/requirement on the “Server/SMS receiver”:Must determine the originator's identity from the received short message itself (and can create answer SMS as described in subclause 5.1.1).

5.1.2.2.4
Advantages, drawbacks
Pro

-
The “Server/SMS receiver” can use any access technology to receive short message.

-
Can be used for any receiver assuming that the receiver is able to determine the originator's identity from the received short message itself (and not TP-Originating-Address).

Con

-
SMS proxy needed.

-
It is necessary to standardize how the originator of the SMS is sent from the SMS proxy.
-
SMSC is impacted and coordination of indication between IP-SM-GW and SMSC are required.
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