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Abstract of the contribution: This contribution discusses the general message flow of the MTC online device trigger. It considers the case that MTC device’s PDP/PDN connection towards the MTC server has been established but its IP address is not known by MTC server.
1. Discussion
According to the use case described in 23.888 clause 5.8.1, the MTC server sends the MTC device trigger request as long as it has no IP address available to reach the MTC device. This circumstance may due to that the MTC device does not have a PDP/PDN connection towards the PDN where MTC server is located. In this case, the 3GPP core network shall trigger the MTC device to establish the PDP/PDN connection. Several solutions have been proposed to address this issue in the previous meetings. There are still other cases that the PDP/PDN connection has been established between MTC server and MTC device when MTC server issues the request. This may due to that the MTC device fails in updating its IP address to MTC server, or the MTC server doesn’t maintain the MTC devices’ IP addresses. In this case, sending trigger information from MTC-IWF to MTC device becomes an unnecessary overhead to the core network since no particular operation needs to be triggered in MTC device. Instead of sending trigger information, we suggest that MTC-IWF can just return the MTC device’s IP address to MTC server, and then the MTC server can initiate data transmission from/to MTC device via IP connection directly. 
By this concept, we introduce the general message flow of MTC device trigger procedure in Figure 6.45.8-1. When receiving a device trigger request (Step 1), MTC-IWF interrogates HLR/HSS to obtain the MTC device’s subscription and reachability information (Steps 2-3). By analyzing this information, MTC-IWF handles the subsequent device trigger procedure according to the PS domain connectivity of the MTC device.
1. If the MTC device has no PDP/PDN connection towards the MTC server, MTC-IWF activates the procedure to trigger the MTC device (Step 4). Several solutions have been proposed to address this issue (e.g., via MT-SMS, NAS signalling, cell broadcast, or existing NAS procedure). After Step 4, if the IP address of the new PDP/PDN connection is still not known by MTC server, MTC-IWF helps to query it from the core network (Step 5) and return to MTC server (Step 6). Finally, the MTC server can communicate with the MTC device via IP connection directly (Steps 7-8).
2. If there has been one PDP/PDN connection available between the MTC device and the MTC server, Step 4 can be skipped. Instead, MTC-IWF queries the IP address of the existing PDP/PDN connection from the core network (Step 5) and returns it to MTC server (Step 6). Then the MTC server can initiate data transmission from/to the MTC device via IP connection directly (Steps 7-8).
2. Proposed Changes

The following text is proposed to be added in 23.888.
Start of 1st change

5.8.3.4  3GPP system internal handling of device triggers

The protocols within the PLMN should support an option where the UE can be identified without the use of an E.164-MSISDN. A PLMN may support delivery of MT-SMS with an IMSI as destination address instead of an E.164-MSISDN.  However, in order to avoid exposure of IMSI outside the MNO domain, this shall only be allowed for SMEs located in the MNO domain. 
The MTC-IWF interrogates HLR/HSS, when needed, to map external identifier to IMSI and gather UE reachability and configuration information, selects the trigger delivery mechanism and performs protocol translation if necessary, e.g. to reformat the triggered request to match the selected trigger delivery method, and routes the request towards the relevant network entity. Validity time is used for the delivery of device trigger requests to the UE.
If MTC-IWF discovers that a PDP/PDN connection is available between the MTC server and the MTC device, MTC-IWF queries the MTC device’s IP address from the core network and returns it to the MTC server instead of delivering the trigger information to the MTC device.

Synergies might be possible with MTC Small data transmission where MT-SMS or other trigger delivery services are also a candidate for small data transmission.
End of 1st change

Start of 2nd change

7.2.2
MTC Device Triggering – Key Issue 5.8

…
3)  3GPP system internal handling of device triggers:
a) The protocols within the PLMN should support an option where the UE can be identified without the use of an E.164-MSISDN. A PLMN may support delivery of MT-SMS submitted with an IMSI as destination address instead of an E.164-MSISDN. However, in order to avoid exposure of IMSI outside of MNO domain, this shall only be allowed for SMEs located in the MNO domain.

b) The 3GPP system shall support MTC-IWF interrogation, when needed, of HLR/HSS to map an external identifier to IMSI and gather information stored in HLR/HSS required for device triggering. 
c) If MTC-IWF discovers that a PDP/PDN connection is available between the MTC server and the MTC device, MTC-IWF queries the MTC device’s IP address from the core network and returns it to the MTC server instead of delivering the trigger information to the MTC device

d) The MTC-IWF shall support selection of the trigger delivery mechanism and performs protocol translation if necessary, e.g. to reformat the triggered request to match the selected trigger delivery method, and routes the request towards the relevant network entity.

e) When SMS service is selected as the trigger delivery mechanism, validity time over MTCsp is mapped to Validity Period in SMS delivery

End of 2nd change

Start of 3rd change

6.45
Solution – Device trigger gateway solution

…
6.45.8
General message flow
The following cases are considered in the generic framework.

Case 1: MTC device has no reachable PDP/PDN connection from MTC server.

Case 2: MTC device has already had a PDP/PDN connection towards the PDN where MTC server is located, but its IP address is not known by MTC server.

In Case 1, MTC-IWF shall trigger the MTC device to establish a PDP/PDN connection to communicate with the MTC server. In Case 2, the delivery of trigger information to MTC device is unnecessary overhead for the core network since no particular operation needs to be triggered in MTC device. Instead of proceeding device trigger procedure, we suggest that MTC-IWF can query the MTC device’s IP address from the core network and return it to MTC server. Then, the MTC server can poll data from MTC device via IP connection directly. 

The generic framework is illustrated in Figure 6.45.8-1 and the details are described as follows.
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Figure 6.45.8-1: General message flow of MTC online device trigger via MTCsp.

Step 0. MTC Server fails in communicating with MTC device via IP connection. It may be due to that 1) MTC sever doesn’t have MTC device’s IP address, or 2) MTC server cannot reach MTC device by the IP address it maintained. 

Step 1. MTC server requests the 3GPP network to trigger the MTC device. MTC server sends a request to MTC-IWF via MTCsp. 

Steps 2-3. MTC-IWF interrogates HSS/HLR to obtain the MTC device’s subscription and reachability information. In this step, HSS/HLR maps the external identity to internal identity, gathers UE reachability information, and provides other necessary information for device trigger (Step 4) and IP address query (Step 5).

Step 4. By analyzing the information from HLR/HSS, MTC-IWF discovers the PS domain connectivity of the MTC device. If the MTC device doesn’t have a reachable PDP/PDN connection from the MTC server (i.e., MTC device doesn’t have a PDP/PDN connection towards the PDN where the MTC server is located), MTC-IWF triggers the MTC device to activate a PDP /PDN connection. As a result of the device trigger procedure, an IP address, which is routable from the MTC server, is assigned to the MTC device. 

Note: this step can be skipped if the MTC device has already had a reachable PDP/PDN connection from the MTC server.

Steps 5-6. If Step 4 is skipped or the IP address of the new PDP/PDN connection is not know by MTC server after Step 4, MTC-IWF queries the IP address of MTC device from the core network, and return it to MTC server.
Note 1: if the IP address of the new PDP/PDN connection has been known by MTC server in the device trigger procedure (Step 4), the MTC-IWF may skip the IP address query (Step 5) and send an acknowledgement to MTC server in Step 6.
Note 2: The following alternative solutions could be used to query the IP address from the core network.
(1) Acquire the MTC device’s IP address from SGSN/MME.
(2) Query the MTC device’s IP address from the serving GGSN/PDN-GW.
Steps 7-8. MTC server and MTC device communicate directly via IP connection.
6.45.9
Impacts on existing nodes or functionality

Impact to the Core Network:
-
Deployment of the DT function;

-
New instances of pre-defined reference points (e.g. C, Sh, ISC, Gn, Gi/SGi) to connect the DT function in the MTC-IWF to HLR/HSS, the GGSN/P-GWs and the actual trigger delivery services (e.g, SMSC, CBS, S-CSCF, GGSN/PGW, etc.).

-
Storage of the assigned MTC-IWF of a particular UE used MTC and possibly the UE’s device trigger delivery service capabilities;

-
HLR/HSS, MTC-IWF or UE to store addresses of authorized MTC servers for device triggering of a particular MTC device;

-
HLR/HSS or MTC-IWF to store network operator policy information used for device trigger delivery service and route.
-  HLR/HSS to provide the information of UE’s PS domain connectivity to MTC-IWF. 

6.45.10
Evaluation
End of 3rd change
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