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This contribution includes the Gxd procures for wireline based on the Gx procedures.
7
Building Block III
Editor's Note:
This clause will contain the material related to Building Block III for fixed devices.

7.4
Procedures for fixed access

Editor’s note: This subclause will identify the requirements and assumptions for convergent Policy and QoS for fixed line session
7.4.1
Provisioning Default QoS for fixed access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG. 

NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3)
The PCRF sends Default QoS to the BNG.

NOTE 2:
The PCRF may override the QoS received from the BNG / BBF AAA.

7.4.2
Gxd Procedures 
7.4.2.1 BBF Device Initial Attach Procedure 
The fixed device attaches to the network is authenticated per BBF specifications.
The BNG triggers the IP CAN session with the PCRF per BBF specifications.
Note that per BBF TR-124 specification both the RG and a device behind the RG may initiate a PPPoE or IPoE session with the BBF.
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Figure 7.4.1.1 -1 BBF Device Initial Attach  
Steps 1:  This step is BBF specific and as such out of scope of this specification.
NOTE: The device can a BBF fixed device or a WLAN UE device with 3GPP authentication
Step-2: The BNG/PCEP triggers the establishment of the fixed IP CAN session with the PCRF. The message includes the device-ID, physical and logical circuit ID, default QoS and subscribe priority per WT-134 and WT-146 requirements
Step-3: The PCRF obtains the subscriber’s profile
Editor’s note: Enhancements to the subscriber profile for BBF access is FFS
Step-4: The PCRF makes policy decision and derives policy rules. The CPRF may change the default QoS of the subscriber it received from the PCEF
Step-5: The PCRF provisions the policy rules at the PCEP
Step 6:  This step is BBF specific. The BNG communicates with other NEs in the BBF access network per BBF specifications. It sends the IP@ allocated to the device or the RG
Editor’s note: It is FFS how the BNG/PCEP discovers the PCRF
7.4.1.2 PCRF IP CAN Session Modification
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Figure 7.4.1.2.-1  PCRF initiated  IP CAN Session Modification
1a. The AF requests QoS resource authorization. The request includes the BW requirements, media type, session priority and other IEs per TS 23.203. 
Editor’s note: Rx specific enhancements for wireline access are FFS
1b. The SPR notifies the PCRF when the user’s profile changes.

Alternatively, the C PCRF may initiate this procedure based on PCRF internal logic

2. the PCRF makes policy decisions and determines the QCI, UL/DL max/minimum or constant BW  and priority for the service data flow  per section 7.2.1.x
3. The PCRF provisions policy rules and event triggers at the BNG for BBF fixed devices  or for 3GPP UE
4.  The PCRF provisions policy rules and event triggers at the PDN GW  for 3GPP UEs per  TS 23.203 for 3GPP UEs
4. The BNG/PCEP responds with an Ackn
5. The BNG/PCEP enforces the policy rules
6. The BNG communicates with other nodes in BBF access per BBF specifications
NOTE-1: Steps 1-2 are common for 3GPP UEs and fixed devices
7.4.1.3 BNG/PCEP or PDN GW PCEF Initiated IP CAN Session Modification
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Figure 7.4.1.3-1 BNG/PCEP IP CAN Session Modification
1 The BNG may receive a trigger due to partial network failure, overload or other BBF specific triggers per BBF specification that are out of scope of 3GPP.
2. The BNG may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF   are detected. The message includes the rules impacted.
3.  The PCRF makes policy decisions and derives new or modified PCC rules
4.   The PCRF provisions policy rules at the BNG/PCEP
5. The BNG/PEP enforces the policy rules
7. The BNG PCEF may respond to the session modification trigger per BBF specification
7.4.1.4  BNG/PCEP  initiated IP CAN Termination 
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Figure 7.4.1.4-1  BNG/PCEF Initiated IP CAN Session Termination
1. The BNG/PCEP receives a request to terminate the session with the PCRF based on BBF triggers (both external and internal to the BNG) such as IP@ lease expired.
2. The BNG/PCEP initiates the  IP CAN Session termination procedure. 
3    The C-PCRF identifies the affected rules
4. The PCRF notifies the AF about loss of transmission

5. The BNG/PEP removes the rules
6.   The PCRF acknowledges the termination of the session 
7. The BNG/PCEP responds to the session termination request per BBF specifications
7.4.1.5 Update of the subscription information in the PCRF
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Figure 7.x.6.5-1 Update of the subscription information in the C-PCRF
1. The SPR detects that the subscriber’s profile changed
2. The SPR notifies the C-PCRF of the profile change provided the C-PCRF subscribes to notification event/s
3. The PCRF responds to the SPR notification message
4    The PCRF stores the updated profile 
5. The PCRF indentifies the rules affected and derives new/modified ones
6. The PCRF initiates the IP CAN Session Modification procedure per section towards the BNG PCEP if fixed access or 3GPP UEs are affected.
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