SA WG2 Temporary Document

Page 2

SA WG2 Meeting #88
S2-115062
14 - 18, November 2011, San Francisco, USA
(revision of S2-11xxxx)
Source:
LG Electronics
Title:
Alternatives for SMS delivery for MSISDN-less IMS UE
Document for:
Approval
Agenda Item:
7.3.2
Work Item / Release:
SMSMI / Rel-11
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1. Introduction
This contribution provides alternatives for SMS delivery for MSISDN-less IMS UE. New number called SMS-ID is assigned to the subscriber without MSISDN and used for SMS delivery. The SMS-ID is carried in existing address fields that carry originally MSISDN in the messages related to SMS, in place of MSISDN. Anyway, to avoid impact on most of the existing nodes (notably, the MSC, the SGSN, the HSS/HLR, and IP-SM-GW), the ‘Type-of-number’ and ‘Numbering-plan-identification’ in the existing address fields are set to the values indicating E.164 number. Instead, to make SMS-SC recognize that this number is SMS-ID rather than MSISDN, a special code is embedded in the SMS-ID. Depicted in the figure below is the number structure of E.164 MSISDN, as described in TS 23.003:
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Figure 1: Number Structure of MSISDN

The special code indicating a non-E.164 MSISDN number can be embedded at the beginning of the National (significant) mobile number field. With such an approach different countries can have different special codes indicating that what follows is a non-E.164 MSISDN number.
Alternatively, the special code can be embedded at the very beginning of the MSISDN structure, as a new “virtual” Country Code (CC). With such an approach the special code becomes a globally unique identfier of a completely new (non-E.164) numbering plan. It indicates that the digits that follow the “virtual CC” code are structured according to this completely new numbering plan.

NOTE: the new (non-E.164) numbering plan mentioned in the previous paragraph may need to be specified in a hierarchical structure on its own, with a new “country code” field and a new “national (significant) mobile number” field.
The maximum length of the SMS-ID is same to that of the MSISDN i.e. 15 digits. Thanks to the insertion of the special code, the length of the new “national (significant) mobile number” can be extended to the maximum so that the overall SMS-ID length is always equal to 15 digits.

The main advantage of this approach is that from MSC, SGSN, HSS, and IP-SM-GW perspective the overall SMS-ID looks like an ordinary E.164 MSISDN, which is why these nodes should not be impacted. The only impacted entity is the SMS-SC which needs to understand the embedded special code in order to route the received messages related to SMS destined to the recipient of the message. The other main advantage is that the SIP URI of the MSISDN-less IMS UE does not need to be included in the user data body of the short message.
2. Proposal
It is proposed to add the following texts to TR 23.863.
Begin Change #1
Server to MSISDN-less IMS UE
5.1.1.X
Alternative X: SMS delivery with identifier assigned for SMS
5.1.1.X.1
Procedure

An SMS-ID is assigned to the subscriber without MSISDN. The SMS-ID is used for MSISDN-less IMS UE to send and receive SMS. The maximum length of the SMS-ID is same to that of MSISDN and the SMS-ID is carried in existing fields that carry originally MSISDN in the messages related to SMS, in place of MSISDN. 

While encoded as an E.164 MSISDN, the SMS ID contains an embedded special code indicating that the overall number is not an E.164 MSISDN.

The special code indicating a non-E.164 MSISDN number can be embedded at the beginning of the National (significant) mobile number field. With such an approach different countries can have different special codes indicating that what follows is a non-E.164 MSISDN number.

Alternatively, the special code can be embedded at the very beginning of the MSISDN structure, as a new “virtual” Country Code (CC). With this approach the special code becomes globally unique identfier of a completely new (non-E.164) numbering plan. It indicates that the digits that follow the “virtual CC” code are structured according to this completely new numbering plan.
NOTE:
The new (non-E.164) numbering plan mentioned in the previous paragraph may need to be specified in a hierarchical structure on its own, with a new “country code” field and a new “national (significant) mobile number” field.
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Figure 5.1.1.X.1-1: SMS delivery procedure – Server to MSISDN-less IMS UE
1)
The terminating MSISDN-less IMS UE registers to S-CSCF according to the IMS registration procedure as described in clause 6.1 of TS 23.204 [4].
2)
The server (SMS sender) decides to send an SMS to the client. Therefore, the server sends a Short Message (SMS-SUBMIT, SC Address) to the SMS-SC. The TP-DA element within SMS-SUBMIT is set to the SMS-ID of the UE.
3)
The SMS-SC sends a Submit report (SMS-SUBMIT‑REPORT) to the server.

4)
The SMS-SC recognizes that the number carried in the field for the terminating UE’s MSISDN is the SMS-ID due to the special code. The SMS-SC forwards the Short Message (SMS‑DELIVER) to the SMS-GMSC based on the SMS-ID of the terminating UE.

5a)
The SMS‑GMSC interrogates the HSS to retrieve routeing information. Based on the pre-configured IP-SM-GW address for the user, the HSS forwards the request to the corresponding IP-SM-GW.

NOTE 1:
The Send Routeing Info for SM request is not forwarded if it has been sent originally from the IP‑SM‑GW.

NOTE 2:
If there is only a single IP‑SM‑GW address, the IP‑SM‑GW address does not need to be pre-configured in the HSS, the Send Routeing Info for SM request can be forwarded on the STP level.

5b)
The HLR/HSS returns the IMSI, for the IP‑SM‑GW to correlate the receipt of Short Message from the MT Correlation ID within the IMSI field of the Forward Short Message.

5c)
The IP-SM-GW creates a MT Correlation ID as per TS 23.040 [5] which associates the Send Routeing Info for SM with the subsequent Forward Short Message messages(s), and stores this along with the IMSI of the receiving subscriber. The IP-SM-GW returns only one address, which is of itself, along with the MT Correlation ID as routeing information to the SMS-GMSC.

NOTE 3:
For the case where the IP‑SM‑GW address is not pre-configured in the HSS, the Send Routeing Info for SM request will be forwarded on the STP level, the IP-SM-GW returns the address of itself as routeing information to SMS-GMSC upon receipt of the forwarded Send Routeing info for SM request.

6)
SMS-GMSC delivers the Short Message (SMS‑DELIVER) to IP-SM-GW including the MT Correlation ID received from the IP‑SM‑GW, in the same manner that it delivers the Short Message to an MSC or SGSN.

7)
The IP‑SM‑GW performs service authorization based on the stored subscriber data described in the clause 6.1 of TS 23.204 [4]. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP‑SM‑GW shall also check whether the subscriber is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP‑SM‑GW shall not forward the message, and shall return the appropriate error information to the SMS-SC in a failure report. Otherwise, the IP-SM-GW uses the Public User Identity (i.e., SIP URI) associated with the IMSI of the message received for the target UE to send the Short Message (SMS‑DELIVER) encapsulated in the appropriate SIP method towards the S-CSCF.

8)
The S-CSCF forwards the encapsulated Short Message (SMS-DELIVER) to the UE.

9)
The UE acknowledges the SIP request.

NOTE 4:
This is not yet the Delivery report.

10)
The S-CSCF forwards the acknowledgement of the SIP request to the IP-SM-GW.
5.1.1.X.2
Affect / necessary changes in existing functionality

SMS-SC needs to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
5.1.1.X.3
Applicability
Requirements for SMS addressing / routing: The SMS path is not changed.
Restriction/requirement on UE: none.
5.1.1.X.4
Evaluation

Pro
-
Minor change in existing functionality in SMS-SC to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
-
No impact to MSC/SGSN, SMS-IWMSC/SMS-GMSC, HSS/HLR and IP-SM-GW.
-
No need to encapsulate sender or receiver’s alternative address (i.e., SIP URI) in user data body.

Con

-
The shortage of the SMS-ID (specifically, the shortage of the address part of the SMS-ID) may happen.
Begin Change #2

MSISDN-less IMS UE to Server
5.1.2.X
Alternative X: SMS delivery with identifier assigned for SMS

5.1.2.X.1
Procedure

An SMS-ID is assigned to the subscriber without MSISDN. The SMS-ID is used for MSISDN-less IMS UE to send and receive SMS. The maximum length of the SMS-ID is same to that of MSISDN and the SMS-ID is carried in existing fields that carry originally MSISDN in the messages related to SMS, in place of MSISDN. 

While encoded as an E.164 MSISDN, the SMS ID contains an embedded special code indicating that the overall number is not an E.164 MSISDN.

The special code indicating a non-E.164 MSISDN number can be embedded at the beginning of the National (significant) mobile number field. With such an approach different countries can have different special codes indicating that what follows is a non-E.164 MSISDN number.

Alternatively, the special code can be embedded at the very beginning of the MSISDN structure, as a new “virtual” Country Code (CC). With this approach the special code becomes globally unique identfier of a completely new (non-E.164) numbering plan. It indicates that the digits that follow the “virtual CC” code are structured according to this completely new numbering plan.
NOTE:
The new (non-E.164) numbering plan mentioned in the previous paragraph may need to be specified in a hierarchical structure on its own, with a new “country code” field and a new “national (significant) mobile number” field.
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Figure 5.1.2.X.1-1: SMS delivery procedure – MSISDN-less IMS UE to Server
1)
The originating MSISDN-less IMS UE registers to S-CSCF according to the IMS registration procedure as described in clause 6.1 of TS 23.204 [4].
2)
The UE decides to send an SMS to the server (SMS recipient). UE submits the encapsulated Short Message (SMS-SUBMIT, SC Address) to the S-CSCF using an appropriate SIP method.
3)
S-CSCF forwards the encapsulated Short Message (SMS-SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.

4)
IP-SM-GW (AS) acknowledges the SIP message.

5)
SIP message acknowledge is forwarded by S-CSCF to the UE.

6)
The IP-SM-GW performs service authorization based on the stored subscriber data as described in the clause 6.1 of TS 23.204 [4]. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP-SM-GW shall also check whether the user is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP-SM-GW shall not forward the message, and shall return the appropriate error information to the UE in a failure report. Otherwise, the IP-SM-GW (AS) extracts the Short Message (SMS-SUBMIT) and forwards it towards the SMS-SC (SC Address) via the SMS-IWMSC using standard MAP signalling (as described in TS 23.040 [5]). The IP-SM-GW sets the RP-Originating-Address within RP-MO-DATA forwarded to the SMS-SC to the SMS-ID of UE obtained in step 1.
7)
The SMS-IWMSC forwards the Short Message (SMS-SUBMIT) to the SMS-SC (see TS 23.040 [5]).

8)
SMS-SC sends a Submit report (SMS-SUBMIT‑REPORT) to SMS-IWMSC (see TS 23.040 [5]).

9)
SMS-IWMSC sends the Submit report to IP-SM-GW (AS) (see TS 23.040 [5]).

10)
IP-SM-GW (AS) sends the Submit report to S-CSCF, encapsulated in an appropriate SIP request.

11)
The S-CSCF sends the Submit report to the UE.

12)
The UE acknowledges the SIP request.

13)
The S-CSCF forwards the acknowledgement of the SIP request to IP-SM-GW (AS).
NOTE 1:
Steps 9 ~ 13 are independent of step 14.
14) The SMS-SC forwards the Short Message (SMS‑DELIVER) to the server.
5.1.2.X.2
Affect / necessary changes in existing functionality

SMS-SC needs to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
5.1.2.X.3
Applicability
Requirements for SMS addressing / routing: The SMS path is not changed.
Restriction/requirement on UE: none.
5.1.2.X.4
Evaluation

Pro
-
Minor change in existing functionality in SMS-SC to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
-
No impact to MSC/SGSN, SMS-IWMSC/SMS-GMSC, HSS/HLR and IP-SM-GW.
-
No need to encapsulate sender or receiver’s alternative address (i.e., SIP URI) in user data body.

Con

-
The shortage of the SMS-ID (specifically, the shortage of the address part of the SMS-ID) may happen.
Begin Change #3
Communication via SMS between MSISDN-less IMS UEs
5.2.X
Alternative X: SMS delivery with identifiers assigned for SMS
5.2.X.1
Procedure

An SMS-ID is assigned to the subscriber without MSISDN. The SMS-ID is used for MSISDN-less IMS UE to send and receive SMS. The maximum length of the SMS-ID is same to that of MSISDN and the SMS-ID is carried in existing fields that carry originally MSISDN in the messages related to SMS, in place of MSISDN. 
While encoded as an E.164 MSISDN, the SMS ID contains an embedded special code indicating that the overall number is not an E.164 MSISDN.
The special code indicating a non-E.164 MSISDN number can be embedded at the beginning of the National (significant) mobile number field. With such an approach different countries can have different special codes indicating that what follows is a non-E.164 MSISDN number.

Alternatively, the special code can be embedded at the very beginning of the MSISDN structure, as a new “virtual” Country Code (CC). With this approach the special code becomes globally unique identfier of a completely new (non-E.164) numbering plan. It indicates that the digits that follow the “virtual CC” code are structured according to this completely new numbering plan.

NOTE:
The new (non-E.164) numbering plan mentioned in the previous paragraph may need to be specified in a hierarchical structure on its own, with a new “country code” field and a new “national (significant) mobile number” field.

Short message mobile originated procedure:
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Figure 5.2.X.1-1: SMS MO procedure – MSISDN-less IMS UE to SMS-SC
1)
The originating MSISDN-less IMS UE (UE-1) registers to S-CSCF according to the IMS registration procedure as described in clause 6.1 of TS 23.204 [4].
2)
UE-1 decides to send an SMS to the MSISDN-less IMS UE (UE-2). UE-1 submits the encapsulated Short Message (SMS-SUBMIT, SC Address) to the S-CSCF using an appropriate SIP method. The TP-DA element within SMS-SUBMIT is set to the SMS-ID of UE-2.
3)
S-CSCF forwards the encapsulated Short Message (SMS-SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.

4)
IP-SM-GW (AS) acknowledges the SIP message.

5)
SIP message acknowledge is forwarded by S-CSCF to UE-1.

6)
The IP-SM-GW performs service authorization based on the stored subscriber data as described in the clause 6.1 of TS 23.204 [4]. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP-SM-GW shall also check whether the user is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP-SM-GW shall not forward the message, and shall return the appropriate error information to the UE in a failure report. Otherwise, the IP-SM-GW (AS) extracts the Short Message (SMS-SUBMIT) and forwards it towards the SMS-SC (SC Address) via the SMS-IWMSC using standard MAP signalling (as described in TS 23.040 [5]). The IP-SM-GW sets the RP-Originating-Address within RP-MO-DATA forwarded to the SMS-SC to the SMS-ID of UE-1 obtained in step 1.
7)
The SMS-IWMSC forwards the Short Message (SMS-SUBMIT) to the SMS-SC (see TS 23.040 [5]).

8)
SMS-SC sends a Submit report (SMS-SUBMIT‑REPORT) to SMS-IWMSC (see TS 23.040 [5]).

9)
SMS-IWMSC sends the Submit report to IP-SM-GW (AS) (see TS 23.040 [5]).

10)
IP-SM-GW (AS) sends the Submit report to S-CSCF, encapsulated in an appropriate SIP request.

11)
The S-CSCF sends the Submit report to the UE-1.

12)
The UE-1 acknowledges the SIP request.

13)
The S-CSCF forwards the acknowledgement of the SIP request to IP-SM-GW (AS).
Short message mobile terminated procedure:
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Figure 5.2.X.1-2: SMS MT procedure – SMS-SC to MSISDN-less IMS UE
1)
The terminating MSISDN-less IMS UE (UE-2) registers to the S-CSCF according to the IMS registration procedure.

2)
The SMS-SC recognizes that the number carried in the field for the terminating UE’s MSISDN is the SMS-ID due to the special code. The SMS-SC forwards the Short Message (SMS‑DELIVER) to the SMS-GMSC based on the SMS-ID of the terminating UE.

3a)
The SMS‑GMSC interrogates the HSS to retrieve routeing information. Based on the pre-configured IP-SM-GW address for the user, the HSS forwards the request to the corresponding IP-SM-GW.

NOTE 1:
The Send Routeing Info for SM request is not forwarded if it has been sent originally from the IP‑SM‑GW.

NOTE 2:
If there is only a single IP‑SM‑GW address, the IP‑SM‑GW address does not need to be pre-configured in the HSS, the Send Routeing Info for SM request can be forwarded on the STP level.

3b)
The HLR/HSS returns the addresses of the current MSC, SGSN to the IP‑SM‑GW for delivery of the Short Message in CS/PS domain. The HLR/HSS also returns the IMSI, for the IP‑SM‑GW to correlate the receipt of Short Message from the MT Correlation ID within the IMSI field of the Forward Short Message.

3c)
The IP-SM-GW creates a MT Correlation ID as per TS 23.040 [5] which associates the Send Routeing Info for SM with the subsequent Forward Short Message messages(s), and stores this along with the IMSI of the receiving subscriber. The IP-SM-GW returns only one address, which is of itself, along with the MT Correlation ID as routeing information to the SMS-GMSC.

NOTE 3:
For the case where the IP‑SM‑GW address is not pre-configured in the HSS, the Send Routeing Info for SM request will be forwarded on the STP level, the IP-SM-GW returns the address of itself as routeing information to SMS-GMSC upon receipt of the forwarded Send Routeing info for SM request.

4)
SMS-GMSC delivers the Short Message (SMS‑DELIVER) to IP-SM-GW (AS) including the MT Correlation ID received from the IP‑SM‑GW, in the same manner that it delivers the Short Message to an MSC or SGSN.

5)
The IP‑SM‑GW performs service authorization based on the stored subscriber data described in the clause 6.1 of TS 23.204 [4]. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP‑SM‑GW shall also check whether the subscriber is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP‑SM‑GW shall not forward the message, and shall return the appropriate error information to the SMS-SC in a failure report. Otherwise, the IP-SM-GW performs domain selection function to determine the preferred domain for delivering the message according to operator policy and user preferences. The logic for selecting preferred route for message delivery is a matter of implementation.

6)
If the preferred domain is IMS, the IP-SM-GW (AS) uses the TEL-URI associated with the IMSI of the message received for the target UE to send the Short Message (SMS‑DELIVER, SC Address) encapsulated in the appropriate SIP method towards the S-CSCF.

7)
S-CSCF forwards the encapsulated Short Message (SMS-DELIVER, SC Address) to the UE-2.

8)
UE-2 acknowledges the SIP request.

NOTE 4:
This is not yet the Delivery report.

9)
The S-CSCF forwards the acknowledgement of the SIP request to the IP-SM-GW (AS).
5.2.X.2
Affect / necessary changes in existing functionality

SMS-SC needs to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
5.2.X.3
Applicability
Requirements for SMS addressing / routing: The SMS path is not changed.
Restriction/requirement on UE: none.
5.2.X.4
Evaluation

Pro
-
Minor change in existing functionality in SMS-SC to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
-
No impact to MSC/SGSN, SMS-IWMSC/SMS-GMSC, HSS/HLR and IP-SM-GW.
-
No need to encapsulate sender or receiver’s alternative address (i.e., SIP URI) in user data body.

Con

-
The shortage of the SMS-ID (specifically, the shortage of the address part of the SMS-ID) may happen.
Begin Change #4
MSISDN-less IMS UE to Traditional UE

5.3.1.X
Alternative X: SMS delivery with identifier assigned for SMS
5.3.1.X.1
Procedure

An SMS-ID is assigned to the subscriber without MSISDN. The SMS-ID is used for MSISDN-less IMS UE to send and receive SMS. The maximum length of the SMS-ID is same to that of MSISDN and the SMS-ID is carried in existing fields that carry originally MSISDN in the messages related to SMS, in place of MSISDN. 
While encoded as an E.164 MSISDN, the SMS ID contains an embedded special code indicating that the overall number is not an E.164 MSISDN.

The special code indicating a non-E.164 MSISDN number can be embedded at the beginning of the National (significant) mobile number field. With such an approach different countries can have different special codes indicating that what follows is a non-E.164 MSISDN number.

Alternatively, the special code can be embedded at the very beginning of the MSISDN structure, as a new “virtual” Country Code (CC). With this approach the special code becomes globally unique identfier of a completely new (non-E.164) numbering plan. It indicates that the digits that follow the “virtual CC” code are structured according to this completely new numbering plan.
NOTE:
The new (non-E.164) numbering plan mentioned in the previous paragraph may need to be specified in a hierarchical structure on its own, with a new “country code” field and a new “national (significant) mobile number” field.
Short message mobile originated procedure:
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Figure 5.3.1.X.1-1: SMS MO procedure – MSISDN-less IMS UE to SMS-SC
1)
The originating MSISDN-less IMS UE (UE-1) registers to S-CSCF according to the IMS registration procedure as described in clause 6.1 of TS 23.204 [4].
2)
UE-1 decides to send an SMS to the traditional UE (UE-2). UE-1 submits the encapsulated Short Message (SMS-SUBMIT, SC Address) to the S-CSCF using an appropriate SIP method.
3)
S-CSCF forwards the encapsulated Short Message (SMS-SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.

4)
IP-SM-GW (AS) acknowledges the SIP message.

5)
SIP message acknowledge is forwarded by S-CSCF to UE-1.

6)
The IP-SM-GW performs service authorization based on the stored subscriber data as described in the clause 6.1 of TS 23.204 [4]. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP-SM-GW shall also check whether the user is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP-SM-GW shall not forward the message, and shall return the appropriate error information to the UE in a failure report. Otherwise, the IP-SM-GW (AS) extracts the Short Message (SMS-SUBMIT) and forwards it towards the SMS-SC (SC Address) via the SMS-IWMSC using standard MAP signalling (as described in TS 23.040 [5]). The IP-SM-GW sets the RP-Originating-Address within RP-MO-DATA forwarded to the SMS-SC to the SMS-ID of UE-1 obtained in step 1.
7)
The SMS-IWMSC forwards the Short Message (SMS-SUBMIT) to the SMS-SC (see TS 23.040 [5]).

8)
SMS-SC sends a Submit report (SMS-SUBMIT‑REPORT) to SMS-IWMSC (see TS 23.040 [5]).

9)
SMS-IWMSC sends the Submit report to IP-SM-GW (AS) (see TS 23.040 [5]).

10)
IP-SM-GW (AS) sends the Submit report to S-CSCF, encapsulated in an appropriate SIP request.

11)
The S-CSCF sends the Submit report to the UE-1.

12)
The UE-1 acknowledges the SIP request.

13)
The S-CSCF forwards the acknowledgement of the SIP request to IP-SM-GW (AS).
Short message mobile terminated procedure:
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Figure 5.3.1.X.1-2: SMS MT procedure – SMS-SC to traditional UE
There is no change in Figure 5.3.1.X.1-2 compared to the short message mobile terminated procedure procedure specified in TS 23.040 [5].
5.3.1.X.2
Affect / necessary changes in existing functionality

SMS-SC needs to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
5.3.1.X.3
Applicability
Requirements for SMS addressing / routing: The SMS path is not changed.
Restriction/requirement on UE: none.
5.3.1.X.4
Evaluation

Pro
-
Minor change in existing functionality in SMS-SC to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
-
No impact to MSC/SGSN, SMS-IWMSC/SMS-GMSC, HSS/HLR and IP-SM-GW.
-
No need to encapsulate sender or receiver’s alternative address (i.e., SIP URI) in user data body.

Con

-
The shortage of the SMS-ID (specifically, the shortage of the address part of the SMS-ID) may happen.
Begin Change #5
Traditional UE to MSISDN-less IMS UE

5.3.2.X
Alternative X: SMS delivery with identifier assigned for SMS

5.3.2.X.1
Procedure

An SMS-ID is assigned to the subscriber without MSISDN. The SMS-ID is used for MSISDN-less IMS UE to send and receive SMS. The maximum length of the SMS-ID is same to that of MSISDN and the SMS-ID is carried in existing fields that carry originally MSISDN in the messages related to SMS, in place of MSISDN. 
While encoded as an E.164 MSISDN, the SMS ID contains an embedded special code indicating that the overall number is not an E.164 MSISDN.

The special code indicating a non-E.164 MSISDN number can be embedded at the beginning of the National (significant) mobile number field. With such an approach different countries can have different special codes indicating that what follows is a non-E.164 MSISDN number.

Alternatively, the special code can be embedded at the very beginning of the MSISDN structure, as a new “virtual” Country Code (CC). With this approach the special code becomes globally unique identfier of a completely new (non-E.164) numbering plan. It indicates that the digits that follow the “virtual CC” code are structured according to this completely new numbering plan.
NOTE:
The new (non-E.164) numbering plan mentioned in the previous paragraph may need to be specified in a hierarchical structure on its own, with a new “country code” field and a new “national (significant) mobile number” field.
Short message mobile originated procedure:
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Figure 5.3.2.X.1-1: SMS MO procedure – traditional UE to SMS-SC
Figure 5.3.2.X.1-1 shows a short message mobile originated procedure where the traditional UE (UE-1) sends an SMS to the MSISDN-less IMS UE (UE-2). There is no change in Figure 5.3.2.X.1-1 compared to the short message mobile originated procedure specified in TS 23.040 [5]. In this procedure, the TP-DA element within SMS-SUBMIT is set to the SMS-ID of UE-2.
Short message mobile terminated procedure:
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Figure 5.3.2.X.1-2: SMS MT procedure – SMS-SC to MSISDN-less IMS UE
1)
The terminating MSISDN-less IMS UE (UE-2) registers to the S-CSCF according to the IMS registration procedure.

2)
The SMS-SC recognizes that the number carried in the field for the terminating UE’s MSISDN is the SMS-ID due to the special code. The SMS-SC forwards the Short Message (SMS‑DELIVER) to the SMS-GMSC based on the SMS-ID of the terminating UE.

3a)
The SMS‑GMSC interrogates the HSS to retrieve routeing information. Based on the pre-configured IP-SM-GW address for the user, the HSS forwards the request to the corresponding IP-SM-GW.

NOTE 1:
The Send Routeing Info for SM request is not forwarded if it has been sent originally from the IP‑SM‑GW.

NOTE 2:
If there is only a single IP‑SM‑GW address, the IP‑SM‑GW address does not need to be pre-configured in the HSS, the Send Routeing Info for SM request can be forwarded on the STP level.

3b)
The HLR/HSS returns the addresses of the current MSC, SGSN to the IP‑SM‑GW for delivery of the Short Message in CS/PS domain. The HLR/HSS also returns the IMSI, for the IP‑SM‑GW to correlate the receipt of Short Message from the MT Correlation ID within the IMSI field of the Forward Short Message.

3c)
The IP-SM-GW creates a MT Correlation ID as per TS 23.040 [5] which associates the Send Routeing Info for SM with the subsequent Forward Short Message messages(s), and stores this along with the IMSI of the receiving subscriber. The IP-SM-GW returns only one address, which is of itself, along with the MT Correlation ID as routeing information to the SMS-GMSC.

NOTE 3:
For the case where the IP‑SM‑GW address is not pre-configured in the HSS, the Send Routeing Info for SM request will be forwarded on the STP level, the IP-SM-GW returns the address of itself as routeing information to SMS-GMSC upon receipt of the forwarded Send Routeing info for SM request.

4)
SMS-GMSC delivers the Short Message (SMS‑DELIVER) to IP-SM-GW (AS) including the MT Correlation ID received from the IP‑SM‑GW, in the same manner that it delivers the Short Message to an MSC or SGSN.

5)
The IP‑SM‑GW performs service authorization based on the stored subscriber data described in the clause 6.1 of TS 23.204 [4]. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP‑SM‑GW shall also check whether the subscriber is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP‑SM‑GW shall not forward the message, and shall return the appropriate error information to the SMS-SC in a failure report. Otherwise, the IP-SM-GW performs domain selection function to determine the preferred domain for delivering the message according to operator policy and user preferences. The logic for selecting preferred route for message delivery is a matter of implementation.

6)
If the preferred domain is IMS, the IP-SM-GW (AS) uses the TEL-URI associated with the IMSI of the message received for the target UE to send the Short Message (SMS‑DELIVER, SC Address) encapsulated in the appropriate SIP method towards the S-CSCF.

7)
S-CSCF forwards the encapsulated Short Message (SMS-DELIVER, SC Address) to the UE-2.

8)
UE-2 acknowledges the SIP request.

NOTE 4:
This is not yet the Delivery report.

9)
The S-CSCF forwards the acknowledgement of the SIP request to the IP-SM-GW (AS).
5.3.2.X.2
Affect / necessary changes in existing functionality

SMS-SC needs to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
5.3.2.X.3
Applicability
Requirements for SMS addressing / routing: The SMS path is not changed.
Restriction/requirement on UE: none.
5.3.2.X.4
Evaluation

Pro
-
Minor change in existing functionality in SMS-SC to recognize the special code which indicates that the terminating UE is an MSISDN-less IMS UE and to extract the number from the SMS-ID for routing to the terminating UE.
-
No impact to MSC/SGSN, SMS-IWMSC/SMS-GMSC, HSS/HLR and IP-SM-GW.
-
No need to encapsulate sender or receiver’s alternative address (i.e., SIP URI) in user data body.

Con

-
The shortage of the SMS-ID (specifically, the shortage of the address part of the SMS-ID) may happen.
End Change
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