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Abstract of the contribution: This contribution presents issues concerning Equivalent PLMN in relation to Minimized Driving Test.
1 Introduction

During the RAN2#75 meeting in Athens RAN2 and RAN3 discussed several aspects related to the continuation of MDT upon PLMN change. RAN2 agreed to defer the inter-PLMN continuation for logged measurement to REL-11. Likewise RAN3 agreed to defer the inter-PLMN continuation for immediate MDT.
This contribution summarises the discussion in other WGs and also raised the issues for finding the solution. 
2 Discussion

2.1 Problem description and solution types
Background

The continuation of MDT upon PLMN change has been discussed in RAN, SA and CT working groups. SA3 raised the privacy issue for the roaming users in their LS (S3-110575) [1].


Currently, the user subscription data that is transferred from HSS to MME includes a parameter that just indicates whether or not consent is given (see below extract from TS 29.271 section 7.3.148).


Meanwhile SA plenary has clarified that it should be possible to perform MDT data collection for users that are technically speaking roaming users (but same operator and market), see below an extract from their LS (SP-110433) [2].


During the RAN2#75 meeting in Athens RAN2 agreed to send an LS [3] in which it was suggested to introduce some signalling, either at AS or NAS, by which the network would indicate for which PLMNs within the ePLMN list MDT can be configured. Regarding the NAS signalling option CT1 has meanwhile responded [4] that is a feasible solution but not preferred (it seems that MDT is currently not used in CT1 specifications).

Terminology

To facilitate the discussion, it seems beneficial to first define some terms:

· 
MDT consented PLMNs: the set of PLMNs for which the consent given by the user applies. This set of PLMNs is common for all MDT tasks and may be configured (i.e. explicit signalling) or could possibly be determined by a fixed rule

· 
MDT applicable PLMNs: if the RPLMN of the UE matches a PLMN in this set the UE performs status reporting, accepts retrieval requests, and possibly also performs logging (depending on solution). This set may be configured (i.e. explicit signalling) per MDT task
Classification of proposed solutions

We have identified the following main solution types (i.e. at this stage we need not care about variants differing only in the details):

Solution 1: UE performs logging in MDT applicable PLMNs
The network configures (explict signalling) a set of MDT applicable PLMNs, in which UE performs/ accepts all MDT actions (logging, status reporting and retrieval)
Solution 1a: MDT applicable PLMNs are signalled by AS e.g. by the area configuration within the logged measurement configuration that may cover multiple PLMNs, TAs in different PLMNs or cells in different PLMNs

Solution 1b: MDT applicable PLMNs are signalled by NAS e.g. by extending the ePLMN list with an ‘MDT applicable bit set’. In this case the MDT applicable PLMNs are common for all MDT tasks

Solution 2: UE performs logging in single PLMN (but performs status reporting and retrieval in all MDT consented PLMNs
There is no change to the MDT configuration i.e. logging is performed in a single PLMN (i.e. while rPLMN equals rPLMN at configuration time). PLMN change may involve TA update, upon which the network may of course re-configure the UE to perform MDT again in the new PLMN (after first retrieving the log)

Solution 2a: The set of MDT consented PLMNs is determined by a fixed rule

Solution 2b: The set of MDT consented PLMNs is signalled e.g. by extending the ePLMN list with an ‘MDT consent bit set’ (NAS)

Solution 3: UE performs logging for all MDT consented PLMNs (-/NAS)

In this case the UE also continues while moving between PLMNs included in the MDT consented PLMNs. E-UTRAN can of course always stop the logging, in case the UE performs TA update following PLMN change.

Solution 3a: The set of MDT consented PLMNs is determined by a fixed rule

Solution 3b: The set of MDT consented PLMNs is signalled e.g. by extending the ePLMN list with an ‘MDT consent bit set’ (NAS)

Further remarks

Some remarks regarding the merits of the different solution types:

· 
Considering the response from CT1, solutions that don't introduce NAS signalling seem preferrable

· 
It seems desirable to that the status reporting and retrieval RLF information continues across multiple PLMNs. Solutions that can cover this seem preferred

Given the above, a signalling free solution (i.e. one in which a fixed rule is used) seems attractive. An outline of such a solution is provided in the next section.

2.2 Feasibility of fixed rule

In our understanding SA clarified that it should be possible to perform MDT data collection for users that are technically speaking roaming users, although this is limited to the home country and home operator [2].

Home country filtering, in case of multiple MCC codes
Although not clear from [2], our assumption is that the home country limitation should cover countries using multiple MCC codes. In our understanding this would mean that MDT is limited to PLMNs which MCC equals the MCC of the HPLMN or of an EHPLMN. It seems desirable to ask SA to confirm whether or not this assumption is correct.

Question 1
Can we assume that MDT data collection is resticted to PLMNs which MCC equals the MCC of the HPLMN or of an EHPLMN (to cover the case of countries using multiple MCC codes)

It seems feasible to define a fixed rule that facilitates home country filtering, even for countries using multiple MCC codes.

Home operator

Let's consider the following example: when initially deploying a new RAT, home operators may choose to cooperate in such a manner that each covers separate parts of the rural areas while both cover the cities. In the rural areas each operators allows subscribers from the other operator to access the concerned RAT. Suppose the operators agree to use ePLMNs (rather than RAN sharing i.e. broadcasting multiple PLMNs). The RAT of operator A employs PLMN1 while the RAT of operator B employs PLMN2.

In a case like this, one may wonder if it is acceptable that user consent/ MDT logging would alway extend to both PLMNs or if it should be possible for the operator to restrict user consent/ MDT logging to its own PLMN. To us this did not seem clear from the guidance provided by SA so far and hence it seems desirable to ask.

Question 2
Is it acceptable that MDT data collection extends to all PLMNs of the home country, or should it be possible to further restrict to the subset of PLMNs belonging to a particular operator.

In case there is a need to be able to further restrict user consent/ MDT logging to a subset of the (equivalent) PLMNs of the home country, it is not possible to define a fixed rule.

2.3 Further unclarities regarding requirements

RLF status reporting and retrieval
Currently it does not seem enterily clear which requirements apply for RLF status reporting and retrieval apply when the rPLMN of the UE changes. Hence, it seems desirable to ask for the following clarification:

Question 3
Do the same requirements apply for the RLF status reporting and retrieval following change of rPLMN as apply for MDT data collection?

Note
Initially the RLF status reporting and retrieval did not include any PLMN restrictions.

MDT data logging specifics

Some of the solutions listed in the previous facilitate configuration per MDT task for which set of PLMNs the logging/ status reporting and retrieval should be performed. Others solutions merely prevent that data logging/ status reporting and retrieval does not extend to PLMNs to which user consent does not apply. It is not entirely clear from earlier information provided by SA, whether such an approach is sufficient. Hence it seems desirable to ask for the following clarification:

Question 4
Is it required to configure per MDT taks for which set of PLMNs the MDT data collection apples? Or is it sufficient to prevent that data collection does not extend to PLMNs for which user consent has not been provided?

Some solutions assume that the main issue is to prevent loss of logged MDT data upon change of PLMN i.e. assuming that there is no real need to continue logging as the UE can be configured to perform measurement logging again by the new PLMN (assuming the UE moves to connected regularly). It is not entirely clear if such solutions meet the requirements envisaged by SA, it seems desirable to ask for the following clarification:

Question 5
Is there a need to continue logging across multiple PLMNs or is it sufficient if loss of logged MDT information upon change of rPLMN is prevented?

Note
It should be noted that RRC does not include the option to release an ongoing logging campaign (as might be useful for some solutions for after a PLMN change).

3 Conclusion & recommendation
This contribution includes the following questions regarding the MDT data logging and RLF reporting following change of rPLMN:

Question 1
Can we assume that MDT data collection is resticted to PLMNs which MCC equals the MCC of the HPLMN or of an EHPLMN (to cover the case of countries using multiple MCC codes)

Question 2
Is it acceptable that MDT data collection extends to all PLMNs of the home country, or should it be possible to further restrict to the subset of PLMNs belonging to a particular operator.

Question 3
Do the same requirements apply for the RLF status reporting and retrieval following change of rPLMN as apply for MDT data collection?

Question 4
Is it required to configure per MDT taks for which set of PLMNs the MDT data collection apples? Or is it sufficient to prevent that data collection does not extend to PLMNs for which user consent has not been provided?

Question 5
Is there a need to continue logging across multiple PLMNs or is it sufficient if loss of logged MDT information upon change of rPLMN is prevented?

For resolving the solutions to apply equivalent PLMN to MDT, there may be a need for a joint session to address the above questions. 
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A. Fixed rule (Annex)

Rule applicable at configuration time

Trying to formulate precisely the condition in which MDT is applicable based on the SA LS in SP-110433 [2], we can identify two cases: at configuration time:

a) rPLMN set to the HPLMN or an EHPLMN
In our understanding, MDT logging/ status reporting/ retrieval is applicable while the rPLMN equals the HPLMN, an EHPLMN or an ePLMN which MCC is the same as the HPLMN or of an EHPLMN

b) rPLMN does not equal to the HPLMN or an EHPLMN
In our understanding, the network should configure MDT only if the ePLMN list includes the HPLMN or an EHPLMN while the MCC of the rPLMN is the same as the MCC of one of the included HPLMN or EHPLMN. This can be represented by the following condition, which the network could ensure at configuration time:

· Condition 1: MDT configuration is applicable if

· 
the rPLMN of the UE equals the HPLMN or an EHPLMN (Case a) OR

· 
the ePLMN list includes the HPLMN or an EHPLMN and the MCC of the rPLMN is the same as the MCC of one of the included HPLMN or EHPLMN (Case b)

Rule applicable at while performing logging/ status reporting and retrieval
When MDT is configured (taking condition 1 into account), MDT logging/ status reporting/ retrieval is applicable while the rPLMN equals one of the included HPLMN, or EHPLMN or an ePLMN which MCC is the same as the concerned HPLMN or EHPLMN(s). This can be represented by the following condition, which the UE would ensure:
· Condition 2: MDT logging/ status reporting/ retrieval is applicable while the rPLMN of the UE equals

· 
an MDT applicable PLMN, with the set of MDT applicable PLMNs being the set of PLMNs stored at configuration comprising of the:

· 
HPLMN/ EHPLMN that, at configuration time, is either configured as rPLMN or included in the ePLMN list

· 
rPLMN and the ePLMNs, at configuration time, which MCC is the same as the MCC of the concerned HPLMN/ EHPLMN

Example
An example illustrating the two cases is provided within the following figure. MDT logging/ status reporting/ retrieval is applicable in all PLMNs shown in the figure except for those that are marked with a crossing pattern.
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Fig. 1 Example illustrating PLMNs applicable for MDT data logging

In our understanding it is currently not entirely clear if the rules reflected in the two conditions meet the requirements envisaged by SA.



RAN, RAN2, RAN3, SA3, SA5, CT1


These groups are kindly requested to investigate the necessary changes, in Release 10 or 11, to MDT to make it also applicable in a context where Equivalent PLMN identities are applied within a single operator’s network and where the country as identified by the MCC of the RPLMN is the same as the country identified by the MCC in the IMSI. It should be equally applicable to MDT


… that is started in a PLMN, equivalent to the HPLMN 


… as well as for mobility between a PLMN equivalent to the HPLMN and EHPLMN 


….and for mobility between PLMNs equivalent to the HPLMN. 


… as well as for mobility between a PLMN equivalent to the HPLMN and HPLMN 


….and for mobility between PLMNs equivalent to the HPLMN. 


CRs are encouraged to TSGs#53 for possible approval in Rel 10 or Rel 11. The release that the RAN related changes applies to will be decided by RAN#53..








7.3.148	MDT-User-Consent 


The MDT-User-Consent AVP is of type Enumerated. It shall indicate whether the user has given his consent for MDT activation or not (see 3GPP TS 32.422 [23]). The following values are defined:


CONSENT_NOT_GIVEN (0)


CONSENT_GIVEN (1)


The default value when this AVP is not present in ULA is CONSENT_NOT_GIVEN (0). Absence of this AVP in IDR shall be interpreted as the MDT-User-Consent has not been modified








Extracts from S3-110575 


As an additional point to consider for SA WG5 and RAN WG3, there is support of roaming users: Because user consent is defined by national regulation and local operator policy, and therefore may differ between home and visited network operator, it is necessary to ensure that MDT traces are only sent to TCEs under control of the operator that the user has given consent to. Therefore, SA WG3 recommends that roaming users always are excluded from MDT data collection.
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