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Abstract of the contribution: This contribution wants to clarify that how the SaMOG solution coexist with ANDSF handling.
Discussion
SA2#87 discussed how the UE deals with ANDSF policy in SaMOG architecture, but there was no conclusion at that time. This contribution is to address this issue.

As described in Clause 4.8.2.1, “When the UE has the IFOM, the MAPCON and the non-seamless WLAN offload capabilities disabled, the UE shall select the most preferable available access network based on the received / provisioned inter-system mobility policies and user preferences. When the UE has the IFOM or MAPCON or non-seamless WLAN offload capability enabled, the UE shall select the most preferable available access networks based on the received / provisioned inter-system routing policies and user preferences.”
 “The UE uses the inter-system mobility policy when it can route IP traffic only over a single radio access interface at a given time.”
If the UE can route IP traffic only over a single radio access interface at a given time, then the UE will use ISMP rules. Based on ISMP rules, the UE just decides when inter-system mobility is allowed or restricted, and selects the most preferable access technology type or access network that should be used to access EPC. It depends on the TNAN to decide whether to locally offload or not. 

“The UE uses the inter-system routing policies when it can route IP traffic simultaneously over multiple radio access interfaces.” 
If the UE can route IP traffic simultaneously over multiple radio access interfaces, the UE uses ISRP rules. An unmodified UE will only use non-seamless offload policy for EPC access via S2a or for non-seamless offload. Therefore, ISRP rules will not help the UE to know whether the traffic really goes to EPC or is locally offloaded. If the operator deploys different SSIDs for EPC or non-seamless offload, ISRP rules will help an IP flow to be routed to the appropriate SSID or to 3GPP access using the ISRP rule priority. The user and the UE may know where the traffic goes by the presence of different SSID names (e.g. WLAN_EPC, WLAN_Offload) but this is implementation dependent.  When a UE has MAPCON and/or IFOM capability, the routing policy already specified by current TS 23.402 specification and provided to the UE allows the UE to use MAPCON and/or IFOM to different SSIDs. That does not impact SaMOG.
The ISRP and ISMP can be preconfigured in the UE or download from ANDSF.

Proposed changes

5.2.1
Assumptions for solutions with no Impact to the UE

The solutions that enable trusted WLAN access to EPC over S2a without any UE impact shall comply with the following architectural assumptions:
· There shall be no functionality added to a R11 UE with respect to a R10 or pre-R10 UE specifically for the support of trusted WLAN access to EPC over S2a.

· No additional 3GPP mechanisms (other than those already specified), layer 2 protocol modifications or layer 3 protocol modifications shall be required on the UE to allow a UE capable of WLAN connectivity to a trusted WLAN network to gain WLAN access to EPC through S2a.

· There shall be no impact to the UE for the indication of the APN of the PDN to be established upon attach or upon handover of a PDN connection from a 3GPP access to trusted WLAN through S2a. The network shall be capable of selecting the APN to be used for the PDN establishment upon attach, independently of whether one or more PDN connections with such APNs are active over a 3GPP access.
· There shall be no impact to the UE for the support of IP address preservation in case of mobility between a 3GPP access and WLAN.
· There shall be no impact to the UE for the establishment of more than one PDN connections over WLAN when attaching to WLAN access or when handing over PDN connections from a 3GPP access.
· There shall be no impact to the UE for the simultaneous support of IP connectivity to the EPC over WLAN and with non-seamless WLAN offload.
· SaMOG solution should co-exist with Release 11 and earlier UEs which may implement WLAN interworking related features including ANDSF and its extensions, SWu, S2c.
· If the UE can route IP traffic only over a single radio access interface at a given time, it may use ISMP to decide to route to WLAN. 
· If the UE can route IP traffic simultaneously over multiple radio access interfaces, it may use ISRP to decide which flows to route to WLAN. 
ISMP and ISRP rules can be pre-configured in the UE or downloaded from ANDSF.
· Since an unmodified UE may support the Detecting Network Attachment (DNA) functions, solutions claiming no impacts to the UE shall work in presence of the following protocols:

· For IPv4: IETF RFC 4436 [13]

· For IPv6: IETF RFC 6059 [14]

The above list is non-exhaustive.
Only the following functions can be considered supported by an unmodified UE, i.e. solutions with no impacts to UE shall only expect the following functions in the UE: 

· WLAN spec only restricted to PHY/MAC aspects in [5] and [15]

· 3GPP-based authentication as defined in TS 23.402 [3] over WLAN (i.e. access authentication towards EPC)

· IPv4 and/or IPv6 support:

· For IPv4: IETF RFC791 [8], IETF RFC 2131 [9]

For IPv6: IETF RFC 2460 [10], IETF RFC 4861 [11], and IETF RFC 4862 [12]
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