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Abstract of the contribution: This contribution proposes the procedure for dynamic QoS for  fixed access session  in TR 23.839 and the PCRF discovery by BNG. The proposal are based on contribution S2-114916.
* * * Start of 1st Change * * *  
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3GPP Femto:  Refers to the HNB and HeNB NEs as defined by 3GPP. The HNB GW is always required for the HNB architecture while the HeNB GW is option for the HeNB.

UE local IP address is defined as: either the public IP address assigned to the UE by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this UE.

H(e)NB local IP address is defined as: either the public IP address assigned to the H(e)NB by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this H(e)NB.

Access Line Identifier is defined as: the identifier of the Line composed by couple Logical Access ID and Physical Access ID.
Logical Access ID contains a Circuit‑ID (as defined in RFC 3046 ). The Logical Access ID may explicitly contain the identity of the Virtual Path and Virtual Channel carrying the traffic.

Physical Access ID Identifies the physical access to which the user equipment is connected. Includes a port identifier and the identity of the access node where the port resides.
* * * Start of 2nd Change * * *  
7.4.M
General
The interaction between the PCRF and BNG in all procedures only occurs if dynamic policy provisioning for fixed access is deployed. Otherwise the gateways and BNG may employ the policies statically configured in Fixed Broadband Access local policies.
7.4.X
Initial attach for fixed access session

This clause is related to Fixed access session initiated by a BBF access network element. The procedure is applicable to fixed access session initiated by RG or fixed device according to network configuration and scenario supported. The procedure within the BBF access for performing session authentication and IP address assignment is defined in  BBF specifications TR-59, TR-101, TR-147, WT-146, WT-242 (for example for dynamic DHCP session creation based on Option 82 or PPPoE session, etc) and it is out if the scope of 3GPP.
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Figure 7.4.x.1 -1 Fixed Device Initial Attach 
1- Fixed access session initiated by a BBF access network element, e.g. by RG. The BBF access line authentication is performed as specified by BBF. This step is BBF specific and out of scope of 3GPP. As part of this step, the BBF AAA may provide Default QoS to the BNG.
2- As result of previous step or in this step, the BBF session end-point (e.g. RG or BBF device) obtains a local IP address. This step is  out of the scope of 3GPP. 

3- This step corresponds to steps from 3 to 10 of IP-CAN session establishment procedure in clause 7.2 TS 23.203 with the following modifications:

· In step 3 the BNG determines that PCC authorisation for QoS is requested for the fixed access service. The BNG includes the following information: the Access Line Identifier (Logical Access ID and Physical Access ID), the IP-CAN type, the IPv4 address and/or the IPv6 network prefix, the Default QoS, if available

· In steps 4 and 5 The PCRF may retrieve profile information related to the access line and/or the access session from a Profile Repository. The specification of a protocol with profile repository and common profile repository for fixed access and 3GPP UE is out of the scope of this release.

NOTE 1: The Repository may be implanted in BBF AAA server or as external Repository or may be implemented in SPR. This is out of the scope of this specification.

· In step 7 the PCRF may decide to change the Default QoS of the fixed access session it received from the BNG.

· In step 10 the PCRF sends the decision(s) to the BNG. The PCRF may include the following information: Default QoS, the QoS Rules to activate and the Event Triggers to report. The Event Triggers indicate to the BNG what events must be reported to the PCRF. 

Editor’s note:  Whether additional parameters are required for fixed access session is FFS.
Editor’s note:  Support of 3GPP based charging (step 6) for the fixed access session is FFS.
Editor’s note:  Support of 3GPP TDF (steps 8-9) for the fixed access session is FFS.
4- The BNG enforces the decision in BBF access network.

NOTE 2: How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP

NOTE 3: The BNG performs the mapping between the PCC rules and the parameters specific in BBF network. 

7.4.Y
BNG initiated  IP-CAN session termination for fixed access session

This clause is related to termination of the IP-CAN session for fixed access session initiated by BNG. The procedure is applicable when fixed access session is terminated, the trigger for start the termination by BNG is BBF specific (e.g. RG switch off, PPPoE session termination, etc) and out of the scope of 3GPP. 
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Figure 7.4.Y.1 -1 BNG-Initiated IP-CAN session termination for Fixed access session 
1- The BNG detects that the fixed access session is terminated.
NOTE 1: How the BNG detects or is informed that fixed access session is terminated is BBF specific and is out of the scope of 3GPP

2- This step corresponds to steps from 5 to 13 of IP-CAN session establishment procedure in clause 7.3.2 TS 23.203 with the following modifications:

· In step 5 the BNG indicates to the PCRF that the IP-CAN session is being removed and provides relavant information to the PCRF

Editor’s note:  Support of 3GPP based charging(step 9) for the fixed access session is FFS.
Editor’s note:  Whether additional parameters are required for fixed access session is FFS.
Editor’s note:  Support of 3GPP TDF (steps 11-12) for the fixed access session is FFS.
3- The BNG removes the Policy from BBF access network.

NOTE 2: How the BNG performs removal of Policy is out of the scope of 3GPP

7.4.Z
BNG initiated IP-CAN session modification for fixed access session

This clause is related to IP-CAN session modification for fixed access session initiated by BNG. The procedure is applicable when the BNG make a decision to request a modification of PCC rules for applied to the fixed access session. The trigger for start the modification by BNG can be bind to a trigger event or to BBF specific criteria. 
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Figure 7.4.Z.1 -1 BNG-Initiated IP-CAN session modification for Fixed access session 
1- The BNG makes a decision to trigger IP‑CAN Session modification either caused by BBF specific decision or based on an internal decision or by event trigger.
NOTE 1: How the BNG makes the decision cause by BBF specific decision is out of the scope of 3GPP.

Editor’s note:  The decision based on trigger events and the definition of trigger event applicable to fixed access session is  FFS.
2- This step corresponds to steps from 5 to 13 of IP-CAN session establishment procedure in clause 7.3.2 TS 23.203 with the following modifications:

·  In step 5 the BNG determines that the PCC interaction is required and sends an Indication of IP‑CAN Session modification providing to the PCRF the following information: Event Report, affected PCC Rules, if available, the Access Line Identifier (Logical Access ID and Physical Access ID),  the IPv4 address and/or the IPv6 network prefix.

· In step 9 The PCRF correlates the request for PCC Rules with the IP‑CAN session and service information available at the BNG.

· In step 12 the PCRF sends an Acknowledge of IP‑CAN Session modification to the BNG providing the following information: PCC Rules, Event Triggers and, if changed, the Default QoS, if changed

· Step 15 and 14 are not applicable

Editor’s note:  Whether additional parameters are required for fixed access session is FFS.
Editor’s note:  Support of 3GPP based charging (steps 13-14) for the fixed access session is FFS.
Editor’s note:  Support of 3GPP TDF (steps 10-11) for the fixed access session is FFS.
3- The BNG enforces the Policy in the BBF access network.

NOTE 2: How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP

NOTE 3: The BNG performs the mapping between the PCC rules and the parameters specific in BBF network. 
7.4.W
PCRF initiated IP-CAN session modification for fixed access session

This clause is related to IP-CAN session modification for fixed access session initiated by PCRF. The AF can be involved. The general handling of PCC rules not subject to AF-interaction or TDF-interaction is also applicable here

Editor’s note:  The involved of OCS and TDF for the fixed access session is FFS.
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Figure 7.4.W.1 -1 PCRF-Initiated IP-CAN session modification for Fixed access session 
1.a-2a     Thes steps correspond to step 1.a and 2.a of IP-CAN session modification PCRF initiated in TS 23.203 clause 7.5.

3- The PCRF makes a policy decision

4- The PCRF sends the decision(s) to the BNG. The PCRF may include the following information: Default QoS, the QoS Rules to activate and the Event Triggers to report. The Event Triggers indicate to the BNG what events must be reported to the PCRF.
Editor’s note:  Whether additional parameters are required for fixed access session is FFS.

Editor’s note:  Support of 3GPP based charging  for the fixed access session is FFS.

Editor’s note:  Support of 3GPP TDF  for the fixed access session is FFS.

5- The BNG enforces the Policy in the BBF access network.

NOTE 1: How the BNG performs QoS enforcement in the BBF is out of the scope of 3GPP

NOTE 2: The BNG performs the mapping between the PCC rules and the parameters specific in BBF network. 
6- The BNG sends an acknowledgement to the PCRF.
* * * End of 2nd Change * * *  
* * * Start of 3nd Change * * *  
7.2.5
PCRF discovery and selection
For fixed access session the BNG discovers and selects the PCRF following the principles defined in TS 23.203 clause 7.6 and Annex P. The BNG finds the DRA based on the Access Line Identifier (Logical Access ID and Physical Access ID) or BBF identity (e.g. fixed subscriber ID) with the role of UE ID and the Local IP addressed assigned to the fixed access session. The PDN connection ID is not applicable to IP-CAN session for fixed access. The roaming scenario is not applicable to fixed access session. 
* * * End of 3rd Change * * *  
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2 IP CAN session modification  procedure step 5-17 of TS 23.203 clause 7.4.1
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3 IP CAN session establishment procedure step 3-10 of TS 23.203 clause 7.2
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