SA WG2 Temporary Document

Page 3

SA WG2 Meeting #88
S2-114915
14 - 18 November 2011, San Francisco, USA
(revision of S2-114471)
Source:
Huawei, Hisilicon, Allot Communications 
Title:
BB2 WLAN diagram flow
Document for:
Approval

Agenda Item:
9.8
Work Item / Release:
BBAI/Rel-11
Abstract of the contribution: This contribution proposes a revision of diagram flow for BBAI BB2
1. Introduction
In the last meeting three variant architectures have been approved for BB2:

· AF in 3GPP’s operator’s network

· AF in BBF domain

· TDF in an intra mobile-fixed operator domain

In BB2 scenario, the UE initiates a NS-WLAN offload based on ISRP policy or based on UE decision, and it transmits the IP packets outside any IPsec (for s2b) or DSMIP tunnel (for s2c). The capability to enforce QoS rules via S9a for the NS-WLAN traffic depends on the capability to detect NS-WLAN traffic and to bind such traffic to given 3GPP UE. 

In BB2 the untrusted scenario is considered, so the EAP-based access authentication as defined by TS 23.402 and TS 33.402 is optionally supported. Furthermore the support of EAP-based authentication is optional as defined in WT-146. Hence the scenarios described in the following shall be considered: 

1. UE connects to WLAN/N3GPP without any other s2b/s2c connection already established and without performing EAP-based Access authentication. After connected it starts NS-WLAN

· The UE sends IP packet with the UE Local IP address as IP source address. In presence of NAted RG, the same UE local IP address can be used by several 3GPP UE and fixed device connected on the same line.
Note: how to distinguish the NS-WLAN traffic for several UEs and devices is FFS.
· Variant Architecture A (AF in 3GPP’s operator network). The UE contacts the AF.Iif the UE send its ID to the AF, e.g. IMSI, the AF can discover the PCRF. The PCRF may be able to discover the serving BPCF using the UE local IP address and start a S9a session. If the AF only knows the UE local IP address assigned by the BBF network, it may be not able to discover the PCRF of the HPLMN and so the QoS can not be enforced for such traffic.
· Variant Architecture B (AF in BBF operator network). The UE contacts the AF in BBF network. In this scenario, if the AF is able to discover the serving BPCF for example using the UE local IP address or other information related to the serving BBF network. If the UE has also sent its UE ID, eg. IMSI, and this information is transmitted to the BPCF, the BPCF is able to discover the HPLMN and the BPCF can establish the S9a session. If BPCF does not receive the UE ID, it may be not able to discover the HPCRF and the NS-WLAN traffic is managed according to BBF policies.
· Variant Architecture C (TDF). In solicited mode the Sd sessions can be initiated only if the S9a is established either triggered by PCRF or by BPCF, as describe above. The detection of UE traffic can be performed based on UE local IP address, if available. However in case of NATed RG it may not be possible to detect the traffic which belongs to the different UE connected on the same line, if the source ports are dynamically assigned by the RG and the traffic generated by all of them has the same Source local IP address. 
2. UE connects to WLAN/N3GPP without any other s2b/s2c already established, performing access authentication EAP-AKA and the it starts NS-WLAN 
· The UE sends IP packet with the UE Local IP address as IP source address. In presence of NAted RG, the same UE local IP address can be used by several 3GPP UE and fixed device connected on the same line.
Note: how to distinguish the NS-WLAN traffic for several UEs and devices is FFS.
· The BBF network receives the 3GPP UE ID (e.g. IMSI) during the authentication process, so the BPCF can establish the S9a session.

· Variant Architecture A (AF in 3GPP’s operator network). The UE contacts the AF. If the AF discovers the serving PCRF, the PCRF can bind the request from AF with an existing S9a session established at the end of EAP-based access authentication. If the AF only knows the UE local IP address assigned by the BBF network, it may be not able to discover the PCRF of the HPLMN and so the QoS can not be enforced for such traffic.
· Variant Architecture B (AF in BBF operator network). The UE contacts the AF in BBF network. The AF is able to discover the serving BPCF, for example using the UE local IP address or other information related to the serving BBF network. If the UE has also sent its UE ID, eg. IMSI, and this information has been sent to the BPCF, the BPCF is able to bind the request with an existing S9a session. If BPCF does not receive UE ID, it may be not able to discover the H PCRF and the NS-WLAN traffic is managed according to BBF policies.

· Variant Architecture C (TDF). In solicited mode the Sd sessions is established when S9a is established, as described above. The detection of UE traffic can be performed based on UE local IP address, if available. However in case of NATed RG it may not be possible to detect the traffic which belongs to the different UE connected on the same line, if the source ports are dynamically assigned by the RG and the traffic generated by all of them has the same Source local IP address. 

3. UE connects to WLAN/N3GPP with a s2b/s2c already established without performing Access authentication EAP-AKA and starts NS-WLAN
· The UE sends IP packet with the UE Local IP address as IP source address to the ePDG or PDN GW (destination). In presence of NAted RG, as defined for BB1, the tunnelled traffic is identified by UE local IP address and UDP source ports which is known to the BPCF and PCRF. However the same UE local IP address can be used by several 3GPP UE and device as Source IP address for NS-WLAN traffic with source port assigned dynamically.
Note: how to distinguish the NS-WLAN traffic for several UEs and devices is FFS.
· The S9a session is already established for s2b/s2c traffic.

· Variant Architecture A (AF in 3GPP’s operator network). The UE contacts the AF. If the AF discovers the serving PCRF, the PCRF can bind the request from AF with an existing S9a session established for s2b/s2c traffic. If the AF only knows the UE local IP address assigned by the BBF network, it may be not able to discover the PCRF of the HPLMN and so the QoS can not be enforced for such traffic.

· Variant Architecture B (AF in BBF operator network). The UE contacts the AF in BBF network. The AF is able to discover the serving BPCF, for example using the UE local IP address or other information related to the serving BBF network. If the UE has also sent its UE ID, eg. IMSI, and this information has been sent to the BPCF, the BPCF is able to bind the request with an existing S9a session. If BPCF does not receive UE ID, it may be not able to discover the H PCRF and the NS-WLAN traffic is managed according to BBF policies.

· Variant Architecture C (TDF). In solicited mode the Sd sessions is established when S9a is established, as described above. The detection of UE traffic can be performed based on UE local IP address, if available. In unsolicited mode the detection of NS-WAN traffic can trigger the PCRF-initiated GW control session establishment towards the serving BPCF. However in case of NATed RG it may not be possible to detect the traffic which belongs to the different UE connected on the same line, if the source ports are dynamically assigned by the RG and the traffic generated by all of them has the same Source local IP address
4. UE connects to WLAN/N3GPP with a s2b/s2c already established and performing Access authentication EAP-AKA then it starts NS-WLAN
· Based on above considerations, this scenario enables to detect the NS-WLAN traffic to perform the QoS management via S9a for all architecture variants.
* * * Start of 1st Change * * *  
6.1 Policy and QoS

Policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9a.

Establishment of S9a for a UE is either done as a result of the UE’s 3GPP-based access authentication, or as a result of S2b/S2c tunnel setup. If neither 3GPP-based access authentication nor tunnel setup is performed, then for the NS-WLAN traffic no policies from the EPC Network can be sent to the BBF access network.
For architecture variant A the PCRF shall bind the request from AF with an existing S9a, for example established with s2b or s2c connection,  or initiated GW control session with the serving BPCF using the UE ID (e.g. IMSI) or the UE local IP address received from AF, if available.
For architecture variant B, it is assumed that BPCF shall bind the request from AF with an existing S9a, for example established with s2b or s2c connection, or initiated a GW control session with Home PCRF based on using the UE ID (e.g. IMSI) or the UE local IP address received from AF, if available.

For architecture variant C, in solicited mode, the PCRF shall start the Sd session with the TDF, if not already established, when S9a session is established either by PCRF or BPCF. In unsolicited mode, the detection of NS-WLAN traffic by TDF can trigger the PCRF to initiate the GW control session establishment towards the serving BPCF, if not already established and the serving BPCF can be discovered. 
The BBF access network might be pre-configured with policies for a UE.

It is assumed that QoS for a UE’s offloaded traffic is enforced by the BBF access network, based on rules received via S9a from the EPC Network. For the WLAN case, the BBF domain sets a per-flow DSCP marking on each packet. Which BBF entity is perfoming the DSCP marking is out of scope of 3GPP (e.g. BNG).

Editor’s Note: The feasibility of implementing DSCP setting for DL traffic needs to be acknowledged by BBF.

For the WLAN case, DSCP marking on offloaded traffic may be performed by the UE by means of reflective QoS as defined in TS 23.139 section 6.3. In order to protect the Fixed Broadband Network from misbehaving UEs, the Fixed Broadband Network might implement protective measure as outlined in TS 23.139 section 6.3. Additional protective measures might be implementation by the Fixed Broadband Network. All these protective measures are out-of-scope for 3GPP.

Editor’s Note: The feasibility of the implementing protective measures in the Fixed Broadband Network, as a result of introducing reflective QoS also for offloaded traffic needs to be acknowledged by BBF.
A distinction is made between static and dynamic policies. Static policies for a UE are those policies that are known by the EPC Network at the time of UE attachment. Dynamic policies for a UE are those policies that cannot be known by the EPC Network at the time of UE attachment.

* * * Start of 2nd Change * * *  
6.3
Procedures for WLAN

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.










6.3.1
BPCF-initiated GW control modification for Non-Seamless WLAN offload 

This clause is applicable in architecture variant B when  the UE performs a Non-seamless WLAN offload via a fixed access network contacting an Application Function which has an interface towards a BPCF or when BBF network detects the the Non-seamless WLAN traffic contacting the BPCF 

NOTE 1: The functionalities and the methods for detecting the Non-Seamless WLAN offload in BBF network and to contact the BPCF is BBF specific and outside the 3GPP scope. 

The UE contacts the AF using the UE local IP address belonging to the fixed access network IP address spacing, how the AF  discover the serving BPCF is out of the scope of 3GPP.
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Figure 6.3-1: BPCF-Initiated  on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1
For details of this step, see the UE Initial attach as specified in TS 23.139 clause 7.2.1 for s2b or in clause 8.1.1 for trusted s2c or clause 8.2.1 for untrusted s2c and handover call flows in building block 1. In this step the UE is authenticated by 3GPP network either by means of 3GPP EAPbased access authentication or as part of the S2b/S2c tunnel setup and the UE receives its local IP address. After this step, the UE local IP address is known to the PCRF (non-roaming case), to the HPCRF (roaming, home-routed case) or to the VPCRF (roaming, local break-out case).

2
Based on ISRP Policy  (Inter-System routing Policy) stored in the UE or based on user decision, the UE decides  which IP flows are non-seamlessly offload to WLAN.

3
The UE contacts an AF locate BBF domain (Step 3A) and the AF sends a QoS request to the BPCF (step 3B). Alternatively the BBF network might detect the offloaded traffic and send a request to the BPCF (step 3C).

NOTE 2: The functionalities and the methods for detecting the Non-Seamless WLAN offload and contact the BPCF in step 3C is BBF specific and outside the 3GPP scope 

NOTE 3: How the AF discover the BPCF in step 3B and the interface between BPCF and AF is outside the scope of 3GPP and is specified by BBF network..

4
As a result of the previous step, BPCF may start a GW control Session establishment defined in TS 23.203 clause P.7.5.1 step A1.-A.2 or a Gateway Control session modification defined in TS 23.203 clause P.7.4.3 stepA.1-A.2. These rules include the UE local IP address and IMSI, if know from step 1, which enables the PCRF domain to correlate packets to this UE
5
The BPCF may interact with the BNG, as defined by Fixed Broadband Access Policy Framework specification BBF WT.134  and BBF WT-203. This step is out of the 3GPP scope.

6.3.2
PCRF-initiated GW control modification for Non-Seamless WLAN offload 

This clause is applicable in architecture variant A when the UE performs a Non-seamless WLAN offload via a fixed access network contacting an Application Function in 3GPP’s operator’s network or in architecture variant C, when a TDF detects the Non-seamless WLAN traffic matching one of predefined ADC Rules and contacts the PCRF (unsolicited application reporting) 

In solicited application reporting, the PCRF, triggered by S9a session establishment procedure, initiates the communication with TDF over Sd reference point. 

The UE contacts the AF using the UE local IP address belonging to the fixed access network IP address spacing,
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Figure 6.2-3: PCRF-Initiated Procedure on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1
For details of this step, see the UE Initial attach as specified in TS 23.139 clause 7.2.1 for s2b or in clause 8.1.1 for trusted s2c or clause 8.2.1 for untrusted s2c and handover call flows in building block 1. In this step the UE is authenticated by 3GPP network either by means of 3GPP EAP-based access authentication or as part of the S2b/S2c tunnel setup and the UE receives its local IP address. After this step, the UE local IP address is known to the PCRF (non-roaming case), to the HPCRF (roaming, home-routed case) or to the VPCRF (roaming, local break-out case).

2
Based on ISRP Policy (Inter-System routing Policy) stored in the UE or based on user decision, the UE decides,  which IP flows are non-seamlessly offload to WLAN.
3
The UE may contact an AF locate BBF domain (Step 3A) and the AF sends a QoS request to the BPCF (step 3B). Alternatively the BBF network might detect the offloaded traffic and send a request to the BPCF (step 3C).

4.
 If the TDF is present, in solicited application report, the PCRF may initiate the establishment of TDF session as described in TS 23.203, IP-CAN session establishment procedure, steps 8-9. This follows GW Control Session Establishment step described in section 5.2.2.1.2.2 Non-Roaming and Roaming Procedures. Alternatively the TDF (unsolicited application reporting) in the 3GPP domain might detect the offloaded traffic and send a request to the hPCRF (step 4B) via Sd interface 
5. 
As a result of the previous step, PCRF may start a GW control Session establishment defined in TS 23.203 clause P.7.5.1 or a Gateway Control session modification defined in TS 23.203 clause P.7.5.3. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.
6
The BPCF may interact with the BNG, as defined by Fixed Broadband Access Policy Framework specification BBF WT-134 and BBF WT-203. This step is out of the 3GPP scope.
* * * End of 1st Change * * *  
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4. BPCF-initiated Gateway Control Session establishment or GW control session Rules Provisioning Procedure
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2. Gateway Control and QoS Rules Provisioning Procedure
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