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Abstract of the contribution: This contribution proposes to adopt the agreement regarding overload control for MTC device triggering in the Conclusion section (clause 7.2.2) of TR23.888. In addition, this contribution proposes to simplify the MME/SGSN overload control mechanism for MTC device trigger that is documented in clause 6.59.4.
Discussion

1. Conclusion on overload control for MTC device triggering

At the SA2#86 and SA2#87 meetings, it was agreed that overload control mechanism is needed for MTC device triggering. MTC-IWF being the first network node to receive device trigger requests from the MTC server provides such overload control function. 

Therefore, it is proposed to document overload control for MTC device trigger in the conclusion part (clause 7.2.2) of TR23.888 .
2. MME/SGSN overload control for MTC device triggering

In the load/overload control solution documented in clause 6.59 of TR23.888, MME/SGSN initiates overload control mechanism by sending appropriate message(s) over T5a/T5b interface to MTC-IWF. The overload control solution states the following: 

“To reflect the amount of trigger load that the MME/SGSN wishes to reduce, the MME/SGSN can sent an appropriate message over T5b/T5a interface with optional IEs indicating the suppression factor, suppression duration, and/or suppressing subcategories, e.g. a specific application identifier, a specific priority type, etc., to reduce the trigger load from the MTC-IWF.”
and
“Further, to prevent the network congestion from being exacerbated by UEs that respond to triggers, the network needs to ensure that no UEs is triggered as long as the particular congestion situation remains in the following manners:

-    If the MME/SGSN performs General NAS level Mobility Management Congestion Control or APN based Congestion Control, the MME/SGSN shall activate MTC-IWF overload control on trigger loads by sending an appropriate message to the MTC-IWF over T5b/T5a interface with optional IEs indicating suppression factor, suppression delay or the suppression subcategories, e.g. a particular congested APN, an application identifier, a priority type, a specific MTC server, a specific TCP/UDP port, etc. For example, if congested APN information is provided, the MTC-IWF reduces the trigger load of trigger requests for the UE that is targeting at the congested APN (see TS 23.401 subclause 4.3.7.4.2 [5]) by suppressing the trigger requests.”
The load/overload control solution in clause 6.59 addresses two stages of overload control by MME/SGSN:
1. Network is not congested. MME/SGSN wants to reduce device trigger load from MTC-IWF to avoid network congestion (preventive). 
2. Network is congested. MME/SGSN wants to refuse device trigger load from MTC-IWF to avoid exacerbating network congestion (corrective). 
It is not clear, however, as to when or how MME/SGSN determines to send overload control message for the case in bullet ‘1’ above. There is a need for some criteria or policy, based on which MME/SGSN could decide when to send such overload control message to MTC-IWF for reducing device trigger load. The definition and enforcement of such policy/criteria will introduce complexity at the MME/SGSN. 
MTC-IWF, on the receipt of such overload control message may not forward device trigger request(s) to  MME/SGSN. The MTC-IWF may need to send device trigger failure report (e.g. validity timer expired) with ‘network congestion’ cause to MTC server as per the current solution. However, this is not the correct representation of the ‘preventive’ overload situation for the scenario in bullet ‘1’ above. In fact, the network is not congested in this case.
On the other hand, the congestion control solution in clause 6.59 meets the requirements for the scenario in bullet ‘2’ above: “NAS level congestion control assumes that the network will not trigger the UE as long as the particular congestion situation remains. Trigger load control mechanisms shall ensure that the network congestion is not exacerbated by UEs that respond to triggers”. When performing General NAS level Mobility Management Congestion Control or APN based Congestion Control, MME/SGSN will send the overload control message to MTC-IWF to activate congestion control, so that network congestion will not be exacerbated. 
From the analysis above, MME/SGSN sending overload control message to MTC-IWF for the case of network congestion meets the objectives for preventing exacerbation of congestion.
Whereas, the criterion and policy for ‘preventive’ overload control in bullet ‘1’ above are not understood. Therefore, it is proposed that specification of ‘preventive’ load/overload control mechanism be deferred till further study.

Proposal

It is proposed to update 6.59 and 7.2.2 of TR23.888.

******************************************BEGIN OF FIRST CHANGE*************************************************

6.59.4
MME/SGSN Overload Control of Trigger Requests to MTC-IWF(s)
To control trigger requests from MTC-IWF that generates trigger loads on the MME/SGSN, the overload control can be achieved by the MME/SGSN invoking the overload control procedure to MTC-IWF over T5b/T5a interface. The MTC-IWF performs the overload control by suppressing trigger requests, e.g. to stop forwarding the stored trigger requests to the next network node, to reject/drop the new arrival trigger requests and send notification message to the MTC server, or to delete the stored trigger request with reporting the trigger failure to the MTC server.


To prevent the network congestion from being exacerbated by UEs that respond to triggers, the network needs to ensure that no UEs is triggered as long as the particular congestion situation remains in the following manners:

-    If the MME/SGSN performs General NAS level Mobility Management Congestion Control or APN based Congestion Control, the MME/SGSN shall activate MTC-IWF overload control on trigger loads by sending an appropriate message to the MTC-IWF over T5b/T5a interface with optional IEs indicating suppression factor, suppression delay or the suppression subcategories, e.g. a particular congested APN, an application identifier, a priority type, a specific MTC server, a specific TCP/UDP port, etc. For example, if congested APN information is provided, the MTC-IWF reduces the trigger load of trigger requests for the UE that is targeting at the congested APN (see TS 23.401 subclause 4.3.7.4.2 [5]) by suppressing the trigger requests.

Editor’s note: It is FFS how the network node obtains APN information for the trigger requests. The overload control via MTC-IWF for APN based congestion control may not apply for the case when the trigger is sent transparently.

-    If the MME/SGSN stores the trigger request for a target UE, the MME/SGSN stops forwarding the trigger request to the UE and restart forwarding the trigger request when the network congestion is resolved and the validity time of the trigger is not expired.

-    During an overload situation the MME/SGSN and MTC-IWF should attempt to maintain support for triggering UEs for emergency bearer services or high priority services.
When receiving an appropriate message from the MME/SGSNs, the MTC-IWF can suppress the trigger requests from the MTC servers to reduce trigger load by sending an appropriate message over MTCsp interface as indicated in subclause 6.59.3.

The MME/SGSN and MTC-IWF should not suppress trigger requests for emergency services or high priority services due to network congestion.
When the MME/SGSN is recovering, the MME/SGSN can:

-    send an appropriate message with optional IEs for suppression triggers, or

-    send an appropriate message with new optional IEs that permits more trigger traffic to be carried, or

-    resume handling triggers when the suppression delay is expired, to the MTC-IWF.
****************************************END OF FIRST CHANGE******************************************************

****************************************BEGIN OF SECOND CHANGE************************************************
7.2.2
MTC Device Triggering – Key Issue 5.8

Editor's note: The conclusions do not imply a decision whether there will be one or multiple triggering methods standardised.

This clause contains the agreed conclusions corresponding to Key Issues 5.8. 3GPP Release 11 specifications should be developed in the following areas:
1)  Delivery of device trigger information from 3GPP system to UE:

All device triggering should provide mechanism to ensure authenticity.

The following device trigger delivery mechanisms shall be developed/supported:
a) MT-SMS for the following cases:

a. For UE subscriptions with an E.164-MSISDN assigned, submitted to SMS-SC of 3GPP system over MTCsms.

i. This solution is especially applicable for providing triggers via legacy networks, i.e. networks that don’t deploy any specific trigger delivery mechanism that might be introduced with Rel-11.

b. For UE subscriptions with or without an E.164-MSISDN assigned, submitted to MTC-IWF of 3GPP system over MTCsp.

i. When UE subscription does not have an E.164-MSISDN assigned, the MTC-IWF shall allow the IMSI as the destination address for submission of the MT-SMS to the SMS-SC.

Editor’s Note: Considerations for alternative to IMSI as the destination address for MTC-IWF submission of the MT-SMS to the SMS-SC is FFS.
For devices that may camp on E-UTRAN cells, this trigger delivery solution is applicable only when the UE also has a CS domain subscription and the UE and network support SMS using SMSoSGs, as defined in TS 23.272, or the UE and HPLMN are using SMS over IMS. 

Editor’s Note: It is FFS if MT-SMS procedures will be enhanced in Rel-11 to support MT-SMS to overcome the above limitations.
Editor’s Note: In order to avoid upgrades to legacy networks a protocol within the SMS body to carry the triggering information identified in 6.40 is FFS.
b) Improvements to MT-SMS that:
- ensure the SMS can be delivered to a PS-only device with only one HPLMN-VPLMN interaction, as SMS over SGs without improvement would entail an ‘MSC’ delivery attempt followed by an SGSN delivery attempt;
- permit the replacement of MAP interfaces with more IETF friendly interfaces (e.g. Diameter); and
- ensure that the MTC device can verify the authenticity of the trigger. 

As a result of these improvements, a new reference point might be defined (e.g. between MTC IWF and SGSN and/or MME and/or MSC.

Editor’s Note: Whether any additional trigger delivery mechanisms are to be supported in Rel-11 is FFS.
2)  Submission of device trigger requests from MTC server to 3GPP system:
a) The standardised protocol used from the MTC Server to the 3GPP system via reference point MTCsp should support both triggering with unique E.164-MSISDN (for backward compatibility) and without such an MSISDN. The MTCsp is provided by an MTC-IWF. It is transparent for the MTC server how the triggering information is delivered by the 3GPP system to the UE. 

b) It shall be possible for an MTC server to resolve the MTC-IWF(s) address(es) for a particular UE, e.g. by DNS
c) The MTC-IWF performs PLMN related control functionality such as MTC server authentication, trigger request authorization and charging, and shields the MTC server from the actual trigger delivery mechanism used in the PLMN.
d) MTCsp shall always be provided by the HPLMN. The MTC-IWF will only accept a device trigger request for a UE whose HPLMN is the operator of the MTC-IWF. 
e) The MTC Server uses validity time over MTCsp.

3)  3GPP system internal handling of device triggers:
a) The protocols within the PLMN should support an option where the UE can be identified without the use of an E.164-MSISDN. A PLMN may support delivery of MT-SMS submitted with an IMSI as destination address instead of an E.164-MSISDN. However, in order to avoid exposure of IMSI outside of MNO domain, this shall only be allowed for SMEs located in the MNO domain.
b) The 3GPP system shall support MTC-IWF interrogation, when needed, of HLR/HSS to map an external identifier to IMSI and gather information stored in HLR/HSS required for device triggering. 

c) The MTC-IWF shall support selection of the trigger delivery mechanism and performs protocol translation if necessary, e.g. to reformat the triggered request to match the selected trigger delivery method, and routes the request towards the relevant network entity.
d) When SMS service is selected as the trigger delivery mechanism, validity time over MTCsp is mapped to Validity Period in SMS delivery.
e) The MTC-IWF shall support overload control function for handling overload situations, e.g. handling signalling overload from the MTC servers, and handling signalling overload to next network node (e.g. MME/SGSN).

****************************************END OF FIRST CHANGE******************************************************
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