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Abstract of the contribution:
This contribution proposes to make some clarifications on the S1/Iu signalling in TS 23.139, and some editorial changes as well.
Introduction：
I 
When the UE attaches the H(e)NB, the H(e)NB local IP address is sent from H(e)NB to MME via the Initial UE Message which is a kind of S1 signalling(section 9.1.1); while when UE handovers to a Target H(e)NB, the Target H(e)NB Local IP address is sent to MME via path switch message or handover notify(section 9.1.10), but not Initial UE Message. Therefore, in section 6.1, we cannot limit that all the S1-signaling should be “Initial UE Message”, this contribution is to make the change. For HNB case, the same change is made.

 Some editorial changes, such as Iu->S1, H(e)NB-> HeNB, 23.413 ->36.413, are made.
Proposal: Include the changes below in TS 23.139.
* * * Start of 1st Change * * * 

6.1
General

Multi Access PDN Connectivity for WLAN access located in a Fixed Broadband Access Network implies that a 3GPP UE with multi access PDN connectivity capabilities can connect to WLAN access located in a Fixed Broadband Access Network as described in TS 23.401 [2] and TS 23.402 [3].

Integrity and confidentiality protection for S2c trusted scenarios can be optionally activated by the UE or the PDN GW as defined in TS 23.402 [3]. In the case of confidentiality protection the Fixed Broadband Access Network does not have visibility of the inner header, similarly to what happens to the untrusted S2c case. However, given that DSCP of the outer header is used for packet differentiation, the procedures to support interworking with Fixed Broadband Access Network do not need to change due to the activation of confidentiality protection.

If the H(e)NB is located behind a NATed RG the H(e)NB local IP address is provided to the H(e)NB by the SeGW as part of the set up of the security tunnel with the SeGW using IKEv2 signalling.

A new HNB local IP address is provided by the SeGW to the HNB then included in Iu signalling (refer to the definition of RANAP message (e.g. DIRECT TRANSFER Message) in TS 25.413[28]) to the SGSN.

A new HeNB local IP address is provided by the SeGW to the HeNB then included in S1 signalling (refer to the definition of S1AP message(e.g. Initial UE Message, path switch message and handover notify message) in TS 36.413 [29]) to the MME.

* * * End of 1st Change * * * 
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