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Abstract of the contribution: This contribution proposes a revision of diagram flow for BBAI BB2.
Introduction

The architecture of BB2 WLAN offload was fixed in the Jeju SA2#87 meeting. Three architecture options are listed to support different scenarios (i.e. the “network to offload to” is the Internet, a managed network operated by the 3GPP operator or a managed network operated by the BBF operator). This paper proposes a revision of the procedure in clause 6.3 based on such architecture options.
Proposal

It is proposed to update the following information to TR 23.839. 
****** 1st Change ******
6.3
Procedures WLAN

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.
6.3.x Attach Procedure
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Figure 6.3.x-1: Attach and PCC Session Establishment Procedure for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.
Editor’s Note: Whether the charging information is included in the policy interaction is FFS.

Editor’s Note: In the description of the call flow below, solicited application reporting for TDF case is considered. Supporting unsolicited application reporting is FFS.
Depending on the scenario, either the steps shown in (A) or the steps in (B) are performed. Details for S9a session establishment and when (A) or (B) is used for S9a session establishment are described in clause 5.2.2.1.2.
1
The UE may perform the 3GPP based (EAP) access authentication procedure involving the BBF access network. As part of this step, the user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. 
2
The UE receives a local IP address from the BBF access network. How this is done is out of 3GPP scope.
A.1 Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over BBF access network. How this is done is out of 3GPP scope.

A.2 The BPCF initiates S9a session setup by using Gateway Control Session Establishment Procedure. Static policy rules for this UE may be sent to the BBF access network. After this step, the UE local IP address is known to the PCRF.

3  In the case of the BBF access network doesn’t support 3GPP based access authentication, IKEv2 authentication needs to be performed between the UE and the ePDG/PGW. IPSec tunnel is established (S2b or entrusted s2c case) or DSMIP tunnel is established (trusted S2c case).
B.1 Triggered by step3, the PCRF(non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local breakout case) acquires the UE local IP address and it initiates S9a session establishment by using Gateway Control Session Establishment procedure. Static policy rules for this UE may be sent to the BPCF.

B.2 Triggered by S9a session establishment, the BPCF may have a policy interaction with the BNG. How this is done is out of 3GPP scope. 
4  If TDF is configured in the network, for the solicited model, the PCRF initiates TDF session establishment to the TDF after Step A.2 or Step B.2. For roaming case, the hPCRF generates ADC rule(s) and sends to the vPCRF. The vPCRF initiates TDF session establishment to the TDF. The TDF IP address is configured in the PCRF in order to TDF addressing. It is assumed that UL and DL traffic is routed via the same TDF as was configured in the PCRF.
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