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Abstract of the contribution: Detailing the triggering procedure over T5
1.  Discussion
The delivery of device trigger information over the T5 interfaces needs to be detailed.

2.  Proposal
It is proposed to add the sequence diagram and procedure description below to the TR 23.888 and to the TS 23.mtc. 
Next Change

6.60
Solution – Device trigger using MT-SMS & direct SGSN/MME delivery

6.60.1
Problem Solved / Gains Provided

Clause 5.8 
"Key Issue – MTC Device Trigger", 

Clause 5.11
"Key Issue - Decoupling MTC Server from 3GPP Architecture" and

Clause 5.13 
"Key Issue - MTC Identifiers".

6.60.2
General

This solution uses two trigger delivery methods, delivery using MT-SMS, and delivery from the MTC-IWF to the SGSN/MME for delivery to the UE. 
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Figure 6.60.2-1: MTC device trigger architecture using MT-SMS delivery or direct MTC-IWF to SGSN/MME delivery 

The interrogated HSS returns information related to delivery of the device trigger, such as IMSI and serving SGSN/MME. The trigger information is delivered to the UE using MT-SMS, or delivered from the MTC-IWF to the SGSN/MME for delivery to the UE.

The MTC-IWF is a pure control plane function which delivers the trigger information towards the UE regardless of PDP/PDN connection state. The network confirms the success or failure of delivering the trigger to the UE back to the MTC Server. The trigger information is delivered to the MTC Application in the UE, which may for example start communicating with the MTC Server or MTC Application. For this the user plane connection is established as needed. 

6.60.3
Delivery of device trigger information

The MTC-IWF receives a Device trigger request, makes a lookup in HSS to get the serving SGSN/MME and the IMSI of the UE, unless this information is already known in the MTC-IWF e.g. by caching. The MTC-IWF then forwards the Device trigger request with the trigger information to the serving SGSN/MME. Since the paging procedure may take some time, the SGSN/MME may immediately acknowledge the trigger request. If there is more than one serving node, the MTC-IWF may send to each serving node, or wait for a response from the first one before deciding if to send to the next. The latter should be preferred in order to minimize the signalling between HPLMN – VPLMN in the roaming case. If there are more than one serving node the MTC-IWF should first send to the serving node that did the last location update at the HSS/HLR 
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Figure 6.60.3-1: Delivery of Trigger information to the UE (E-UTRAN example)

1. The MTC Server sends a trigger request to MTC-IWF. The trigger request includes parameters (External ID, trigger information to be passed transparently to the MTC Application in the UE, optional validity timer if the network shall store the request and try again later if the UE is not reachable at the moment, …).
2. The MTC-IWF queries the HSS for subscriber information needed to deliver the trigger information. The External ID or alternatively the E.164 MSISDN or IMSI is used as input parameter.

3. The HSS responds with the IMSI, the serving SGSN/MME(s), optionally including the time when the serving nodes did their last location update or other priority of serving nodes the HSS may have, other subscription and status information for the UE. 

The HSS information is received in the MTC-IWF. The MTC-IWF makes a decision where to send the trigger request. If the validity time in the trigger request is set and > 0, the MTC-IWF may decide to immediately pass the trigger request as an SMS to the SMS-SC over the T4 reference point. If may also decide to firstly try to deliver the trigger request over the T5 reference point, before falling back to the T4 reference point.

If the HSS provided more than one serving node, the MTC-IWF decides on which T5 reference point to send the trigger request on based on which serving node did the latest location update and based on any serving node priority the HSS has provided. The MTC-IWF may use additional information for the decision e.g. cached information, to maximize the probability that the trigger request is delivered to the serving node where the UE is camping at the moment. The MTC-IWF should avoid sending over both T5 reference points in parallel, in order to minimize the number of HLPMN – VPLMN interactions. 
4. A Device trigger request is sent over T5 to a serving node, i.e. MME or SGSN. The serving node checks if it can try to reach the UE e.g. if it is attached and camping on a RAT of the serving node. If the MME/SGSN does not support the T5 reference point, the MTC-IWF fallbacks and delivers the trigger information using the T4 interface
5. A Device trigger request acknowledgement is returned over the T5 interface, informing whether the serving node is proceeding with paging and trying to deliver the trigger information to the UE or if it failed and is not proceeding. The MTC-IWF action does then depending on the acknowledgement result and the number of serving nodes and the trigger request parameters e.g. validity time.  It either tries to deliver the trigger on the next T5, or the T4 reference point, or it stops trying.
6. The MTC-IWF sends a Device trigger request acknowledgement to the MTC Server informing that it is trying to deliver the Trigger request, or that it has failed in delivering the device trigger information. If the acknowledgment is positive and the device trigger was received by the network and is in progress for delivery, the MTC Server stops any repetition of its trigger requests, and waits for the response. If the trigger request failed, the MTC Server may internally schedule a new trigger request in the future. Its decision may depend on the cause code returned in the acknowledgement. The MTC action is out of 3GPP scope. 
7. The MME pages the UE if it is in ECM-IDLE state and sets up the RRC and S1 connections when the UE responds. The handling is the normal Service Request/Initial UE procedure as specified in TS 23.401 [x1].
8. The trigger information is delivered to the UE. The information is formatted and sent as an SMS. Any SMS protocol stack is emulated in the MME. The MME may add a signature to the SMS to be used by the UE to validate the authenticity of the device trigger.
9. When the trigger information has been delivered to the UE, the MME sends a Device trigger response message to the MTC-IWF informing of its delivery by an appropriate cause code. If the MME fails in delivering the trigger information the MME sends a Device trigger response message to the MTC-IWF informing of the failed delivery by an appropriate cause code. In case of a failed delivery and if the there is a trigger request parameter validity time>0, the MTC-IWF may fallback to deliver the trigger request using the T4 interface. 
10. The MTC-IWF sends a Device trigger response message to the MTC Server informing about the result of the device trigger delivery. The trigger information in the response message may be useful for the MTC Server since it could include e.g. application specific transaction identifier etc. The cause code sent by the MTC-IWF to the MTC Server, may be used e.g. to decide if and when it should repeat unsuccessful trigger requests.

If the UE is not camping on the SGSN/MME which has received the trigger request and there is more than one serving SGSN/MME, the SGSN/MME can try to forward the request over the S3 interface if it knows the other serving node, e.g. during ISR mode of operation, if the SGSN/MME is a combined node, or if it was passed from the MTC-IWF. This would minimize the HLPMN – VPLMN interactions in roaming situations.
Editor’s Note: Additional details of the solution are FFS.
6.60.4
Impacts on existing nodes or functionality

Impact to the Core Network: 

-
Deployment of the MTC-IWF;

-
New reference points (T4, T5a and T5b) to connect the MTC-IWF to SMSC, to SGSN/MME and to HSS. The T5a and T5b reference points need to be specified as roaming interfaces;

-
New instance of pre-defined reference point (Rf) to connect the CDF;

6.60.5
Evaluation

The benefits with the solution include:

· Overall system impact is limited, with minimum number of nodes affected.

· A pure control plane method that might have good characteristics both in HPLMN and VPLMN for robustness and reliability, trigger delay/response time and less risk of overloading multiple network nodes. 
· The SGSN/MME can provide detailed feedback to the MTC Server in case the trigger for some reason fails (e.g. “UE unknown in the SGSN/MME”, “UE is in detached state – UE initiated”, “UE is in detached state – network initiated”, “UE does not respond to paging”, “UE does not respond to paging and a missing periodic RAU/TAU has been registered for the UE”, etc).  Translating different network statuses, to appropriate cause codes reported back to the MTC Server/MTC Application, can help to avoid excessive repetitions of the device trigger and hence avoid overload situations.
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