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1. Overall Description:

SA 2 have discussed the CT 1 LS, and, have also reviewed the tdoc C1-114821 that seems to have led to the initiation of the LS. 

After some relatively detailed study of existing stage 3 specifications, SA2 can provide the following answers to CT 1’s questions.

2. Body of CT 1 LS

The CT 1 LS contains the following problem description, copied in italics below:

CT1 have discussed the MSC selection algorithms in the BSC, RNC, SGSN and MME. The selection algorithm relates to MSC in Pool.
CT1 have noted that these selection algorithms differ in that NRI is used as the basis for selection of the MSC in the BSC and the RNC when TMSI is available. When TMSI is not available, for the BSC the selection algorithm is implementation dependent, while in the RNC, the selection algorithm is based on IMSI hash (performed in the UE). The algorithms in the MME and SGSN are specified and use IMSI hash.
CT1 have concluded that when a UE first registers via normal updating in GERAN/UTRAN, and afterwards performs location updating with combined procedures (e.g. for CSFB service), it is likely that the MSC Server will change. Subsequent to this change the MSC Server should be kept for the same UE.
Further, CT1 understand that if Cancel Location is lost during change of MSC Servers in the same MSC Pool area there is a possible fault situation. This is because during combined procedures the IMSI only is available to the new MSC. Therefore the new MSC Server cannot determine whether the UE is registered also in a different MSC/VLR. 

The reason is that according to TS 23.012, Figure 4.1.2.1 (sheet 1 of 3), the new MSC/VLR only checks that the LAI is served by the new MSC, i.e. it concludes that the Location info is confirmed in the HLR. In the Pool area, this check will be true also when a Cancel Location earlier was lost towards the new MSC involved in the combined procedure, even if the HLR considers that the UE is registered in a different MSC.
In the view of CT1, transferring the TMSI (or IDNNS from TMSI) from the UE to the SGSN or MME; using the NRI to select the MSC Server; and then transferring the TMSI (or NRI) via the Gs/SGs interface to the MSC Server appears to solve the issues mentioned above. The MS would then be served by one dedicated MSC Server node when it is in the radio coverage of the pool area, and the issue with lost Cancel Location messages would be solved.
3. Responses to CT 1 questions:

Q1
Clarify whether the difference in algorithms between the RAN nodes and the MME and SGSN is intentional, or if it would be preferred to align the algorithms towards using NRI.
Background information from SA 2:
The use of TMSI based RAN algorithms and IMSI based SGSN algorithms for MSC selection WAS an intentional decision by SA 2. The intention behind the decision was to provide – in release 5 - the ‘pooling’ functionality to all existing mobiles (2G and 3G) and hence changes to the radio interface signalling could not be performed.

Note: to ensure backward compatibility, TS 23.236 also caters for IMSI based algorithms in the RAN. 

The design of this feature for the MME was broadly a copy of the design of the SGSN. This permits idle mode mobility between the MME and an unmodified SGSN to retain use of the same MSC.
Problem Verification

SA 2 are not entirely sure that they have understood the problem described by CT 1.

The issue seems to relate to the following scenario:

a) The LTE+CSFB capable mobile registers on GERAN/UTRAN in NMO II and an old CS domain TMSI is used by the BSC/RNC to route to an MSC (say MSC 1)

b) The mobile changes to LTE and performs a combined TAU. The MME uses the IMSI to derive a different MSC (say MSC 2); then

c) The mobile registers (via the MME) successfully in MSC 2 but the ‘cancel location’ is unsuccessful between the HLR and the old MSC (MSC 1). MSC 2 (via the MME) allocates a CS-domain TMSI that normal ensures that movement back to GERAN/UTRAN does not cause an MSC change; then – probably a long time in the future - 
d) The mobile is returned to MSC 1 by the MME (e.g. by being “load balanced” off from MSC 2); and

e) MSC 1 believes that the subscription record for the mobile is up to date

f) As a result of the above, the HLR has the mobile registered in MSC 2 while the VPLMN has the mobile registered in MSC 1. This would seem to be a problem -> but do CT 4 procedures already cater for it (e.g. by performing IMSI based paging from MSC 2)?

The following answers in this LS assumes that the above SA 2 description of the problem is correct.
SA2 understand that the case of physical inter-pool movement, or (national roaming) inter-PLMN movement is solved because the Gs and SGs interface LU Request signalling carries the ‘old LAI’: hence the target MSC can determine that an update to the HLR is needed when the ‘old LAI’ is not part of that MSC’s area. 

Similarly, if the mobile does not have a CS domain TMSI (as indicated by the TMSI status IE on SGs/Gs, or, by use of the IMSI on A/Iu-cs), the target MSC has a good reason to contact the HLR.
Generic Way Forward

The problem seems to relate to an HSS-MSC protocol error case in combination with a VPLMN load rebalancing operation; however, the problem might be “long lived” and/or one that “never clears until MSC 1 is restarted”. 
As such, the detailed design is normally performed by the stage 3 Working Groups. 
Hence, if CT 1 (and CT 4) wish to solve this case, then SA 2 are content to let them take the lead and will subsequently align the stage 2 specifications. 
Q2
Clarify if SA2 group have concerns with using NRI instead of IMSI hash when MSC Server load re-distribution is performed.

IF the CT 1 protocols can be safely modified to provide the CS-domain NRI from the UE to the MME/SGSN, then SA2 see no “system problems” with performing the MSC selection based on CS domain NRI (and associated parameters, e.g. old LAI). However, operationally (and from a software development viewpoint), this requires the MME/SGSN to be able to cope with both old and new mobiles.

Q3
Clarify whether there is any privacy or other concerns in using TMSI, as opposed to NRI to the MME, SGSN, and MSC Server.

a) Subscriber confidentiality is more a question for SA 3 than for SA 2. However, it does feel undesirable to include the CS-domain TMSI along with the PS-domain P/S-TMSI in unencrypted Attach/RAU/TAU Request messages. If nothing else, this might require the MSC to perform more frequent CS-domain TMSI reallocation via the MME/SGSN.

b) Adding the ‘old CS-TMSI’ into the Attach/RAU/TAU Request messages from the UE to the MME/SGSN and the ‘old CS TMSI’ (to be used in conjunction with the old LAI) into the corresponding messages to the MSC would seem to provide a solution to the error case outlined above.

Q4
Update the TS 23.236 and TS 23.272 specifications to allow the use of NRI for MSC Server Selection, in case SA2 would consider introducing NRI for MSC/VLR selection for combined procedures.
SA 2 are prepared to align stage 2 if this is necessary to align with stage 3 design updates needed to handle error cases.
However, SA 2 would like CT 4 to consider the above scenario.

Further, SA 2 wonder if there are alternative solutions, e.g.
a)
When “MSC rebalancing in NMO=1” (as described in TS 23.236 section 4.5a.2) get the SGSN/MME to add a marker into the Gs/SGs Location Update Request message to indicate “load balancing”: the target MSC uses that indicator to ensure it makes contact with the HLR.
b) 
just add the CS domain NRI (and not the whole CS domain TMSI) on the UE -> MME/SGSN -> MSC signalling route: the target MSC can then use the combination of old LAI plus old NRI to determine that an MSC change has occurred.
SA 2 observe that option (b) would allow a gradual movement to NRI based MSC selection in the MME/SGSN and that this might have some benefit in cases where the MME pool area boundaries do not align well with the Location Area boundaries.

3. Actions

To CT 4:

SA 2 requests CT 4 to review the CT 1 problem description and to provide guidance on the need to solve this issue e.g. should solutions for lost Location Cancellation messages be designed?
To SA 3:

SA 2 requests SA 3 to respond to CT 1 if they see problems with (a) including both CS-TMSI and P-TMSI/S-TMSI in the same unencrypted NAS message, or (b) including the CS-domain NRI (which is the 10 bits of the CS-TMSI that identifies which MSC in a pool is in use) along with the P-TMSI or S-TMSI in the same unencrypted NAS message.

To CT 1:

SA 2 requests CT 1 to take the above response and the responses from CT 4 and SA 3 into account and to determine the way forward
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