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1. Introduction

This paper discusses the problems raised in LS, S2-115233, from GSMA IREG; this paper lists up solution alternatives, performs a comparison of the alternatives, and proposes a way forward.
2. Alternatives

Following solution alternatives are possible to fulfil requirements suggested in the LS:
Alternative 1: default APN is not used.
If UE always provides an appropriate APN during Initial Attach, and if that APN is always used, the problems raised in the LS would cease to exist.
Alternative 2: default APN is set to Internet APN.
In case UE cannot always provide APN, this alternative uses a default APN, which is APN to Internet. When UE attaches to the network, default APN for Internet is established and then new PDN connectivity for VoLTE/IMS will be established.
If Internet APN to be used cannot be determined uniquely then some 'dummy APN' must be used, however this may involve deactivation procedure immediately after UE requests other PDN connectivity for VoLTE/IMS or Internet.

Alternative 3: default APN is set to IMS APN. UE capability detection and MME’s reaction follow.
This alternative solves the problems by MME detecting UE’s capability and by the MME reacting to that capability. Depending on schemes of UE capability detection and reaction, this alternative includes several variants.
- UE Detection scheme 1: Use of “Voice domain preference and UE's usage setting” IE
- UE Detection scheme 2: Use of IMEI
- UE Detection scheme 3: Extension of “UE network capability” IE
- UE Detection scheme 4: Introduction of a new IE
- MME Reaction scheme 1: Reject the request
- MME Reaction scheme 2: Overwrite the APN
3. Comparison
	
	Pros
	Cons

	Alternative 1:
default APN in HSS is not used.
	Simple from network perspective. No unnecessary PDN connections are established.



	GSMA would need to change VoLTE Profile (IR.92) to mandate the device always sends the APN in the Attach, also define how the Default APN is configured to the device.
IMS device needs to be configured whether IMS or Internet APN must be used in the Attach. New MO may be needed for this purpose. Device impact.

These alternatives do not solve problems in Pre Rel-11. Note that GSMA PRD IR.92 ("The VoLTE Profile") is based on 3GPP Rel-8 specifications.


	Alternative 2:
default APN in HSS is set to Internet APN.
	No impact on 3GPP specifications
	When Internet APN to be used may not be uniquely determined (e.g. multiple Internet APN subscription are possible)
If dummy APN is used then this does not quite fulfil the GSMA requirement of removing 'unnecessary PDN connectivity'

GSMA would need to change VoLTE Profile (IR.92) to recommend that the IMS APN should not be used as a Default in HSS.

	Alternative 3:
default APN is set. UE capability detection and MME’s reaction follow.
	See below for a detection scheme and for a reaction scheme.


	Alternative 3: Detection scheme
	Pros
	Cons

	1: Use of “Voice domain preference and UE's usage setting” IE
	No impact on UE
	With this IE, services other than VoLTE (e.g. RCS) cannot be detected.

	2: Use of IMEI
	No impact on UE
	With IMEI, operational impacts to manage database with IMEI and supported service capabilities are incurred.

	3: Extension of “UE network capability” IE
	
	These alternatives do not solve problems in Pre Rel-11. Note that GSMA PRD IR.92 ("The VoLTE Profile") is based on 3GPP Rel-8 specifications.

	4: Introduction of a new IE
	
	


	Alternative 3: Reaction scheme
	Pros
	Cons

	1: Reject the request
	Simple
	Depending on implementation and setting (e.g. UE is 'data centric'), UE could keep re-attaching to the network, causing massive NAS signalling load.

	2: Overwrite the APN
	UE never keeps trying to attach to the network, thus NAS signalling overload won't happen
	This requires knowledge of 'contingency' APN in the MME to ensure data connectivity to the UE, which is very difficult to manage when it comes to roaming scenario.


4. Proposal
It is proposed to discuss in SA2 and find a way forward. NTT DOCOMO believes the root of the problems is the use of the "default APN" and therefore prefers the Alternative 1, which seems to have the least drawback, but is still very much open to any other views.
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