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1. Overall Description:

SA1 thanks RAN2 for their LS R2-115636 on MBMS reception from non-RPLMN.

RAN2 asks SA1 “if there is something that precludes reception or knowledge of MBMS services from a PLMN other than the UE's RPLMN”.

And that: “it was not obvious that UE is allowed to even receive MBMS service from different PLMN than RPLMN. It was acknowledged in RAN2 that no ciphering of MBMS transmission is provided by the RAN, although ciphering may be provided at the application/service layer.

Additionally RAN2 wants to acknowledge that one needs to take into consideration at least following PLMN types being different than RPLMN:

· EPLMN(s)

· NW sharing case (shared NW with RPLMN ID)

· Completely independent PLMN
According to MBMS Stage 1 in TS 22.146 Section 5.3 on service availability: “In the case of two or more operators sharing infrastructure (e.g. parts of the radio network or sharing of radio network and the core network entities connected to the radio network), it shall be possible for a sharing operator offering MBMS in multicast or broadcast mode to prevent access to these MBMS services by subscribers and inbound roamers of the other operator(s) sharing the same infrastructure.”
In other word, it is our understanding that, for Network Sharing case, the system should be able to prevent MBMS access to MBMS service of other PLMNs than the PLMN in which the UE is attached to. It is also expected that this should also apply when these PLMNs are not sharing same RAN, i.e. this applies for any PLMN different from the RPLMN.

But SA1 understanding is that there is no way to prevent a UE from receiving (listening) MBMS data that are multicast/broadcasted over the radio, whatever these data are sent over the radio from the same cell of the UE RPLMN (in case of Network Sharing) or when they are broadcasted from a different cell of a different PLMN. 

An application layer ciphering appears to be a possible solution to prevent data interpretation by UEs who did not subscribed to the service or those who are not registered to the same PLMN as the PLMN distributing the MBMS service.

2. Actions: 

To RAN2: Please consider provided answers for your further work, i.e. that there is nothing that precludes reception or knowledge of MBMS data from a PLMN other than the UE's RPLMN but an application layer ciphering can be used to prevent interpretation of non subscribed MBMS data.

3. Date of Next SA1 Meetings:

	SA1#57
	13-17 Feb 2012
	Kyoto, Japan

	SA1#58
	07-11 May 2012
	Seville


