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1. Introduction
There are 3 scenarios:

1. The UE performs the Non-seamless WLAN offload based on ISRP and do not contact any AF and no TDF is involved.
2. The UE performs the Non-seamless WLAN offload  and interacts with an AF. There are two additional sub/scenario :

A. AF has Rx towards the PCRF and recognises that the UE is a UE of PLMN

B. AF is connected to BPCF and it is able to see that the device has a UE local IP address  from RG and contacts the BPCF. 
3. The UE performs the Non-seamless WLAN offload and a TDF function detect the offload.
A. The TDF belongs to the PLMN and communicate with PCRF via Sd

B. 
When the UE initiates a NS-WLAN offload, the UE transmits the IP packets outside any tunnel towards the EPC, considering that the existing IP-CAN sessions for active PDN connections are based on the Inner IP address and not based on UE local IP address, and for BBF network all manage QoS are for the UE local IP address a NS-WLAN represent a new IP-CAN session for the PCC but it does not represent any new Manage QoS for the BBF network. However if the S9a session is already established the UE Local IP address is known by the PCRF.

Now in scenario 1 there is no interaction for dynamic QoS neither with PCRF nor with BPCF . In scenario 2.A and 3.A the PCRF receives a request from the AF and TDF (unsolicited application reporting)  respectively and PCRF triggers an IP-CAN session modification/establishment procedure . This procedure is already described in TS 23.203 under PCRF-Initiated GW session modification and in BB1 as network Initiated PCC, but both represents the same procedure. Alternatively, for the scenario 3A, solicited application reporting, PCRF, triggered by S9a session establishment procedure, initiates the session with TDF. The procedure of PCRF-TDF session establishment is already described in TS 23.203 under IP-CAN Session establishment procedure, steps 8-9.From the point of view of PCRF-BPCF interaction there is no need to describe in details which is the interaction between the PCRF and the AF or TDF, since both are outside the scope of BBAI. It shall be noted that a similar approach has been adopted in the past for TS 23.402. 
In conclusion PCRF-Initiated GW control session modification procedure is applicable in scenario 2A and 3A, unsolicited application reporting, and IP-CAN Session establishment procedure, steps 8-9 is applicable to the scenario 3A, solicited application reporting. . The BPCF-Initiated GW contro session modification is applicable in scenario 2B and 3B.
* * * Start of 1st Change * * *  
6.3
Procedures for WLAN

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.
6.3.1
BPCF-initiated GW control modification for Non-Seamless WLAN offload 
This clause is applicable in architecture variant B when  the UE performs a Non-seamless WLAN offload via a fixed access network contacting an Application Function which has an interface towards a BPCF or  independently by variant architecture when BBF network detects the Non-seamless WLAN traffic contacting the BPCF (The functionalities and the methods for detecting the Non-Seamless WLAN offload and contact the BPCF is BBF specific and outside the 3GPP scope). 
This procedure is applicable only when the UE is already attached to the fixed broadband Access network and the BPCF is able to discover the PCRF for the UE. Non-seamless WLAN offload the UE contacts the AF using the UE local IP address belonging to the fixed access network IP address spacing, the AF may discover the serving BPCF.
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Figure 6.3-1: BPCF-Initiated  on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1
For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9a for this UE is setup. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case).

2-. Based on ISRP  Policy  (Inter-System routing Policy) stored in the UE or based on user decision, the UE decides  which IP flows are non-seamlessly offload to WLAN.
3. Offloaded traffic from the UE is routed to its peer in the offload network.
4.
 The peer might be an AF which send a QoS request to the BPCF (step 4A), alternatively the BBF network  might detect the offloaded traffic and send a request to the BPCF (step 4B).
NOTE 1: The functionalities and the methods for detecting the Non-Seamless WLAN offload and contact the BPCF is BBF specific and outside the 3GPP scope 
NOTE 2: How the AF discover the BPCF and the interface between BPCF and AF is outside the scope of 3GPP and is specified by BBF network..

5. As a result of the previous step, BPCF may start a GW control Session modification procedure sending to PCRF a QoS request. These rules include the UE local IP address and IMSI, if know from step 1, which enables the PCRF domain to correlate packets to this UE.

6.3.2
PCRF-initiated GW control modification for Non-Seamless WLAN offload 

This clause is applicable in architecture variant A when the UE performs a Non-seamless WLAN offload via a fixed access network contacting an Application Function which has a Rx interface towards a PCRF or in architecture variant C when a TDF function detects the Non-seamless WLAN traffic contacting the PCRF(unsolicited application reporting) or when a PCRF, triggered by S9a session establishment procedure, initiates the communication with TDF (solicited application reporting). 
These procedures are applicable only when the UE is already attached to the fixed broadband Access network and the PCRF is able to discover the BPCF for the Fixed Broadband Access network serving the UE. Since for Non-seamless WLAN offload the UE contacts the AF using the UE local IP address belonging to the fixed access network IP address spacing, the AF may discover the Home PCRF only if the UE communicates its HPLMN domain, e,g, its IMSI.
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Figure 6.2-3: PCRF-Initiated Procedure on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1
For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9a for this UE is setup. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case).

2-. Based on ISRP  Policy  (Inter-System routing Policy) stored in the UE or based on user decision, the UE decides  which IP flows are non-seamlessly offload to WLAN.
3. Offloaded traffic from the UE is routed to its peer in the offload network.
4.
 For the TDF, solicited application reporting, the PCRF may initiate the communication with TDF to provide the ADC rules and get a response (step 4A), as described in TS 23.203, IP-CAN session establishment procedure, steps 8-9. Alternatively, the peer might be an AF which send a QoS request to the hPCRF (step 4B) via Rx interface. Alternatively the TDF (unsolicited application reporting) in the 3GPP domain might detect the offloaded traffic and send a request to the hPCRF (step 4C) via Sd interface 


5-6. As a result of the previous step, PCRF may start a GW control Session modification procedure sending to the BBF access network the QoS rules. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

* * * End of 1st Change * * *  
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5. BPCF-initiated Gateway Control and QoS Rules Provisioning Procedure
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2. Gateway Control and QoS Rules Provisioning Procedure
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