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This document clarifies the applicability of DIDA policies to the UE and the traffic routing functionality in the UE.
Discussion
It is argued that the current document does not clearly identify that the new policies being defined apply solely to the identification of traffic in the UE.
Proposal 
We propose to clarify the points above with the following change in TR 23.855. 
First change

4 Justification, Scenarios and Architectural Requirements

4.1
Justification 

Editor's note:
this clause describes the shortcomings of current ISRP design and the justifications of DIDA work. 

In Release 10 simultaneous network connections to multiple radio access technologies have been enabled by MAPCON, IFOM and non seamless WLAN offload. To take this into account, the ANDSF framework has been enhanced with the introduction of Inter System Routing Policies (ISRP), allowing the operator to provide policies based on the traffic exchanged by the UE. 

Based on the current Release 10 specification the operator can indicate different preferred or forbidden radio access technologies as a function of the type of traffic the UE sends. As an example an ISRP can be based on:

· The APN the UE uses for a given connection;

· The destination IP address the UE sends traffic to;

· The destination port number the UE connects to;

· A combination of the three elements above.

The current specification has limitations on how the traffic is identified in the UE, e.g. due to the growing aggregation of Internet traffic onto few transport port numbers. This trend negatively impacts the ability of an ANDSF policy to specify how traffic should be routed by the UE. For example the operator with the current framework is not able to provide policies to the UE that allow to discriminate between video streaming (e.g. www.videostreaming.example.com) and web browsing (e.g. www.news.example.com) based on the port number because both are carried over HTTP.

4.2
Architectural requirements

The following architectural requirements apply for the DIDA solution(s):

-
Support for DIDA should enable IP flows to be identified in the UE even though encryption is enabled e.g. using SSL/TLS; 
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