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Abstract of the contribution: Discussion and proposal on solutions for solving APN conflict in WLAN access. 
Discussion

In Trusted WLAN (and untrusted WLAN), a UE can request a connection to the “default APN” in both 3GPP and WLAN access. If the default APN in 3GPP access and the default APN in WLAN access are the same, there is an issue due to TS 23.402 restrictions. This paper tries to find a solution to this issue for TNAN.

In the case where a PDN connection is activated over non 3gpp towards the same APN than used by a PDN connection currently active over 3gpp, TS 23.402 states (§4.12) that all PDN connections for a given APN and UE shall use the same access network, in particular that all PDN connections shall be moved to a new access network during handovers. Furthermore 23.402 does not specify how and by which entity (UE or network) this rule is satisfied.
As discussed in S2-114436, the release of the last 3gpp PDN connection results in detaching the UE from EPS, which means that the UE does not access anymore to non-EPS services such as CSFB or SMSoSGs, which is undesirable. As the TS 23.402 restriction seems to come from the fact that, for non-3GPP to 3GPP handovers, the IP address is not carried over Attach Request with “handover indication” (the PGW does not know which PDN connection is handed over and therefore all PDN connections of a given APN shall be handed over), a solution could be to remove this restriction for SaMOG (Un-modified UE) as in this case the Hand-Over indication is not set i.e. for Initial Attach only. (Refer to solution 2 further discussed).
Following solutions are discussed below to address the issue. 
Solution 1: Differentiate default APN for WLAN in subscription data
In this solution, different default APNs are configured in the subscription data for WLAN and for 3GPP. It consists in the HSS providing a default APN over WLAN that is not allowed for use over 3GPP access
This solution implies for the operator to manage more APNs (there would be APN dedicated for WLAN access), while it has less impact on network entities. 

Impact:
The only requirement is a “default APN for WLAN” to be introduced in the HSS. HSS/AAA already provides a default APN to the TNAN in existing STa interface; this APN will simply be the “default APN for WLAN”.
Solution 2 : The PGW handles the APN conflict by accepting a PDN connection (Initial Attach) to same APN although in different access networks 
In this solution, the default APN over WLAN and over 3GPP access may be the same.
When the UE attaches to TNAN and already has over 3gpp an on-going PDN connection to the default APN, it is proposed that when the PGW receives the Create Session Request message, as this is for an Initial Attach i.e. with Hand-Indication not set (for SaMOG unmodified UE case), the PGW accepts the PDN connection to the same APN and allocates an IP address different from the IP address(es) already allocated on the 3GPP side. 

Furthermore, as the UE is unaware of which APN corresponds to the IP connectivity it gets over the WLAN access (the TNAN does not return the APN value to the UE), the UE does not release the PDN connection over 3gpp. Another reason, but discussed in another paper is that the UE considers SaMOG access as non-seamless offload.
Impact:

Clarification of PGW behaviour. 

Conclusion
By assuming a different Default APN for 3GPP and non-3gpp, solution 1 has the merit to avoid the UE with the current 23.402 rule to be disconnected from EPS and to continue to benefit from CSFB and SMS services over SGs. But this solution is breaking the independency of the APN with regards to the access technology, and make heavy configurations in network. 
Solution 2 is based on the fact the TS 23.402 restriction was introduced to solve an issue of inter RAT mobility with the Hand-Over Indication set (in the Non-3GPP to 3GPP direction), and proposes to add a clarification of the PGW behaviour to allow the use of the same APN on 3gpp and non-3gpp accesses since the Hand-Indication is not set in the SaMOG unmodified UE case. 

Note that nothing prevents solutions 1 and 2 to coexist as the former is related to HSS configuration and the latter is a check by the PGW.

Proposal
It is proposed to agree the above conclusion and following changes to TR 23.852.
****** 1st Change ******
7.1.1.2
Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW
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Figure 7.1.1.2-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
Note: 
A per-UE point-to-point link between UE and TNSP is assumed. In particular, it is assumed that the trusted non-3GPP access does not do any routing of UE traffic between TWAP and TNSP. It is assumed that the TWAP applies upstream and downstream forced-forwarding between the UE’s WiFi air link and the TWAP-TNSP link. It is assumed that TNSP applies upstream and downstream forced-forwarding between the TWAP-TNSP link and the UE’s GTP tunnel. The implementation of these assumptions is out-of-scope for 3GPP.
Editor’s Note: Clarification may be needed for forced-forwarding. The need for ARP and for ND in this solution is FFS.

In this specific solution, it is assumed that TNSP is the first hop router and the DHCP server.

Note: 
The link model is different from GTP based S5/S8 and GTP based S2b.
Refer to section 6.1.3.1. Based on assumptions for solutions with no impact to UE, UE cannot provide APN and PCO to TNSP. So, there are following differences than section 6.1.3.1:
· At step 2, the following additions apply:

· The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides a default APN for WLAN. PDN type is indicated from HSS in this step.

· If the default APN for WLAN is also used for the UE on 3GPP side, 
· As it receives a PDN connection creation without the Hand-Over indication set, the PGW does not release the PDN connection for the same APN in 3GPP access and allocates a new IP address / IP Prefix for the requested PDN connection.
· As the UE is unaware of which APN corresponds to the IP connectivity it gets over the WLAN access, the UE does not release the PDN connection over 3gpp.

· The UE and the EPC are mutually authenticated through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· IEEE 802.1X as defined by IEEE 802.11 [5] is used over the WLAN air link to carry EAP.

· After EAP authentication, UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].
· At step3, For IPv4 address configuration, DHCPv4 is the L3 attach trigger. For IPv6, LL-DAD NS or RS is the L3 attach trigger. The TNSP does not send RAs until an L3 attach trigger is received. 
Editor’s Note: It is FFS whether DHCPv4, NS, RS is sufficient for the L3 attach trigger.
· At step 5, when TNSP receives L3 attach trigger message, the TNSP selects default APN according the subscription data received in step 2. If the L3 attach trigger is of an IP version not supported by the subscription PDN Type, the TNSP does not send Create Session Request. Otherwise, the TNSP sends a Create Session Request with the PDN Type of the subscription data: 
· If the L3 attach trigger is IPv4 and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv6 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv4 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv4, and step 2 indicates that PDN type is IPv4-only, then PDN type in the Create Session Request is set to IPv4.

· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type is IPv6-only, then PDN type in the Create Session Request is set to IPv6.

· At step 8, PDN GW sends Create Session Response to the TNSP.
· At step 11, for IPv4, a DHCPv4 message with allocated IPv4 address is sent. For IPv6, the TNSP starts sending RAs with the allocated prefix and sets “autonomous address configuration” flag and “O” flag [RFC 4861].
Editor’s Notes: It is FFS how to support non-seamless WLAN offload.
Note: 
A UE might request to get some IP configuration parameters (e.g. DNS server) by means of DHCP. These parameters sent by TNSP(acting as a DHCP server) to the UE in a DHCP reply. These parameters are retrieved by the TNSP(acting as a DHCP client) from the PGW by means of DHCP.
****** End of Change ******
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