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Abstract of the contribution:

This contribution introduces an architecture option and requirements for BB-III that enables 3GPP PCC to support policies for fixed devices connected to the BBF access network. 
7
Building Block III
Editor's Note:
This clause will contain the material related to Building Block III for fixed devices.
7.x
Wireline Architecture Option-1
7.x.0 General

Definitions:

Converged PCRF (C-PCRF):  3GPP TS 23.203 defined PCRF with enhancements to authorise resource allocation of BBF resources and determine policy and QoS rules for service date flows of fixed devices that connect to the network via BBF access. When the C-PCRF supports both wireline and wireless access it shall not impact 3GPP specific protocol (e.g. Gx) and procedures 
Gx extended (Gxe):  Gx based protocol between the C-PCRF and the BBF defined BNG based Policy Enforcement Point (PEP). It supports BBF specific procedures and IEs, such as physical and logical IP circuit IDs, as needed
Editor’s note: The name Gx extended is kept for clarification purposes during the study time of this building block, but it is expected that normative text will simply use the name of Gx for the extended reference point.

IP‑CAN session for fixed: The association between a fixed line (e.g. RG)   and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with Line identity information
Subscriber Identity: In BBF access the line identity (e.g. RG) is the subscriber identity
7.x.1
Reference model 
Figure 6.x1-1 shows the reference architecture for PCRF support of BBF access for fixed devices

[image: image1]
Figure 7.x.1-1  Converged Policy Management Reference model 
Figure 7.x.1-2 depicts the roaming scenario for WLA UE.
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Figure 7.x.1-2 Converged Policy Management Reference model- Roaming Scenario for WiFI 
NOTE: The roaming scenario applies to WLAN UEs  that make use of WiFi AP (s2b and S2c)
7.x.4
Architectural requirements and assumptions

The interface between the Convergence PCRF (C-PCRF) and the BBF based Policy Enforcement Point (PEP) is based on the Gx with extensions (Gxe) to support BBF specific AVPs such as physical and logical circuit-Ids.
The architecture shall support the SA1 requirements per TS 22.278 [x]
Editor’s node: Support for layer L2 and multicast traffic is out of scope in Rel 11
Editor’s node: Interface to offline and online charging systems is out of scope in Rel 11

6.1 7.x.5 Policy and QoS
The C-PCRF makes policy decision based on the information it receives from the BNG PEP, the AF and internal C-PCRF logic.

The C-PCRF shall be able to provision policies to the BNG/PEP over rules over the Gxe interface
7.x.6
Procedures  for Fixed Device
7.x.6.1 Fixed Device Initial Attach  
The fixed devices attaches to the network per BBF specifications.
The BNG triggers the fixed IP CAN session session with the C-PCRF per BBF specifications.

[image: image3]
Figure 7.x.6.1 -1 Fixed Device Initial Attach  (informative)
Steps 1:  This step is BBF specific and as such out of scope of this specification.
Step-2: The BNG/PEP triggers the establishment of the fixed IP CAN session with the C-PCRF. The message includes the line identity, physical and logical circuit ID, default QoS and subscribe priority

Step-3: The C-PCRF obtains the subscriber’s profile
Step-4: The C-PCRF PCRF makes policy decision and derives policy rules The C-CPRF may change the default QoS of the subscriber it received from the PCEF
Step-5: The C-PCRF provisions the policy rules at the PEP
Step 6:  BBF specific. The BNG communicates with other NEs in the BBF access network per BBF specifications
Editor’s note: It is FFS how the BNG/PEP discovers the C-PCRF
7.x.6.2  C-PCRF (fixed) IP CAN Session Modification

[image: image4]
Figure 7.x.2.-1  C-PCRF initiated (Fixed) IP CAN Session Modification
1a. The AF requests QoS resource authorization. The request includes the BW requirements, media type, session priority and other IEs per TS 23.203.
Editor’s  Note: Rx specific enhancements for wireline access are FFS
1b. The SPR notifies the C-PCRF when the user’s profile changes.

Alternatively, the C PCRF may initiate this procedure based on C-PCRF internal logic
3. The C-PCRF makes policy decisions with regards to QCI/DSCP,UL/DL max/minimum or constant BW, QCI, and priority for the service data flow
3 The C-PCRF provisions policy rules and event triggers at the BNG/PEP
4. The BNG/PEP enforces the policy rules 
5. The BNG communicates with other nodes in BBF access per BBF specifications
7.x.6.3  BNG/PEP  Initiated (fixed)  IP CAN Session Modification

[image: image5]
Figure 7.x.6.3-1 BNG/PEP  Initiated (fixed)  IP CAN Session Modification
1. The BNG/PEP receives a request to modify the session with the C-PCRF based on BBF triggers and procedures, or when a trigger provisioned by the C-PCRF is detected.
2. The BNG/PEP indentifies the rules impacted and initiates the (fixed) IP CAN Session Modification procedure. The message includes the report/s of the rules impacted and the event trigger.
3    The C-PCRF makes policy decisions and determines new/modified rules 
4.   The C-PCRF provisions policy rules at the BNG/PEP
5. The BNG/PEP responds to the session modification request per BBF specifications
7.x.6.4  BNG/PEP  initiated IP CAN Termination 

[image: image6]
Figure 7.x.6.4-1  BNG/PEP  Initiated (fixed)  IP CAN Session Termination
1. The BNG/PEP receives a request to terminate the session with the C-PCRF based on BBF triggers (both external and internal to the BNG) and procedures.
2. The BNG/PEP initiates the (fixed) IP CAN Session termination procedure. 
3    The C-PCRF identifies the affected rules
4. The C-PCRF notifies the AF about loss of transmission

5. The BNG/PEP removes the rules
6.   The C-PCRF acknowledges the termination of the session 
7. The BNG/PEP responds to the session termination request per BBF specifications

7.x.4.5  Update of the subscription information in the C-PCRF
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Figure 7.x.6.5-1 Update of the subscription information in the C-PCRF
1. The SPR detects that the subscriber’s profile changed
2. The SPR notifies the C-PCRF of the profile change provided the C-PCRF subscribes to notification event/s
3. The C-PCRF responds to the SPR notification message
4    The C-PCRF stores the updated profile 
5. The C-PCRF indentifies the rules affected and derives new/modified ones
6. The C-PCRF initiates the (fixed) IP CAN Session Modification procedure per section 7.x.6.2  
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