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Abstract of the contribution

This alternative is intended to give a NAT traversal option that is entirely transparent to the existing 3GPP network entities and as a result would also work on any other access technologies. The solution also has the advantage to be based on IETF protocol.
It is proposed to agree on the following changes to TR 23.888 v1.4.0:

Begin Changes

6.x
Solution – UE-controlled NAT Traversal with PCP

6.x.1
Problem Solved / Gains Provided

See clause 5.3 "Key Issue – IPv4 Addressing" and clause 5.8 "Key Issue – MTC Device Trigger".

6.x.2
General

This alternative is intended to give a NAT traversal option that is entirely transparent to the existing 3GPP network entities and as a result would also work on any other access technologies. The solution also has the advantage to be based on IETF protocol.  

This alternative is similar to the following already documented solutions but with these advantages:

· Clause 6.18 "MT Communications with NATTT" but there is no tunnel overhead, especially over the RAN, and the signalling protocol between the UE and the NAT is an IETF protocol. 
· Clause 6.19 "MT Communications with Micro-port forwarding", but the UE to NAT signaling is an IETF protocol and does not rely on NAS messages and thus the solution is also applicable to non-3GPP accesses.
· Clause 6.54 “Solution – NAT Traversal using controlled NAT”, but with the difference that NAT traversal interactions are only involving the UE and the NAT itself and the P-GW is unmodified. 
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Figure 6.x.2-1: Overall outline of UE-controlled NAT PCP solution


Figure 6.x.2-2: MT Call Flow
In this alternative, the following will take place: 

0. The UE is attached to the network, obtains a private IP address "Pri", 
1. An MTC service on the UE creates a listening sockets waiting for incoming packets. The socket is bound to port number "P1".
2. The UE uses the PCP protocol to request the NAT to create a port mapping for the internal private address-port tuple "Pri:P1".

3. The NAT allocates an external public address-port tuple "pub:P2" and creates a port mapping towards the internal address-port tuple "Pri:P1". 

4. The NAT uses the PCP protocol to reply to the UE the public address port-tuple "Pub:P2" at which the mapping was created. And where the MTC service can be reached from the outside. 

5. The MTC service publishes the public address-port tuple "Pub:P2" at which it is reachable in a rendezvous infrastructure such as the DNS.

6. to   9. At anytime, the MTC Server that whishes to communicate with MTC service can query the rendezvous infrastcruture (e.g. DNS) for the external public address-port tuple at which it is reachable, and proceed with contacting it by sending a packet towards that address-port tuple.

10. After the NAT rewrites the destination external public address-port typle into the internal private address-port tuple for the mapping, the packet is delivered to the MTC service on the UE.

6.x.3
Impacts on existing nodes or functionality

None. 
6.x.4
Evaluation

Benefits:
-
No impact on existing Core Network nodes;
-
The solution does not rely on alternative communication channels (e.g. SMS) for delivery of a “push” stimulus;

-
Works also for device-to-device communication;

-
Does not impact MTC Server.

-
The solution is not limited to a pre-defined number of port number(s).

-
Works with any rendezvous service such as the DNS that the MTC server and MTC UE wishes to use.

Disadvantages:

-
Requires PCP support on UE and NAT.
End of Changes
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5. Publish "MTC_Id" <-> "Pub:D2"
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9. Send packet to dest IP and port "Pub:P2"”
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1. MTC service creates new listening socket on internal port "P1"
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3. NAT creates mapping "Pri:P1" <-> "Pub:P2"
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