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Introduction

Based on the existing specifications related to ICSI (including 23.228, 24.229, 29.213, 24.167) the following is a simplified end-to-end call flow.
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23.228-4.13.2: The ICSI allows applications in a terminal and network to be identified. In the UE this allows dispatch of a SIP message to the correct application. In the network it 

allows selection of the correct AS. AS’s cannot be linked after the initial SIP request.

The usage of communication service identifiers shall not adversely affect interoperability between IMS networks and interoperability with external SIP networks and CS networks . 

The behaviour of a network receiving the IMS requests without an IMS communication service identifier is a matter of operator policy . Usage of communication service identifiers 

shall not decrease the level of interoperability with networks and UEs that are unaware of the communication service identifier.

The usage of communication service identifiers shall not require additional user interaction .
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1: The UE can be provided with a list of ICSI’s that can be supported for the subscriber. The UE would need logic for determining which ICSI value to use. This could include taking into account the roamed-to network identity, for example.

2: When performing an IMS registration the UE can provide a list of all the supported ICSI values.

3: This list is sent to the S-CSCF in the HPLMN and
4: (Potentially) forwarded to AS(s) as part of 3rd-party registration, after validating the ICSI.
5: An ICSI value is included in the INVITE (P-Preferred-Service). The UE can also provide a list of ICSI values it is prepared to use.
6: If service authorization is supported, the P-CSCF provides information to the (V-)PCRF so that it can decide whether to authorize the request. 
7: A V-PCRF typically works in conjunction with an H-PCRF to perform this functionality. The ICSI value can be taken into account. 

8: Response to the P-CSCF with the authorization decision.
9: The P-CSCF forwards the INVITE, including the ICSI. Based on existing specifications this is still contained in the P-Preferred-Service. The IBCF can perform transcoding control based on the ICSI. The IBCF has to base its decision on the ICSI value available at this point, and therefore also need to be provisioned with ICSI information.
10: The S-CSCF can validate the ICSI it receives and can then insert it in the P-Asserted-Service.
11: S-CSCF will also select an AS to invoke, based on the ICSI value.

12: An INVITE is sent, including a P-Asserted-Service.

13: The AS can validate the P-Asserted-Service and if necessary, reject the request. If the AS is a 3rd-party AS, it could therefore reject a request even if the HPLMN has validated and asserted the value.
14: The INVITE is sent to the S-CSCF.

15: The INVITE is sent towards the far party. An IBCF in the HPLMN can also police the ICSI.
16: When the INVITE is received in the terminating network the relevant network entities will invoke any appropriate actions based on the ICSI. (However, it needs to also be possible that the terminating network can interoperate without any ICSI in the INVITE.

17: A response is sent from the far end.

18: The response is forwarded to the AS. 

19: The response is sent by the AS towards the S-CSCF.
20: The response is sent by the S-CSCF towards the P-CSCF in the VPLMN.
21: The P-CSCF sends a request towards the V-PCRF, including the ICSI. (In the E/// solution this could be an asserted ICSI obtained from the SDP response.

22: The V-PCRF interacts with the H-PCRF to derive the QCI, etc.

Analysis of alternative proposals

In general the ICSI is used for the following: -

· Selection of the appropriate AS

· Identification of an application in a terminal

· Setting of eg QCI value

· A factor in transcoding control decisions
Assertion of ICSI by the HPLMN

In this solution the HPLMN would provide the P-Asserted-Service in the response to the INVITE.

Observations: -
· If the procedure described in 29.213 figure B.2.1.2 is followed the Authorization of service information will have already have taken place using the ICSI provided by the UE.

· The UE provides a list of ICSI values during IMS registration, so it can be assumed that the HPLMN knows which ICSI’s the UE supports. Therefore the HPLMN would assert one of those supported ICSI’s, but if this happens then the HPLMN would need to have different logic to that on the UE for determining which ICSI to use. It isn’t clear why this would be the case: If the ICSI selection policies on the UE are not in line with the HPLMN’s then either the UE is mis-provisioned, or there is no benefit in the UE sending an ICSI, since the HPLMN would always select a different one. 
· If the V-PCRF needs to work independently of the H-PCRF, the handling of the ICSI (whether it is the UE provided by the UE, or an asserted ICSI) needs to be provisioned in the V-PCRF. If a different ICSI from that provided by the UE really was needed by the HPLMN, it could provide the policy to the VPLMN and the ICSI value to be sent in the INVITE could be changed by the P-CSCF.
· If interaction of V-PCRF and H-PCRF is supported, is there any need to assert the ICSI in SIP signalling? The H-PCRF can set the appropriate QCI, etc.
· The IBCF might decide on transcoding based on the UE-provided ICSI.
· If the AS changes an ICSI asserted by the S-CSCF, which entity places the asserted ICSI in the SIP response – S-CSCF or AS? (Might particularly be an issue if the AS is a 3rd-party AS, but in general there is an issue if the S-CSCF and AS disagree on what the ICSI should be.)
· It is possible to envisage cases where the HPLMN decides that a different ICSI value is used internally (to select a different AS depending on roaming scenario) without wanting to expose the ICSI value externally, even to the UE. With the assertion solution, it would be necessary to assert a different ICSI in the response than is asserted in the request.
· Even if the HPLMN asserts a different ICSI value (ie in the SIP response) the IBCF might change this value, or remove it, before sending the INVITE towards the far party.
Rejection of invalid ICSI by HPLMN
In this solution the HPLMN rejects a session establishment attempt if it doesn’t consider the ICSI to be valid. Essentially this is what is currently supported in the specifications.
Observations: -

· This solution assumes either: -

· The UE is provisioned with the correct policies for determining the ICSI value to use in roaming scenarios, or
· The V-PCRF/H-PCRF knows how to handle the ICSI value to eg select a different QCI value depending on the roaming scenario

· If the S-CSCF considers the ICSI to be invalid it can either reject the session request, or remove the ICSI, or replace it. The S-CSCF can decide, based on the roaming scenario, which ICSI value to insert. The AS also has these options. The VPLMN is not informed of any change of ICSI value.
· The ICSI used by the VPLMN and HPLMN might therefore be different. However, if this happens then it is because, for the given scenario, the HPLMN is happy that the ICSI provided by the UE is different to that used within the HPLMN. If it wasn’t happy with the ICSI then it would reject the request.
Conclusion

Based on the analysis of the Assertion by HPLMN and Rejection by HPLMN options presented above we believe the Rejection by HPLMN option is the best way forward. 

A UE, correctly provisioned, should send the correct ICSI in SIP requests. The Assertion by HPLMN solution appears to treat the case where the UE provides an incorrect ICSI as a normal case, rather than the exception, and potentially the ICSI provided by the UE when roaming would never be used. 

There also appear to be downsides with the Assertion by HPLMN solution (service authorization might be done based on the original ICSI, transcoding might be based on the original ICSI, unclear what the UE should do with an asserted ICSI) without there being any obvious benefits.

Since the Rejection of ICSI by HPLMN option is the currently specified system behaviour it is not clear what motivation there is to introduce new behaviour.
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