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Discussion

The solutions so far documented in the TR have focused on an IMS entity obtaining network-provided location, eg based on PCC, the HSS or LCS, once SIP signalling is received by the network. Any location information provided by the UE is completely disregarded. These approaches inevitably result in synchronization and/or timing issues between the SIP layer and PS bearer layers, and any intermediate entities (such as the PCRF). 
The proposal in this paper is instead to use the UE as the primary source of user location  (the User Provided Location Information, or UPLI) and use the NPLI as a means of verifying that information.
Existing functionality described in 23.228 and 24.229 allows for the UE to send location information to the network (in the P-Access-Network-Info) . It is important to note, though, that the information the UE uses to populate the P-Access-Network-Info comes originally from the network. If this information (the UPLI) is not valid then the UE must either be malfunctioning, or misbehaving. This will not be a typical scenario, and so in the vast majority of cases the UPLI will represent true information about the location of the user. 

Seen from this point of view the function of the network should be to verify the UPLI, rather than to discard it, and to identify any malfunctioning or misbehaving UEs. 

The basic approach would be to use the UPLI provided in eg the INVITE for any functionality that requires user location. In parallel with the handling of the INVITE the NPLI is retrieved (by the P-CSCF, for example) and compared with the UPLI. Since the UE could be moving from cell to cell there could of course be a difference between the UPLI and the NPLI. When the difference is small, due to the UE moving, the UPLI can still be considered valid. (A similar issue exists with the other solutions in the TR since the UE can move during the time it takes to signal the NPLI up to IMS.) 

The 2-phase option

This is a more detailed description of the solution briefly outlined above.

A number of the approaches for obtaining the NPLI described in the TR could be used as part of this solution. The choice of which approach to use is still determined by many of the criteria already discussed as part of the NetLoc work. Impacts on signalling should still be minimized. Additional signalling should still be avoided. The time taken to retrieve the NPLI should still be minimized (to allow the session to be released as soon as possible, if necessary).

At a high level the originating session call flow would look like this: -
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At a high level the terminating session call flow would look like this: -
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Conclusion

Proposed changes

**** Start of changes ****
6.9 2-phase solution
6.9.1
Overview

The other solutions in the TR have focused on an IMS entity obtaining network-provided location, eg based on PCC, the HSS or LCS, once SIP signalling is received by the network. Any location information provided by the UE is completely disregarded.
The concept of this solution is instead to use the UE as the primary source of user location  (the User Provided Location Information, or UPLI) and use the NPLI as a means of verifying that information.

Existing functionality described in 3GPP TS 23.228 [x] and 3GPP TS 24.229 [y] allows for the UE to send location information to the network (in the P-Access-Network-Info) . The information that the UE uses to populate the P-Access-Network-Info (containing eg the cell id) comes originally from the network. In the vast majority of cases the location information in the UPLI provided by the UE will be correct and valide. If this information (the UPLI) is not valid then the UE must either be malfunctioning, or misbehaving. This will not be a typical scenario, and so in the vast majority of cases the UPLI will represent true information about the location of the user.
Seen from this point of view the function of the network should be to verify the UPLI, rather than to discard it, and to identify any malfunctioning or misbehaving UEs. 

Therefore the approach is to use the UPLI provided in eg the INVITE for any functionality that requires user location. In parallel with the handling of the INVITE, the NPLI is retrieved (by the P-CSCF, for example) and compared with the UPLI. Since the UE could be moving from cell to cell there could of course be a difference between the UPLI and the NPLI. When the difference is small, due to the UE moving, the UPLI can still be considered valid. (A similar issue exists with other solutions in the TR since the UE can move during the time it takes to signal the NPLI up to IMS.)
The method used for retrieving the NPLI can be one of the alternatives described in the other clauses of the TR.
6.9.2
Call flows

6.9.2.1
Originating session establishment
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Figure 6.9.2.1-1: Originating session establishment
1.
The PDN connection for IMS signalling is established. Depending on which solution is being used for NPLI retrieval the PCRF might request user location information reporting for IMS signalling events.
2.
The UE performs IMS registration.

3.
The UE initiates IMS session establishment by sending an INVITE towards the P-CSCF. It includes the UPLI (in the P-Access-Network-Info header field).

4.
The P-CSCF forwards the INVITE. (Optionally, it will have interacted with the P-CRF to authorize the service information, as per existing procedures.)
5.
The P-CSCF retrieves the NPLI, using one of the methods detailed in the other clauses of this TR.
6.
Once the NPLI has been obtained, it is compared with the UPLI. Since the UPLI and NPLI might not be exactly the same due to UE movement during the signalling procedures, the P-CSCF uses a policy for determining whether the UPLI can be considered valid.
7.
If the UPLI is not considered valid the P-CSCF will release the session. It might be necessary to include the NPLI in the release messages to ensure that valid information is available for charging, LI or data retention purposes.
6.9.2.2
Terminating session establishment
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Figure 6.9.2.2-1: Terminating session establishment
1.
The PDN connection for IMS signalling is established. Depending on which solution is being used for NPLI retrieval the PCRF might request user location information reporting for IMS signalling events.

2.
The UE performs IMS registration.

3.
An INVITE is received by the P-CSCF.
4.
The P-CSCF forwards the INVITE.
5.
The UE responds to the INVITE (eg 200OK), including the UPLI).

6.
The P-CSCF forwards the 200OK.
7.
The P-CSCF retrieves the NPLI, using one of the methods detailed in the other clauses of this TR.

8.
Once the NPLI has been obtained, it is compared with the UPLI. Since the UPLI and NPLI might not be exactly the same due to UE movement during the signalling procedures, the P-CSCF uses a policy for determining whether the UPLI can be considered valid.

9.
If the UPLI is not considered valid the P-CSCF will release the session. It might be necessary to include the NPLI in the release messages to ensure that valid information is available for charging, LI or data retention purposes.
**** End of changes ****
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