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Abstract of the contribution: This contribution discusses a potential solution to solve the problem of how the AF/TDF finding the correct PCRF and removes the FFS.
Introduction

In last SA2 meeting, a non-seamless WLAN offload architecture is proposed in TR 23.839. The Xx reference point in the architecture may be an existing 3GPP ref point e.g. Rx and/or Sd, but how the AF/TDF find the correct PCRF is FFS. This contribution tries to solve this problem.
Problem Statement

It is specified in TS 23.203 that, a Diameter Routing Agent (DRA) function is enabled to ensure that all Diameter sessions (including Gx, Rx and Sd) for a certain IP-CAN session reach the same PCRF when multiple and separately addressable PCRFs have been deployed in a Diameter realm. When the DRA first receives a request for a certain IP-CAN Session, the DRA selects a suitable PCRF for the IP-CAN Session and stores the PCRF address. Therefore, the DRA has information about user identity, the APN, the UE IP address(es) and the selected PCRF address. Subsequently, the DRA can retrieve the selected PCRF address according to the information carried by the incoming requests from other entities. Specifically, the AF has information about UE IP address and PDN but may not have user identity information, and the TDF has the information about UE IP address but may not have the UE identity.

In the non-seamless WLAN offload architecture, the UE uses its local IP address for offloaded traffic, and the AF/TDF can only provide UE local IP address for DRA. But the DRA does not have the relationship between UE local IP address and the selected PCRF address, so that the correct PCRF can’t be found by AF/TDF.
Solution

This contribution proposes that the PGW sends UE local IP address to DRA in the IP-CAN session request, and after the DRA selects the PCRF for the IP-CAN session, the DRA stores the mapping from UE local IP address to the selected PCRF. Once offloaded traffic from the UE is routed to AF/TDF, the AF/TDF can provide the UE local IP address to DRA, and the latter can use the UE local IP address for PCRF selection.


6.3
Procedures WLAN

Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.
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Figure 6.2-1: Procedure on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1. For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9a for this UE is setup. After this step, the UE local IP address is known to the DRA, the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case).

2-3 Static policy rules for this UE may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

4. Offloaded traffic from the UE is routed to its peer in the offload network. The peer might be an AF, alternatively the TDF in the BBF domain might detect the offloaded traffic. If the peer is not an AF or traffic detection is not performed for the offloaded traffic, step 5-7 are omitted. 

5. As a result of the previous step, there may be Xx signalling to the PCRF. PCRF can be found by the UE’s peer by using the mapping from UE local IP address to PCRF stored in DRA.

6-7. As a result of the previous step, dynamic policies may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.
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