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Abstract of the contribution: This contribution proposes for BBAI BB2 the procedures of 3GPP-BBF Policy and QoS interworking during changing the IP flows of one established IP session from seamless WLAN offload to non-seamless WLAN offload.
Discussion
Last meeting we have reached the agreement for BBAI BB2 that QoS is a requirement for non-seamless WLAN offload and that it is desirable to provide QoS if allowed by the scenarios. 
One scenario is that when the UE has established one IP session via seamless WLAN offload and interworking between 3GPP and BBF access network, the IP flows of the session are to be changed to non-seamless WLAN offload. This can be triggered by the UE due to e.g. the change of user preference/local configuration or ISRP stored in the UE. 
Since during session establishment via seamless WLAN offload the UE has been authenticated by the EPC and one S9a session has been established between the BPCF and the PCRF for policy and QoS interworking, it is possible for the EPC to provide policy and QoS for non-seamless WLAN offloaded IP flows during/after changing the IP flows from seamless offload to non-seamless offload. 
Based on the policy provided by the EPC, all the IP flows in the session (i.e. the whole session) can be non-seamless offloaded; or only some of the IP flows, e.g. video, are allowed to be non-seamless offloaded, thus having seamless WLAN offload for some IP flows and non seamless WLAN offload for some other IP flows simultaneously as specified in TS 23.402 subclause 4.1.5. Dynamic QoS provision for non-seamless offloaded IP flows may be possible if it is seamless WLAN offload for some IP flows and non seamless WLAN offload for some other IP flows simultaneously.
Proposal

It is proposed to document the procedures of 3GPP-BBF Policy and QoS interworking during changing the IP flows of one established IP session from seamless WLAN offload to non-seamless WLAN offload in TS 23.839.
* * * Start of Change * * *  
9.3.x
Changing from seamless offload to non-seamless offload 
9.3.x.1
Overview
When the UE has established one IP session via seamless WLAN offload and interworking between 3GPP and BBF access network, the IP flow(s) of the session can be changed to non-seamless WLAN offload. This can be triggered by the UE due to e.g. the change of user preference/local configuration or ISRP stored in the UE. 
9.3.x.2
PCRF-initiated GW control modification for changing from seamless offload to non-seamless offload
The procedure of PCRF-initiated GW control modification for changing from seamless offload to non-seamless offload is depicted in Figure 9.3.x.2-1.

[image: image1.emf]RG UE BNG BPCF

BBF 

AAA 

Proxy

PDN 

GW

hPCRF

UE Peer/

AF

BBF Access network

5. Gateway Control and QoS Rules Provision (non-seamless offload)

7. Gateway Control and QoS Rules Provision ACK

1.  Existing seamless offload IP flow(s)

8. Policy and Charging Rules Provision

12. Event Notification (non-

seamless offload)

13. ACK

9. Credit Request (non-seamless offload)

10. Credit Response

11. Policy and Charging Rules Provision ACK

OCS

14. Session information 

3GPP 

AAA 

proxy

vPCRF

Roaming Scenarios

HSS/

AAA

3. Contact UE peer/AF to change the IP flow(s) to non-seamless WLAN offload

4A. Session Change Request

6. Policy 

Decision

TDF

4B. Session Change Request

2. Decides to 

change to 

non-seamless 

WLAN 

offload


Figure 9.3.x.2-1: PCRF-initiated GW control modification for changing from seamless offload to non-seamless offload
1. The UE establishes one IP session via seamless WLAN offload and interworking between 3GPP and BBF access network as described in subclause 5.5. During the session establishment the UE has been authenticated by the EPC and one S9a session has been established between the BPCF and the PCRF for Policy and QoS interworking.
2. Based on the change of user preference or ISRP stored in the UE, the UE decides to change some or all the IP flows of the session from seamless WLAN offload to non-seamless WLAN offload.

3. The IP flows are changed to non-seamless WLAN offloaded from the UE routed to its peer.

4.
The peer might be an AF which send a QoS request to the hPCRF via Rx interface, alternatively the TDF in the 3GPP domain might detect the change of the offloaded traffic and send a request to the hPCRF via Sd interface.
5. The PCRF initiates Gateway Control and QoS Rules Provision procedure as specified in TS 23.203 [4] to the BPCF to request the change of the IP flow(s) from seamless WLAN offload to non-seamless WLAN offload. The message includes the IMSI, UE local IP address, the updated routing rules (i.e. non-seamless WLAN offload) and QoS rules for the IP flows. 

6. The BPCF decides the QoS rules for the IP flows to be non-seamless WLAN offloaded based on the updated routing rules and QoS rules for the IP flows provided by the PCRF and local policy. This step is out of 3GPP scope. 
7. The BPCF sends the Gateway Control and QoS Rules Provision ACK to the PCRF, to indicate whether the IP flow(s) have been successfully changed to non-seamless offload.

8. The PCRF sends the Policy and Charging Rules Provision to the PDN GW as specified in TS 23.203 [4], including the updated routing rules for the non-seamless offloaded IP flows in the message. The PDN GW stops sending and receiving the IP packets for the IP flow(s).
9-10. If online charging is applicable, the PDN GW may send the Credit Request to the OCS as specified in TS 23.203 [4] with the updated PCC rules which includes the identity of the IP flow(s) and non-seamless offload indication. And the OCS sends the Credit Response to the PDN GW.

11. The PDN GW sends the Policy and Charging Rules Provision ACK to the PCRF as specified in TS 23.203 [4].

12-14. If the AF requested it, the PCRF sends Event Notification to the AF as specified in TS 23.203 [4] to notify the change of the IP flows from seamless offload to non-seamless offload. The message includes the UE local IP address, identity of the IP flow(s) and non-seamless offload indication, and optionally the address of the BPCF. The AF acknowledges the notification from the PCRF. The AF may establish a session with the BPCF based on its address so as to provide the session description information including those for the non-seamless offloaded IP flows to the BPCF.
9.3.x.3
BPCF-initiated GW control modification for changing from seamless offload to non-seamless offload
The procedure of BPCF-initiated GW control modification for changing from seamless offload to non-seamless offload initiated by the BBF network or by the UE via the BBF network is depicted in Figure 9.3.x.3-1.
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Figure 9.3.x.3-1: BPCF-initiated GW control modification for changing from seamless offload to non-seamless offload
1. The UE establishes one IP session via seamless WLAN offload and interworking between 3GPP and BBF access network as described in subclause 5.5. During the session establishment the UE has been authenticated by the EPC and one S9a session has been established between the BPCF and the PCRF for Policy and QoS interworking.
2. The UE initiates to change some or all the IP flows of the session from seamless WLAN offload to non-seamless WLAN offload, due to e.g. the change of ISRP stored in the UE or user preference. 

3. The IP flows are changed to non-seamless WLAN offloaded from the UE routed to its peer.
4.
The peer might be an AF which sends a QoS request to the BPCF (step 4A), alternatively the BBF network  might detect the change of offloaded traffic and sends a request to the BPCF (step 4B). This step is out of 3GPP scope.
5. The BPCF sends the Gateway Control and QoS Rules Request to the PCRF to request the change of the IP flow(s) from seamless WLAN offload to non-seamless WLAN offload. The IMSI, UE local IP address, the identity of the IP flow(s) and non-seamless offload indication are included in the message.

6. The PCRF sends the Gateway Control and QoS Rules Reply to the BPCF, which includes the updated routing rules (i.e. non-seamless WLAN offload) and QoS rules for the IP flows if the request is accepted. 
7. The BPCF decides the QoS rules for the IP flows to be non-seamless WLAN offloaded based on the updated routing rules and QoS rules for the IP flows provided by the PCRF and local policy. This step is out of 3GPP scope. 
8. The BPCF sends the Gateway Control and QoS Rules ACK to the PCRF, to indicate whether the IP flow(s) have been successfully changed to non-seamless offload.
9. Procedures as described in Figure 9.3.x.2-1 steps 8-14 are performed.
* * * End of Change * * *  
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