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Abstract of the contribution: 
It is proposed to remove all these editor′s notes at the beginning of information flows in Section 8, TS 23.139.
Introduction：The editor′s note at the beginning of TS23.139 information flows that make a reference to 23.402 sections. Since we have the references in the steps in these flows, and it is proposed to remove all of that in Section 8, TS 23.139.
* * * Start of 1st Change * * * 

Functional Description and Procedures for Fixed Broadband Access network over S2c
8.1
Procedures for trusted Fixed Broadband Access network over S2c 
8.1.1
Initial Attach with DSMIPv6 on S2c to trusted Fixed Broadband Access


This clause is related to the case when the UE attaches to a Fixed Broadband Access which is considered trusted. In this case only S2c procedures can be used in building block 1. 
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Figure 8.1.1-1: Initial attachment with DSMIPv6 when S2c is used for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9a is not deployed, the optional steps A.2, B.1 and 4 do not occur. Instead, the Fixed Broadband Access Network may employ BBF Local policies.

Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9a session establishment and when (A) or (B) is used for S9a session establishment are described in TS 23.203 [4], clause H3.7.
1. 
The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network

2. 
The UE receives a local IP address from the Fixed Broadband Access Network which is used as CoA in S2c signalling. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG

A.1 Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.
A.2 If the BPCF receives the trigger in step A.1 and policy interworking with PCRF is supported, the BPCF initiates S9a session establishment. The BPCF includes IMSI, and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-A.1 is out of scope for 3GPP specifications.

3. The description of this step is the same as for steps 4-7 in TS 23.402 [3], clause 6.3, with the following information: The UE local IP address (i.e. CoA) and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF in step 6 of TS 23.402 [3], clause 6.3 (i.e. IP-CAN session establishment procedure).
B.1 Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9a session establishment with the BPCF. The UE local IP address and optionally UDP source port number (if NAT is detected), IP-CAN type, QoS parameters (e.g. QCI, ARP), and optionally the IMSI, needs to be included in the request message sending to the BPCF. 
4. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF.

5. The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.

8.1.2
UE-initiated Detach Procedure and UE-Requested PDN Disconnection with DSMIPv6 on S2c in trusted Fixed Broadband Access


The procedure in this clause applies to Detach Procedures, initiated by UE, and to the UE-requested PDN disconnection procedure. The UE can initiate the Detach procedure, e.g. when the UE is power off. For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 8.1.2-1: UE-initiated detach procedure with DSMIPv6 on s2c

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9a is not deployed, the optional step 2 does not occur. Instead, the Fixed Broadband Access network may employ BBF local policies.

1. The descriptions of these steps are the same as for steps 1-4 in TS 23.402 [3], clause 6.5.2

2. 
Triggered by the IP-CAN session termination, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF over S9a. 

3.
The description of this step is the same as for step 6 in TS 23.402 [3], clause 6.5.2
4.
BBF specific resource release procedure is executed. This step is out of the scope of 3GPP.
8.1.3
HSS-initiated Detach Procedure with DSMIPv6 on S2c in trusted Fixed Broadband Access

The procedure in this clause applies to Detach Procedures, initiated by HSS.
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Figure8.1.3-1: HSS-initiated detach procedure with DSMIPv6 on s2c
1) The description of these steps are the same as for steps 1-5 in TS 23.402, clause 6.5.3

2) 
Triggered by the IP-CAN session termination, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF over S9a. 

3)
The description of this step is the same as for step 7 in TS 23.402, clause 6.5.3

4)
BBF specific resource release procedure is executed. This step is out of the scope of 3GPP.

8.1.4
PDN GW-initiated PDN disconnection Procedure with DSMIPv6 on S2c in trusted Fixed Broadband Access

The procedure in this clause applies to PDN disconnection procedure initiated by PDN GW.
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Figure 8.1.4-1: PDN GW-initiated PDN disconnection procedure with DSMIPv6
1) The description of these steps are the same as for steps 1-4 in TS 23.402, clause 6.5.4

2) Triggered by the IP-CAN session termination, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF over S9a. 

3)
The description of this step is the same as for step 6 in TS 23.402, clause 6.5.4

4)
BBF specific resource release procedure is executed. This step is out of the scope of 3GPP
8.1.5 
E-UTRAN to Trusted Fixed Broadband Access Handover with DSMIPv6 on S2c


This clause shows a call flow for a handover when a UE moves from an E-UTRAN to a trusted Fixed Broadband Access network.
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Figure 8.1.5-1: E-UTRAN to Trusted Fixed Broadband Access Handover with DSMIPv6 on s2c
Both the roaming and non-roaming scenarios are depicted in the figure. 

The optional interaction steps between the gateways and the PCRF in the procedures, A.2, B.1, and 5, only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.

Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9a session establishment and when (A) or (B) is used for S9a session establishment are described TS 23.203 [4].
For connectivity to multiple PDNs, steps B.1 to 6 shall be repeated for each PDN.

1.    The description of this step is the same as for steps 1-2 in TS 23.402 [3], subclause 8.4.2.1.
2.  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the Fixed Broadband Access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network. 

3.
The UE receives a local IP address (i.e. CoA) from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1 Triggered by steps 2 and 3, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.

A.2 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9a session establishment. The BPCF includes IMSI and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-A.1 is out of scope for 3GPP specifications.

4. The description of these steps are the same as for steps 6-11 in TS 23.402 [3], clause 8.4.2, excluding step 10. The UE local IP address and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF in step 7.
B.1 Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9a session establishment with the BPCF. The UE local IP address and optionally UDP source port number (if NAT is detected), IP-CAN type, QoS parameters (e.g. QCI, ARP), and optionally the IMSI, needs to be included in the request message which sending to the BPCF.
5 The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF

6 The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.

7 The description of this step is the same as for step 12 in TS 23.402 [3], clause 8.4.2

8.1.6
Network-Initiated Dynamic PCC for DSMIPV6 on S2c when accessing trusted Fixed Broadband Access

This procedure is applicable if the UE accesses over a Fixed Broadband Access network which is considered trusted. 

If dynamic PCC is deployed, the procedure given in Figure 8.1.6-1 is used by the PCRF to provision rules to the Fixed Broadband Access network and for the Fixed Broadband Access network to enforce the policy by controlling the resources and configuration in the access. This procedure is applicable only when the UE is already attached to the Fixed Broadband Access network and the PCRF is capable to discover the BPCF for the BBF serving the UE. The access specific procedure executed in the Fixed Broadband Access network is not within the scope of this specification.


[image: image6.emf] 

Roaming  Scenarios  

UE  

AAA  Proxy  

vPCRF  

PDN   GW   HSS/   AAA  

hPCRF  

4.   PCC Rules Provision Procedure  

BBF  AAA  Proxy  

BPCF   BNG  

1. Gateway Con trol and QoS Policy Rules Provision -  begin  

3. Gateway Control and QoS Policy Rules Provision -  end  

RG  

 

Fixed Broadband  Access Network  

2. Access specific  mechanism for  admission control etc.  


Figure 8.1.6-1: Network-initiated dynamic policy control procedure in Trusted BBF IP Access for DSMIPv6 on S2c
This procedure concerns both the non-roaming (as Figure 4.2-2) and roaming case (as Figure 4.2-5). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2-8), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures, step 1 and 3, only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.

1.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [4] by sending a message with the QoS rules to the BPCF.

2.
The Fixed Broadband Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the Fixed Broadband Access network. The details of this step are out of the scope of this specification.

3.
The BPCF responds to the PCRF indicating the result of the request received in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step 1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [4]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [4].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [4].
8.1.7
UE-Initiated Connectivity to Additional PDN with DSMIPv6 on S2c over trusted Fixed Broadband Access
This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections.

There can be more than one PDN connection per APN if the PDN GW supports that feature.
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Figure 8.1.7-1: UE-Initiated connectivity to additional PDN from Trusted Non-3GPP IP Access with DSMIPv6 on S2c 
1)
The UE has performed the Initial S2c attach procedure as defined in clause 8.1.1 and has an established PDN connection.

2)
The UE repeats the procedure steps 3-5 of clause 8.1.1, Figure 8.1.1-1 for each additional PDN the UE wants to connect to，excluding step B.
8.2
Procedures for untrusted Fixed Broadband Access network over S2c
8.2.1
Initial Attach with DSMIPv6 on S2c to untrusted Fixed Broadband Access

This clause is related to the case when the UE attaches to a Fixed Broadband Access which is considered untrusted. In this case only S2c procedures can be used. 
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Figure 8.2.1-1: Initial attachment when S2c is used for roaming, non-roaming and LBO
NOTE: The Step B.2 is not proxied.

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9a is not deployed, the optional stepsA.2，B and 5 do not occur. Instead, the Fixed Broadband Access Network may employ BBF Local policies.

Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9a session establishment and when (A) or (B) is used for S9a session establishment are described in TS 23.203 [4].
1.  The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network.

2. The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG. 

A.1. Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.

A.2. If the BPCF receives the trigger in step A.1 and policy interworking with PCRF is supported, the BPCF initiates S9a session establishment. The BPCF includes IMSI and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-A.1 is out of scope for 3GPP specifications.
3. The description of this step is the same as for steps 2 in TS 23.402 [3], clause 7.3

B.1. The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, IP-CAN type, Care of Address and UE local IP address and optionally UDP source port number (if NAT is detected) to the PCRF. For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG includes IMSI, IP-CAN type, Care of Address and UE local IP address and optionally UDP source port number (if NAT is detected) to the vPCRF. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding UE local IP address and optionally UDP source port number (if NAT is detected).

B.2. Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9a Session. The IMSI, IP-CAN type, and UE local IP address and optionally UDP source port number (if NAT is detected) needs to be included in the request message which is sent to the BPCF.
4. The description of this step is the same as for steps 3-10 in TS 23.402 [3], clause 7.3. 
5. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF with the following information: The UE local IP address and optionally UDP source port number (if NAT is detected).
6. The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.
8.2.2
UE-initiated Detach Procedure and UE-Requested PDN Disconnection with DSMIPv6 on S2c in untrusted Fixed Broadband Access


The procedure in this clause applies to Detach Procedures, initiated by UE, and to the UE-requested PDN disconnection procedure. The UE can initiate the Detach procedure, e.g. when the UE is power off. For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 8.2.2-1: UE-initiated detach procedure with DSMIPv6 on S2c
The home routed roaming, LBO and non-roaming scenarios are depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9a is not deployed, the optional step 2 does not occur. Instead, the Fixed Broadband Access network may employ BBF local policies.

1. The descriptions of these steps are the same as for steps 1-4 in TS 23.402 [3], clause 7.5.2.
2. Triggered by the IP-CAN session termination in step 1, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. 

3. The description of this step is the same as for step 5-6 in TS 23.402 [3], clause 7.5.2.

4. If the last PDN connections is released, PCRF initiates Gxb* session termination procedure.
5. The description of this step is the same as for step 7 in TS 23.402 [3], clause 7.5.2
8.2.3
HSS-initiated Detach Procedure with DSMIPv6 on S2c in untrusted Fixed Broadband Access


The procedure in this clause applies to Detach Procedures, initiated by HSS.
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Figure 8.2.3-1: HSS-initiated detach procedure with DSMIPv6 on s2c
If dynamic policy provisioning over S9a is not deployed, the optional step 2 does not occur. Instead, the Fixed Broadband Access network may employ BBF local policies.

1. The description of this step is the same as for steps 1-5 in TS 23.402 [3], clause 7.5.3.
2. 
Triggered by the IP-CAN session termination in step 1, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. 

3. The description of this step is the same as for step 6-7 in TS 23.402 [3], clause 7.5.3.
. If the last PDN connections is released, PCRF initiates Gxb* session termination procedure.

5. The description of this step is the same as for step 8 in TS 23.402 [3], clause 7.5.3

8.2.4
PDN GW-initiated PDN disconnection Procedure with DSMIPv6 on S2c in untrusted Fixed Broadband Access


The procedure in this clause applies to PDN disconnection procedure initiated by PDN GW.
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Figure 8.2.4-1: PDN GW-initiated PDN disconnection procedure with DSMIPv6 on s2c
If dynamic policy provisioning over S9a is not deployed, the optional step 2 does not occur. Instead, the Fixed Broadband Access network may employ BBF local policies.

1. The description of this step is the same as for steps 1-4 in TS 23.402 [3], clause 7.5.4.

2. 
Triggered by the IP-CAN session termination in step 1, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. 

3. The description of this step is the same as for steps 6-7 in TS 23.402 [3], clause 7.5.4.

. If the last PDN connections is released, PCRF initiates Gxb* session termination procedure.

5. The description of this step is the same as for step 6 in TS 23.402 [3], clause 7.5.4.
8.2.5 
E-UTRAN to untrusted Fixed Broadband Access Handover with DSMIPv6 on S2c


This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted Fixed Broadband Access network.
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Figure 8.2.5-1: E-UTRAN to untrusted Fixed Broadband Access Handover with DSMIPv6 on s2c
NOTE: The Step B.2 is not proxied.
Both the roaming and non-roaming scenarios are depicted in the figure. 

The optional interaction steps between the gateways and the PCRF in the procedures, A.2, B.2 and 5, only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.

Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9a session establishment and when (A) or (B) is used for S9a session establishment are described in TS 23.203 [4].  

For connectivity to multiple PDN steps 5 to 6 shall be repeated for each PDN connection.
1. This step is the same as steps 1-3 in 23.402 [3], clause 8.4.3, with the following addition: As part of the 3GPP-based authentication, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network

2.  The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1 Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.
A.2 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9a session establishment. The BPCF includes IMSI and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 2-A.1 is out of scope for 3GPP specifications.

3. The description of this step is the same as for steps 3 in TS 23.402 [3], clause 8.4.3.

B.1
The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, IP-CAN type, Care of Address and UE local IP address and optionally UDP source port number (if NAT is detected) to the PCRF.

For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, IP-CAN type, Care of Address and UE local IP address and optionally UDP source port number (if NAT is detected) in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffic related info (e.g. UE local IP address and optionally UDP source port number (if NAT is detected)).

B.2 
Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9a Session. The IMSI, IP-CAN type, and UE local IP address and optionally UDP source port number (if NAT is detected) needs to be included in the request message which sending to the BPCF.
4. The description of this step is the same as for steps 5-10 in TS 23.402 [3], clause 8.4.3.

5. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF with the following information: The UE local IP address and optionally UDP source port number (if NAT is detected). Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF.

6. The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.

7. The description of this step is the same as for step 11 in TS 23.402 [3], clause 8.4.3.

8.2.6
Network-Initiated Dynamic PCC for S2c when accessing untrusted Fixed Broadband Access

This procedure is applicable if the UE accesses over a Fixed Broadband Access network which is considered untrusted. 

If dynamic PCC is deployed, the procedure given in Figure 8.2.6-1 is used by the PCRF to provision rules to the BBF IP access and for the BBF IP access to enforce the policy by controlling the resources and configuration in the access. This procedure is applicable only when the UE is already attached the 3GPP EPC The access specific procedure executed in the Fixed Broadband Access is not within the scope of this specification.


[image: image13.emf] 

Roaming  Scenarios  

UE  

AAA  Proxy  

vPCRF  

PDN   GW   HSS/   AAA  

hPCRF  

ePDG  

4.   PCC Rules Provision Procedure  

BBF  AAA  Proxy  

BPCF   BNG  

1. Gate way Control and QoS Policy Rules Provision -  begin  

3. Gateway Control and QoS Policy Rules Provision -  end  

RG  

 

F ixed Broadband  Access Network  

2. Access specific  mechanism for  admission control etc.  


Figure 8.2.6-1: Network-initiated dynamic policy control procedure in un-trusted BBF IP Access for DSMIPv6 on S2c
This procedure concerns both the non-roaming (as Figure 4.2-3) and roaming case (as Figure 4.2-6). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2-9), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures, step 1 and 3, only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.

1.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [4] by sending a message with the QoS rules to the BPCF.

2.
The Fixed Broadband Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the Fixed Broadband Access network. The details of this step are out of the scope of this specification.

3.
The BPCF responds to the PCRF indicating the result of the request received in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step 1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [4]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [4].
8.2.7
UE-Initiated Connectivity to Additional PDN with DSMIPv6 on S2c over untrusted Fixed Broadband Access

This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections. 

Since DSMIPv6 is used to establish connectivity with the additional PDN, the UE does not need to establish a separate SWu instance (i.e. a separate IPsec tunnel) for each additional PDN.

There can be more than one PDN connection per APN if the PDN GW supports that feature.
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Figure 8.2.7-1: UE-Initiated connectivity to additional PDN from untrusted Non-3GPP IP Access with DSMIPv6 on S2c

1.
The UE has performed the Initial S2c attach procedure as defined in clause 8.2.1 and has an established PDN connection.

2.
The UE repeats the procedure steps 3-6 of clause 8.2.1, Figure 8.2.1-1 (Initial attachment when S2c is used for roaming, non-roaming and LBO) for each additional PDN the UE wants to connect to, excluding step (B). For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1, the AAA/HSS enforces the same IPMS decision for each additional PDN connection
* * * End of 2nd Change * * * 
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4.3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover as specified in TS 23.402, Figure 8.4.2-1 steps 6-11











7.3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover as specified in TS 23.402, Figure 8.4.2-1 step 12
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1. AAA/HSS-initiated S2c detach procedure in Trusted Non-3GPP Access Network as specified in TS 23.402, figure 6.5.3-1 steps 1-5
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3. AAA/HSS-initiated S2c detach procedure in Trusted Non-3GPP Access Network as specified in TS 23.402, figure 6.5.3-1 step 7
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3. AAA/HSS-initiated S2c detach procedure in Trusted Non-3GPP Access Network as specified in TS 23.402, figure 6.5.4-1 step 6
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3. UE-initiated DSMIPv6 PDN disconnection procedure in Trusted Non-3GPP Access Network as specified in TS 23.402, figure 6.5.2-1 step 6
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