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This contribution discusses the WLAN access/offloading policy when UE can access EPC through trusted WLAN access. The relation between non-seamless offload and EPC WLAN trusted access is clarified. 
1. Discussion

Non-UE impact solution of trusted WLAN access implies that the UE may have multiple PDN connections through 3GPP access and WLAN as long as there is only one PDN connection using WLAN access. However, the UE may not explicit know whether the WLAN will access through EPC or not.
The TNAN (trusted non-3GPP IP access network) will decide whether establish the connection toward EPC or not based on information (such as default APN, whether access EPC or not) which is configured or obtained through AAA. Without considering UE impact, the UE may not explicit know whether the WLAN will access EPC or not. Namely, the UE may not able to distinct between trusted WLAN access to EPC and non-seamless offload through WLAN.

On the other hand, ANDSF plays a role on helping the UE to select one of the most suitable access technique and network using proper routing policy, e.g., ISRP. Therefore, ANDSF may indicate the UE to route the traffic to EPC through the trusted WLAN or to offload the traffic to Internet directly.
There may be a confliction between AAA/TNAN and ANDSF when AAA/TNAN decides to route the traffic to EPC through trusted WLAN while the ANDSF indicates UE to use non-seamless offload for some traffic.

In view that the purpose of non-seamless WLAN offload is to alleviate the 3GPP access (mainly the RAN side), those traffic that are to be offloaded to non-seamless WLAN should also be able to be offloaded to WLAN even though the traffic will be routed to EPC.
2. Proposal 
The proposal is to notify above discussion and add some clarification to the selection of routing policy. The following changes are added to TR 23.852.
First change
5.2.1     Assumption for solutions with no Impact to the UE
The solutions that enable trusted WLAN access to EPC over S2a without any UE impact shall comply with the following architectural assumptions:

· There shall be no functionality added to a R11 UE with respect to a R10 or pre-R10 UE specifically for the support of trusted WLAN access to EPC over S2a.

· No additional 3GPP mechanisms (other than those already specified), layer 2 protocol modifications or layer 3 protocol modifications shall be required on the UE to allow a UE capable of WLAN connectivity to a trusted WLAN network to gain WLAN access to EPC through S2a.

· There shall be no impact to the UE for the indication of the APN of the PDN to be established upon attach or upon handover of a PDN connection from a 3GPP access to trusted WLAN through S2a. The network shall be capable of selecting the APN to be used for the PDN establishment upon attach, independently of whether one or more PDN connections with such APNs are active over a 3GPP access.

· There shall be no impact to the UE for the support of IP address preservation in case of mobility between a 3GPP access and WLAN.

· There shall be no impact to the UE for the establishment of more than one PDN connections over WLAN when attaching to WLAN access or when handing over PDN connections from a 3GPP access.

· There shall be no impact to the UE for the simultaneous support of IP connectivity to the EPC over WLAN and with non-seamless WLAN offload.
· The routing for IP connectivity to the EPC over WLAN shall be able to use the policy of the non-seamless WLAN offload routing policy.
The above list is non-exhaustive.
· End of change
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