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This contribution discusses which features should be considered for an unmodified UE. 
Introduction
There has been a lot of discussion in previous meetings about the nature of assumptions which can be made on UE implementations to identify what can be specified in the “no impact to the UE” of the SaMOG WID. The following is our understanding of the motivations driving the specification of SaMOG and the respective considerations on UE implementations.
Discussion

Starting from Release 6, 3GPP has defined a lot of alternative solutions related to WLAN interworking. Some of them have been implemented and deployed, e.g. WLAN authentication based on EAP-AKA or EAP-SIM, while others have been not yet widely deployed. Among the latter there are all the solutions which enable taking the user plane from WLAN to the operator’s core network: I-WLAN based on tunnel establishment with PDG, H1 through PDG based on DSMIP, tunnel establishment with ePDG and S2b based on PMIP, S2c based on DSMIP (with or without ePDG), tunnel establishment with ePDG and S2b based on GTP. 
The SaMOG WID aims at defining solutions for WLAN interworking based on S2a reference point. It has two building blocks, one which focuses on solutions with no UE impacts and one which allows for UE changes.

The entire premise of SaMOG with no UE modifications is that it enables to have a WLAN interworking solution without requiring additional software in the UE. This basically implies that the solution should be applicable to current commercial implementations, at least those phones who support WLAN. Given that there are several diverse implementations in the market, the standard work needs to focus on the intersection of what is commonly implemented. This boils down to basic WLAN support and basic IP stack support. Specifically:

· WLAN spec only restricted to PHY/MAC aspects in 

· 3GPP-based authentication over WLAN (i.e. EAP-AKA)

· IPv4 and/or IPv6 support:

· For IPv4: IETF RFC791, IETF RFC 2131 

· For IPv6: IETF RFC 2460, IETF RFC 4861, and IETF RFC 4862
In addition any SaMOG solution should co-exist with any Rel-11 and earlier UEs which support any optional feature related to WLAN. This includes the features mentioned earlier on WLAN interworking, ANDSF and its enhancements.  
Finally, any SaMOG shall work with features that may be supported by unmodified UE, i.e., the Detecting Network Attachment (DNA) functions:

· For IPv4: RFC 4436

· For IPv6: RFC 6059

Proposal
It is proposed to add the following to TR 23.852.
*** First Change ***

5.2.1
Assumptions for solutions with no Impact to the UE

The solutions that enable trusted WLAN access to EPC over S2a without any UE impact shall comply with the following architectural assumptions:

· There shall be no functionality added to a R11 UE with respect to a R10 or pre-R10 UE specifically for the support of trusted WLAN access to EPC over S2a.
· No additional 3GPP mechanisms (other than those already specified), layer 2 protocol modifications or layer 3 protocol modifications shall be required on the UE to allow a UE capable of WLAN connectivity to a trusted WLAN network to gain WLAN access to EPC through S2a.

· There shall be no impact to the UE for the indication of the APN of the PDN to be established upon attach or upon handover of a PDN connection from a 3GPP access to trusted WLAN through S2a. The network shall be capable of selecting the APN to be used for the PDN establishment upon attach, independently of whether one or more PDN connections with such APNs are active over a 3GPP access.

· There shall be no impact to the UE for the support of IP address preservation in case of mobility between a 3GPP access and WLAN.

· There shall be no impact to the UE for the establishment of more than one PDN connections over WLAN when attaching to WLAN access or when handing over PDN connections from a 3GPP access.

· There shall be no impact to the UE for the simultaneous support of IP connectivity to the EPC over WLAN and with non-seamless WLAN offload.
· SaMOG solution should co-exist with Release 11 and earlier UEs which may implement WLAN interworking related features including ANDSF and its extensions, SWu, S2c.

· Since an unmodified UE may support the Detecting Network Attachment (DNA) functions, solutions claiming no impacts to the UE shall work in presence of the following protocols:

· For IPv4: IETF RFC 4436 [x6]

· For IPv6: IETF RFC 6059 [x7]

The above list is non-exhaustive.

Only the following functions can be considered supported by an unmodified UE, i.e. solutions with no impacts to UE shall only expect the following functions in the UE: 

· WLAN spec only restricted to PHY/MAC aspects in [5] and [x8]

· 3GPP-based authentication as defined in TS 23.402 [3] over WLAN (i.e. access authentication towards EPC)
· IPv4 and/or IPv6 support:

· For IPv4: IETF RFC791 [x1], IETF RFC 2131 [x2]

· For IPv6: IETF RFC 2460 [x3], IETF RFC 4861 [x4], and IETF RFC 4862 [x5]

*** Next Change ***
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