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Abstract of the contribution

This paper proposes to add the requirement that DIDA policies be unambiguous, e.g., a policy pertaining to traffic of a specific application shall not be applied to traffic of another application. The paper also proposes to make the application identifier globally unique in fulfilment of this requirement.
It is proposed to agree on the following changes to TR 23.855 v0.2.0:

Begin Changes

4.2
Architectural requirements

The following architectural requirements apply for the DIDA solution(s):

-
Support for DIDA should enable IP flows to be identified even though encryption is enabled e.g. using SSL/TLS; 
- 
Support for DIDA shall provide unambiguous policies, e.g., a policy pertaining to traffic of a specific application shall not be applied to traffic of another application.
Next Change
5.1.3
ISRPs based on application

To enable ANDSF policies based on application, the Filter Rules include:

· The globally unique identifier of the application 

Editor’s Note: the details of the nature of the identifier and how it is made globally unique is a stage 3 matter. One possible way is to allow various organizations to allocate organizationally unique identifiers and to qualify those with a globally unique identifier for the allocating organization, such as the IANA Private Enterprise Number (aka Vendor ID). Another way is for the application identifier to be randomly generated and uniformly distributed in namespace large enough (e.g., 128 bits) to make the collision probability between two application identifiers low enough for these identifiers to be considered as statistically unique – see IETF RFC 4843 for an example of such identifiers.
For example, when the UE receives an ISRP with an application identifier in the filter and WLAN as preferred access technology, it should route all traffic generated by that application(s) through WLAN. 
End of Changes
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