SA WG2 Temporary Document

Page 1

SA WG2 Meeting #87
S2-114208
10-14 October 2011, Jeju, South Korea
(revision of S2-11xxxx)
Source:
Alcatel-Lucent, Ericsson, ST Ericsson
Title:
SaMOG handling of L3 trigger
Document for:
Approval
Agenda Item:
9.12
Work Item / Release:
SaMOG / Rel.11
Abstract of the contribution: This paper discusses whether the L3 trigger in the generic GTP based S2a solutions (chapter 6) is relayed to the P-GW or is terminated in the Trusted Non-3GPP IP Access and converted into a request to the PDN GW over S2a.
Discussion
In TR 23.852 v 0.3.0, section 6.1.3.1 (Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW) there is an editor’s note at step 3: “Editor’s note: It is FFS whether the L3 Attach Trigger is relayed to the PDN GW after the GTP tunnel has been setup in step 9, or whether it is terminated in the Trusted Non-3GPP IP Access and converted into a request to the PDN GW over S2a, or whether the choice of either option is implementation dependent.”
Section 6 of the TR corresponds to a generic Trusted Non 3GPP access e.g. HRPD, Trusted WLAN, WIMAX. The L3 trigger is therefore dependent on the type of access system. It also depends on whether the UE uses Non 3GPP access system specific procedures or whether the UE uses S2c DSMIPv6 procedure. 
In PMIPv6 S2a case, TS 23.402 specifies that the L3 trigger is terminated in the MAG and is converted into a PMIPv6 Binding Update procedure. In MIPv4 FACoA case, the L3 trigger (RRQ message) is forwarded to the P-GW. The S2c DSMIPv6 case cannot be compared to the others as it is a host based mobility, but the L3 trigger is terminated in the Trusted Access which allocates a local IP address, then the UE sends a DSMIPv6 Binding Update directly to the P-GW. 
In GTP-based S2a case, it depends on whether the information required to determine the P-GW (e.g. APN) are known or not, at the time the first L3 trigger is received. If they are known by the Trusted Access before L3 trigger is received, a GTP tunnel can be established by the Trusted Non 3GPP Access Network, and both relaying or protocol conversion are possible. If they are not known, the L3 has to be terminated in the Trusted Access Network in order to extract the information required to determine the P-GW, then either the L3 trigger can be converted into a specific S2a signalling message or can be stored and forwarded to the PGW after the GTP tunnel is established. 
 Therefore, in the generic section of GTP-based S2a, we propose to add that relaying or protocol conversion depends on the protocol used by the UE, and on the solution specific to the Trusted Access Network. 
Proposed changes to TR 23.852

6.1.3
Information flows

6.1.3.1
Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW

NOTE 1:
The exact list of parameters signalled in GTP S2a information flows will be defined during normative work.
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Figure 6.1.3.1-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios

Principles are similar to those specified for the PMIPv6 S2a call flow in clause 6.2.1 of TS 23.402 [3], but with GTP signalling and following differences: 

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 6.1.3.1-1.

-
 In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.

1)
as per step 1 of clause 6.2.1 of TS 23.402 [3].
2)
as per step 2 of clause 6.2.1 of TS 23.402 [3], with the following additions:

-
Upon successful authorization, the 3GPP AAA server downloads authorization (subscription) data to the Trusted non-3GPP Access. This information is used at step 5.
-
The Trusted non 3GPP IP Access selects the S2a protocol variant (GTP vs PMIP). The Trusted non 3GPP IP Access may be configured with the S2a protocol variant(s) on a per HPLMN granularity, or may retrieve information regarding the S2a protocol variants supported by the PDN GW (PMIP or/and GTP) from the Domain Name Service function.
-
The Trusted non-3GPP IP Access selects the PGW as per the existing PGW selection procedure; if the Trusted non-3GPP IP Access receives a PGW Identity under the form of a FQDN, it shall derive it to an IP address according to the selected mobility management protocol (here GTP).

NOTE 2:
As per existing principles, to support separate PDN GW addresses at a PDN GW for different mobility protocols (e.g. PMIP, MIPv4 or GTPv2), the PDN GW Selection function takes mobility protocol type into account when deriving PDN GW address by using the Domain Name Service function.

3)
as per step 3 of clause 6.2.1 of TS 23.402 [3].

NOTE: Whether the L3 Attach Trigger is relayed to the PDN GW after the GTP tunnel has been setup in step 9, or whether it is terminated in the Trusted Non-3GPP IP Access and converted into a request to the PDN GW over S2a depends on the solution specified for the specific Trusted Access Network.
4)
step 4 of clause 6.2.1 of TS 23.402 [3] is skipped.

5)
The Trusted non-3GPP IP Access sends a Create Session Request (IMSI, APN, RAT type, Trusted non-3GPP IP Access TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, Default EPS Bearer QoS, Trusted non-3GPP IP Access Address for the user plane, Trusted non-3GPP IP Access TEID of the user plane, APN-AMBR, Selection Mode, Dual Address Bearer Flag, Trace Information, Charging Characteristics, Protocol Configuration Options) message to the PGW. The RAT type indicates the non-3GPP IP access technology type. The PDN Type shall be set based on the requested IP address types and subscription profile in the same way as the PDN type is selected during the E‑UTRAN Initial Attach in TS 23.401 [6]. The Trusted non-3GPP IP Access Network shall set the Dual Address Bearer Flag when the PDN type is set to IPv4v6 and all SGSNs which the UE may be handed over to are Release 8 or above supporting dual addressing, which is determined based on node pre-configuration by the operator. The Trusted non-3GPP IP Access Network shall include Trace Information if PDN GW trace is activated.

The PGW creates a new entry in its bearer context table and generates a Charging Id. The new entry allows the PGW to route user plane PDUs between the Trusted non-3GPP IP Access Network and the packet data network and to start charging.

NOTE 2:
The EPS Bearer Identity and Default EPS Bearer QoS parameters convey the S2a bearer identity and the default S2a bearer QoS.
NOTE 3: As part of the access specific study it will be clarified whether step 5 (Create Session Request) is triggered by the completion of the authentication procedure (step 2) either/or by the reception of the L3 Attach trigger (step 3).
6)
as per step 6 of clause 6.2.1 of TS 23.402 [3] except that there is no associated Gateway Control Sessions.

7)
as per step 7 of clause 6.2.1 of TS 23.402 [3], with the following addition:

-
when informing the 3GPP AAA Server of the PDN GW identity, the selected PDN GW also indicates the selected S2a protocol variant (here GTP); this allows the option for the 3GPP AAA Server or 3GPP AAA Proxy not to return to the PDN GW PMIP specific parameters (e.g. static QoS Profile, Trace Information, APN-AMBR) if GTP is used over S2a; the PDN GW shall ignore those parameters if received from the 3GPP AAA Server or 3GPP AAA Proxy.
8)
The PDN GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, Protocol Configuration Options, Cause) message to the Trusted non-3GPP IP Access, including the IP address(es) allocated for the UE. 
NOTE 4: 
If the L3 attach trigger is relayed to the PDN GW, the IP address will not be returned in the Create Session Response.

The PGW may initiate the creation of dedicated bearers on GTP based S2a (like it may do it on GTP based S5/S8 for an Attach on 3GPP access).

9)
 The GTP tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.

NOTE 5:
If the L3 Attach trigger is relayed to the PDN GW, the DCHP request or Router Solicitation is sent to the PDN GW in the established GTP tunnel.
10)
 step 10 of clause 6.2.1 of TS 23.402 [3] is skipped.

11)
 as per step 11 of clause 6.2.1 of TS 23.402 [3].
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