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1. Discussion
In SA2 #86 meeting, it was concluded that MTC Device external identifier (alternative to MSISDN) shall be supported on the MTCsp. As device external identifiers are not transparent to 3GPP network but need to be mapped to IMSI within 3GPP network, the received external identifier cannot be arbitrary and shall be understandable to the 3GPP node doing the mapping. In order not to complicate 3GPP node with diverse types of external identifiers, we need to narrow down the options of the external identifier formats.
For the mapping between external identifier and internal identifier, the MTC-IWF needs to send the received external identifier to the correct HSS for retrieving IMSI. As MTC-IWF may connect to one or more HSS/HLR, the external identifier shall be coded in a way that the MTC-IWF is able to select the HSS serving the MTC Device. One possible way is to encode external identifier with the service provider identifier, based on which the MTC-IWF can select the HSS via local configuration (i.e. the bond between service provider and HSS).
HSS may hold subscription data with multiple service providers. The service provider identifier encoded in external identifier can help HSS to find out which service provider the MTC device belongs to and thus quickly locate the corresponding subscription data for searching the IMSI. Service provider included in external identifier can also help MTC-IWF to check whether the MTC Server of service provider X is misusing service by communicating with MTC Devices of service provider Y.

Since the external identifiers are sent from the application servers, it’s understood that external identifiers are mostly used to identify a certain application on MTC Devices (particularly the devices supporting multiple applications). I.e. most commonly used external identifiers are application level identifiers, and application identifier could be one part of the external identifier. The application identifier included in the external identifier could also help the network node or UE to identify the correct APN. 
Even if service provider identifier and application identifier are not encoded in external identifier, they need to be sent separately to the 3GPP core network anyway for the above stated purpose. Therefore, besides the device identifier externally assigned by the service provider, it would be ideal if the external identifier coming into the 3GPP network also include service provider identifier and application identifier, e.g. appID.deviceID@ServiceProviderID. 
2. 
Proposed changes
Based on the discussion above, we propose the following change.
* * * Begin of Change * * * 
7.2.3
MTC Identifiers – Key Issue 5.13
This clause contains the agreed conclusions corresponding to Key Issues 5.13. 3GPP Release 11 specifications should be developed in the following areas:
a) IMSI is the internal identifier. The network shall be able to map between IMSI and the external identifier(s).

b) The existing 3GPP identifiers are not modified, i.e. there will be neither changes to IMSI/IMEI structure nor other changes to existing 3GPP identifiers.
c) When MSISDN is not available for charging in PS domain, IMSI shall be used for charging purposes.
d) Alternative identifier(s) to MSISDN shall be supported on the MTCsp as the external identifier(s).
e) The external identifier format(s) shall provide enough information for the network to select the HSS serving the MTC Device.
f) The external identifier format(s) shall be able to encode at least service provider and application identifications.
* * * End of Change * * * 
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