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Abstract: This contribution proposes changes in the SMS optimization solution in section 6.52.6 of TR 23.888.

Discussion

1. In S2#85 a set of solutions for SMS optimizations were agreed. The solutions have four components: removal of the CP layer  
2. flexible deployment of MSC functionality for SMS over SGs and stateless SMS IWF, 
3. evolution of the signalling interfaces between MME and HSS/SMSC and 
4. use of pre-established NS security without establishing radio bearers and AS security. Among the four components, 
This contribution will focus on the fourth component: use of pre-established NAS security without establishing radio bearers and AS security.

In the proposed MO LTE procedure for SMS over SGs in 6.52.2.6, it is proposed to use the optional IE in S1 Downlink NAS Transport message that allows the MME to request the eNB to release the RRC connection. But, when the UE sends the multiple (concatenated) SMS messages, the new IE cannot be used. Also, in the current TAU procedure the MME triggers the UE connection release and the RRC connection release by sending the UE context release command. Hence, we propose to add the existing MME-triggered UE context release procedure as one solution.
In the proposed MO LTE procedure for SMS over SGs in 6.52.2.6, it is suggested to use “mo-Signalling” cause instead of “mo-Data”. But, the different cause value means applying the different AC barring policy. Namely, in the current RRC specification, the RAN broadcasts the different AC-barring configuration for “MO-data” and “MO-Signalling”. So, hence using “mo-Signalling” instead of “mo-Data” changes the Access Class Barring configuration values, i.e. applied barring factor and time. Hence, we proposed to add the NOTE 2 describing the impact on Access Class Barring from changing the cause value. 

Also, regarding radio resource saving by no measurement reporting in the NOTE 2 of section 6.52.2.6, it is worth noting that when the eNB will configure measurements is an implementation issue. The analysis ( step 9 and 10) in following table 13.3: C-plane latency analysis in TS 25.912 shows that in LTE the context should be received within a few 10’s of ms after the initial msg is sent to the MME. 

Table 13.3: C-plane latency analysis (based on the procedure depicted in Figure 13.1)

	Step
	Description
	Duration

	0
	UE wakeup time
	Implementation dependent – Note included

	1
	Average delay due to RACH scheduling period
	5ms

	2
	RACH Preamble
	1ms

	3
	Preamble detection and transmission of RA response (Time between the end RACH transmission and UE’s reception of scheduling grant and timing adjustment)
	5ms

	4
	UE Processing Delay (decoding of scheduling grant, timing alignment and C-RNTI assignment + L1 encoding of RRC Connection Request)
	2.5ms

	5
	TTI for transmission of RRC Connection Request
	1ms

	6
	HARQ Retransmission (@ 30%)
	0.3 *5ms

	7
	Processing delay in eNB (Uu –> S1-C)
	4ms

	8
	S1-C Transfer delay
	Ts1c (2ms – 15ms)

	9
	MME Processing Delay (including UE context retrieval of 10ms)
	15ms

	10
	S1-C Transfer delay
	Ts1c (2ms – 15ms)

	11
	Processing delay in eNB (S1-C –> Uu)
	4ms

	12
	TTI for transmission of RRC Connection Setup (+Average alignment)
	1.5ms

	13
	HARQ Retransmission (@ 30%)
	0.3 *5ms

	14
	Processing delay in UE
	3ms

	15
	TTI for transmission of L3 RRC Connection Complete
	1ms

	16
	HARQ Retransmission (@ 30%)
	0.3 *5ms

	
	Total LTE IDLE ( ACTIVE delay (C-plane establishment)
	47.5ms + 2 * Ts1c


This means that the eNB implementation can configure the UE not to perform measurements if the eNB does not receive the UE context within a few 10’’ of ms. Hence, we proposed to add the NOTE 4 describing the alternative way to use new NAS PDU in a new form of initial layer 3 for not establishing the UE context at the eNB and not configuring the measurement reporting.
Conclusion
We propose the above changes in section 6.52.2.6.
**** BEGIN CHANGE ****
6.52.2.6
Use of pre-established NAS security context to transfer the SMS PDUs as NAS signalling without establishing RRC security

In LTE, the current SMS over SGs procedures require the use of the Service Request procedure. This entails the download of the RRC security context to the eNB and the establishment of the radio bearers. If all that is intended is the transfer of one SMS-like data packet, these procedures lead to a substantial increase in radio resource utilisation.

In 2G GPRS, these procedures are avoided as 2G-PS is relatively connectionless, and, the user plane and signalling messages are encrypted at the SGSN, not in the RAN.

The MME has encryption functionality for the NAS signalling and thus the transfer of the RRC security context to the eNB does not seem strictly necessary. Note that when performing a TAU from Idle mode, the RRC security context and radio bearers are not established.
The following bullets describe more optimised radio interface message sequences for SMS over SGs. They are most suited for (and are described here for) the case when the CP layer has been removed, but, they can still function if the CP layer is retained.

MO LTE procedure for SMS over SGs:

a)  The mobile performs a combined Attach/TAU, typically, for “SMS-only” and returns to RRC-idle.

During the Attach and TAU procedures, the UE and MME exchange information on their (and in the case of a real, separate, MSC, the MSC’s) ability to support optimised SMS procedures. 

b)  The UE’s NAS requests the UE’s AS to establish an RRC connection “for a Tracking Area Update” (sending the S-TMSI in the RRC Connection Request). However, the NAS PDU is a new form of initial layer 3 message that includes the RP-DATA in an encrypted IE. This NAS PDU is sent in the NAS container in the RRC Connection Setup Complete message. The unencrypted part of this new initial layer 3 message in the NAS PDU carries the “KSI and sequence number” IE and the MME uses this, and the S-TMSI, to identify the security context to decrypt the RP-DATA.

NOTE 1: 
during the Attach procedure, the RRC Connection Setup Complete message typically carries a NAS PDU of around 80 bytes (for an SRVCC mobile), so, the radio’s Layer 1 and 2 mechanisms are probably not harmed by an RP-DATA payload of upto 160 bytes. 

Because of the size of this NAS PDU, the RRC establishment cause may be set to “mo-Signalling’ rather than “mo-Data”. 
NOTE 2: The RAN broadcasts the different AC-barring configuration for “MO-data” and “MO-Signalling” and hence using “mo-Signalling” instead of “mo-Data” changes the Access Class Barring configuration values, i.e. applied barring factor and time. 
NOTE 3: 
the “mo-Signalling” cause value, potentially coupled with the receipt of the S-TMSI in the RRC Connection Request, can be used by the eNB to detect that a short lived signalling procedure is in progress. Hence it is unlikely that the MME will download the security context to the eNB. Without the security context, handover cannot be performed. Thus radio resources can be saved if the eNB does not configure the UE to perform measurement reporting.  
Note 4: 
Alternatively, the radio resource saving by not performing measurement report can be achieved by using the timer on the eNB. A new form of initial layer 3 message indicates to the MME that the UE does not send any IP data but SMS. Then, the MME will not establish the UE context at the eNB. The UE context is not established within a few 10’s of ms(as analyzed in table 13.1 in TS 25.912) and then the eNB does not configure the measurement reporting.
If the UE’s application knows that it needs to send multiple or concatenated SMSs, then the UE sets a (new) flag in the NAS PDU to inform the MME of this fact. The UE’s application could also indicate the number of SMSs that need to be sent.

c)  The eNB forwards the encrypted RP DATA to the MME in the S1AP Initial UE message.
d)  The MME decrypts the RP-DATA, and the MME (or SGs SMS IWF) adds the UE’s identity information (e.g. MSISDN received from the HSS in step a) and forwards the Short Message to the SMSC.
e) The SMSC stores the SM and returns an RP-ACK to the MME
f) The MME forwards the RP-ACK in an encrypted NAS PDU to the eNB in an S1 Downlink NAS Transport message.

An additional, optional, IE may be  added to the S1 Downlink NAS Transport message that allows the MME to request the eNB to release the RRC connection. (The MME does not use this indication if the UE indicated that multiple SMSs needed to be transferred in step b.)

NOTE 3:
this situation is similar to the completion of a (periodic) TAU. i.e. the MME has not sent the Initial UE Context message to the eNB and so the eNB cannot perform any commands on the UE that require RRC level security (in particular section 5.3.1.1 of TS 36.331 specifies that Handover cannot be performed in this state).

g) The eNB sends the RP-ACK to the UE and releases the RRC Connection. The RP-ACK delivery and RRC connection release can be performed separately or in a combined way. In the combined way, the eNB receiving the optional he eNB in the S1 Downlink NAS Transport message includes the RP-ACK as a NAS PDU within the RRC Connection Release message.
Facets of the above procedure:

· This MO SMS transfer only uses 4 or 5 RRC messages (plus the Hybrid ARQ frames and the 2 messages that precede the RRC Connection Request.)

· The CP Layer messages are not used.

**** END OF CHANGES ****
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