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This contribution presents information from 23.040 regarding the NPI that may be in conflict with statements in 23.888.
Discussion

With respect to address fields definition (clause 9.1.2.5) in 23.040 the following detail is extracted regarding the Numbering Plan Identification field.
------------------- CUT ---------------

Numbering‑plan‑identification


Bits     3 2 1 0


0 0 0 0

Unknown
0 0 0 1

ISDN/telephone numbering plan (E.164 [17]/E.163[18])
0 0 1 1

Data numbering plan (X.121)
0 1 0 0

Telex numbering plan
0 1 0 1

Service Centre Specific plan 1)
0 1 1 0

Service Centre Specific plan 1)
1 0 0 0

National numbering plan
1 0 0 1

Private numbering plan
1 0 1 0

ERMES numbering plan (ETSI DE/PS 3 01‑3)
1 1 1 1

Reserved for extension
All other values are reserved.

1)
"Service Centre specific number" is used to indicate a numbering plan specific to External Short Message Entities attached to the SMSC.

For Type‑of‑number = 101 bits 3,2,1,0 are reserved and shall be transmitted as 0000. Note that for addressing any of the entities SC, MSC, SGSN or MS, Numbering‑plan‑identification = 0001 shall always be used. However, for addressing the SME, any specified Numbering‑plan‑identification value may be used.

------------------ end of CUT------------------------------

It explicitly states above that for addressing any of the entities SC, MSC, SGSN or MS, Numbering‑plan‑identification = 0001 shall always be used.
This means that the option of using “1001” for private numbering plan may not be available as implied in solution 6.44 which currently states ….”This fields allow to define a private numbering plan other then E.164 MSISDN type number.”
Proposal
The following changes are proposed to TR 23.888 v1.4.0
* * * Begin First Change * * * *

6.44.2
General

The solution described and evaluated below addresses the Key issue “MTC Device Triggering” and allows an MTC server to trigger registered devices (i.e. IMSI attached or GPRS attached) without a PDP connection to establish a connection making communication with the MTC server possible.

The solution is based on the introduction of a Service Centre configured for MTC capabilities.

The Service Centre configured for MTC (e.g. potentially collocated with SMS-SC) would use a standardized protocol over the MTCsp interface point. The Service Centre resides at the edge of the operators’ network (see figure 6.44.2-1). The MTC Server could request the Service Centre to deliver a device trigger over the MTCsp.

The role of the Service Centre is to hide the details of the triggering mechanism in the operator’ domain and provide the MTC Server a generalized interface for it to make a device triggering request. An additional role of the Service Centre would also be to map the globally unique device id provided by the MTC Server to an existing globally unique 3GPP identifiers (i.e. MSISDN, IMSI).

The functionality of the Service Centre configured for MTC includes:
· Support for a function for MTC device triggering and acknowledgement over the MTCsp reference point between the MTC server and the Service Centre.  
· May be collocated with the SMS SC
· May operate in PS domain only or it may operate in both PS and CS domain. In the latter case it may do the triggering through the MSC 

· Reuse of a existing SMS infrastructure and protocols 

· Reuse of existing functionality in the terminal to trigger the application (i.e. no terminal impact).
A first solution can allow the MTC Server to request a Device Trigger using an optimized MTC device identifier (see clause 6.38 Solution – Device identifier used over MTCsp). This device identifier could be mapped by the Service Centre to the MSISDN and allow for delivery of device trigger using the existing MT SMS functionality. This approach allows reuse of the SMS nodes with no system impact.

A later evolution could be a MSISDN-less mode of operation allowing the Service Centre to map the device identifier to the IMSI. In conjunction with updates allowing for a MSISDN-less mode (e.g. SMS interfaces and nodes would be impacted) the MT SMS would be delivered using the IMSI. 
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Figure 6.44.2-1  Service Centre at edge of Mobile Operator Domain

From 23.040 [6] clause 4.1 the follow entities are in the provision of SMS.
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Figure 6.44.2-2 Entities involved in the provision of short message

The MTC Server takes the role of the SME (Short Message Entity). The Service Centre configured for MTC may be co-located with the SMS-SC. As per 23.040[6] the Service Centre may be integrated with the SMS GMSC/SMS IWMSC.

Steps for the MTC Server to request a device trigger include:

· The Service Centre would receive the Device Trigger Request over the MTCsp interface point. The Device Trigger request may use the new device identifier as per Solution – Device Identifier used over MTCsp (clause 6.38) or using private numbering plans as detailed below.

· The Service Centre maps the received device identifier and maps this to the MSISDN and initiates a message transfer that eventually results in a MT SMS that triggers the MS to establish a PDP connection. 

· The SM TP User Data may contain further details for the MTC device on what PDP connection to establish if this is not implicit for the MTC application. The format of this information can be application specific. An example would be to use SMS application port addressing with an URL embedded in the payload similar as once defined for WAP Push and nowadays used for MMS triggering).

·   Mechanisms similar to Authentication and security headers as for USIM download could be contained in the TP-User_Data to ensure that an authorized MTC servers has triggered the MTC device.

· The existing flow as per clause 10 of 23.040 [6] would be triggered by the Service Centre without impacts to the SMS interfaces and involved nodes. The Service Centre sends the short message to the SMS GMSC. The SMS GMSC interrogates the HLR to retrieve routing information necessary to forward the short message, and then sends the message to the relevant MSC or SGSN, transiting other networks if necessary. The MSC or SGSN then sends the short message to the MS.
· The MTC Server receives Device Trigger Report from the Service Centre
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NOTE 1):
This operation is not used by the SGSN.

Figure 6.44.2-3 Successful short message transfer attempt via the MSC or the SGSN
A further evolution of the MT SMS device trigger mechanism could be considered for a MSISDN-less mode of operation on the SMS provisioned interfaces.

The MAP message the SMS GMSC uses to interrogate the HLR to retrieve routing information necessary to forward the short message currently carries the MSISDN. The HLR uses the MSISDN to retrieve the IMSI as well as other necessary information (e.g. Network Node Number/GPRS Node indicator) to which to forward the short message. 

The MSIDSN usage for MT SMS would have to be replaced by the IMSI. Two possibilities include:

· The Service Centre could maintain a mapping of the Device Identifier to the IMSI. The intent would be to use the IMSI instead of the MSISDN in the MAP message possibly introducing a new IMSI IE. The HLR would use the received IMSI as the index to retrieve the subscriber record containing the routing information.

· Alternately the device identifier used on the MTCsp interface could be stored in the subscription information and the HLR can return the IMSI based on the device identifier. This option requires introduction of new Device Identifier IE in the existing MAP message.
NOTE: Typically the MSISDN (e.g. using MNC, MCC) and/or IMSI number series is used to determine which HLR to interrogate. If a solution is pursued such that the Service Centre does not map the new device identifier to an existing 3GPP Identifier (i.e. MSISDN, IMSI) an alternate means to determine which HLR to interrogate would be required and be FFS.

Originator and destination address as defined in TS 23.040 are qualified with "Type‑of‑number" (TON) and "Numbering plan identification" (NPI). This fields allow to define a private numbering plan other then E.164 MSISDN type number though TS 23.040 (clause 9.1.2.5) currently states that private numbering plan (i.e. value 1001) is not an option as addressing any of the entities SC, MSC, SGSN or MS, Numbering‑plan‑identification = ISDN/telephone numbering plan (i.e. value 0001) shall always be used  . Such a private numbering plan could be used as External Identifier for identifying UEs used for MTC that have to be reachable only from the operator domain to which they are subscribed. An advantage of such an Operator Specific External Identifier would be that existing SME SMS-SC protocols can be used on the MTCsp interface as established protocols typically expose the TON and NPI fields.
Editor's Note: Whether the structure of the private numbering plan and the exact use of TON and NPI has to be specified by 3GPP or whether this is Operator specific is FFS. Impacts of private numbering plan are for further study by CT groups.
* * * End Changes * * * *
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