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Abstract of the contribution: This contribution discusses the identifier translation issue.
1. Introduction
Internal Identifier and External Identifier concepts are endorsed in the last meeting. It is agreed that a UE has only one single Internal Identifier (IMSI, at least in Rel-11) and has one or more External Identifier(s). Internal Identifier globally identifies a UE, while External Identifier may be globally unique id or domain specific id. The network shall be able to translate External Identifier into Internal Identifier, and the system shall be able to translate Internal Identifier into External Identifier.

When the UE has several External Identifiers, it need be studied how the Internal Identifier is translated into the right External Identifier the MTC Server / MTC Application uses.
When an External Identifier is a domain specific (based on a private numbering plan), it also need be studied how the External Identifier is used and is translated into the Internal Identifier.
2. Discussion
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Figure 1 Multiple External Identifiers

Typically a UE used for MTC is simple and only has one application with only one External Identifier. While it cannot be excluded that some UEs may have several MTC Applications.
There are some related issues should be solved first:

Q1: A UE used for MTC has only one MTC Server (Service Provider Platform) or could have several MTC Servers?
For some complicated UEs used for MTC, they have several MTC Applications, different MTC Application may connect to different MTC Server?

Q2: If a UE used for MTC could have several MTC Servers, is it possible some MTC Servers are outside the 3GPP network boundary and some are within 3GPP network boundary?

It is supposed to be possible.
Q3: Different MTC Application / MTC Server outside the 3GPP network boundary belong to different APN or some could share one APN?
Domain specific External Identifier is unique within the domain, and can be reused in different domain mapping different Internal Identifier. Global External Identifier cannot be reused and only identifies one UE and maps one Internal Identifier. Due to the existence of domain specific external identifier and to achieve Internal Identifier mapping to the correct External Identifier, the External Identifier and Internal Identifier should be 1:1 mapping within certain “domain”. 

The “domain” may be APN or API / MTC Server / MTC Application. 

If “domain” is APN, all MTC Applications sharing the APN should use the same External Identifier. If different MTC Application is allowed to use different External Identifier, they should belong to different APN.
A new logical entity IMF (Identifier Mapping Function) can maintain identifier mapping information for the border node (MTC Server or MTC-IWF within the 3GPP network) to query. IMF stores identifier mapping table with APN domain granularity is as following:
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Figure 1 External Identifier and Internal Identifier is 1:1 mapping within one APN

If different MTC Application / MTC Server sharing the same APN is allowed to use different External Identifier, the “domain” should be API / MTC Application / MTC Server. And the IMF should store the identifier mapping information with API / MTC Application / MTC Server granularity as below:
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Figure 2 External Identifier and Internal Identifier is 1:1 mapping within one API / MTC Application / MTC Server
When a trigger message is sent from an MTC Server or an MTC Application carrying the External Identifier, the border entity (MTC-IWF or MTC Server) will query Internal Identifier according to the External Identifier. Using the Internal Identifier, the border entity can get the registered MME from the HSS and trigger the UE used for MTC. After querying the Internal Identifier, the border entity should store the identifier mapping relationship with the domain granularity during the whole session.
If the border entity will firstly send message (FFS) to the MTC Server or MTC Application outside the 3GPP boundary, the border entity will firstly get the domain (APN, FFS) according to the MTC Server or MTC Application information, and then query the corresponding External Identifier within this domain by the Internal Identifier.
3. Conclusion and Proposal

This contribution analyzes the identifier translation issue. External Identifier is used outside the 3GPP boundary (including the interface towards the 3GPP network) and Internal Identifier is used within the 3GPP network. Some related issues are raised and it is proposed External Identifier and Internal Identifier is 1:1 mapping within one domain (APN or MTC Server / MTC Application),. An IMF logical entity is proposed to store the mapping information with APN or API / domain granularity, so that the border entity can easily translate the Internal Identifier into corresponding External Identifier or translate the External Identifier into Internal Identifier no matter the UE have one or more External Identifier(s).
It is proposed to adopt the following changes into TR 23.888.

First change

6.X
Solution – Identifier Translation
6.X.1
Problem Solved / Gains Provided
See clause 5.13 “Key Issue - MTC Identifiers”.
6.X.2
General

A UE has one Internal Identifier and has one or more External Identifier(s). Internal Identifier is used within the 3GPP network, and External Identifier is used outside the 3GPP boundary, e.g., MTC server, MTC application, and at the interface towards the 3GPP network. The Internal Identifier is globally unique and External Identifier may be globally unique or may be domain specific (based on a private numbering plan).
External Identifier should be unique within certain domain (APN or API / MTC Server / MTC Application outside the 3GPP network). The domain specific External Identifier can be reused in different domain. Internal Identifier and External Identifier shall be 1:1 mapping within the domain.
A new logical entity IMF (Identifier Mapping Function) can maintain identifier mapping information for the border node (MTC Server or MTC-IWF within the 3GPP network) to query. The IMF logical entity may be a standalone entity or integrated with other entities such as the border entity.
When the border entity (MTC Server or MTC-IWF) receives messages including External Identifier from the MTC Application or MTC Server outside the 3GPP boundary, it will get domain information according to the MTC Application or MTC Server information, and query IMF to get the Internal Identifier according to the domain and the External Identifier, then it may store the domain / External Identifier / Internal Identifier relationship for later usage. 
6.X.3
Impacts on existing nodes or functionality

Border nodes such as MTC-IWF (if MTC Server is outside 3GPP boundary) or MTC Server (if MTC Server is within 3GPP boundary):

- 
Get domain information according to MTC Application or MTC Server information.

- 
Query IMF to get Internal Identifier.
-
Store the domain / External Identifier / Internal Identifier information for later usage (no need to query again for a period of time).
IMF shall be supported within the 3GPP network.

6.X.4
Evaluation
Second Change
4.4.2
MTC-IWF

To support the Indirect and Hybrid models of MTC, one or more instances of an MTC InterWorking Function (MTC-IWF) reside in the HPLMN. An MTC-IWF could be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates signaling protocols used over MTCsp to invoke specific functionality in the PLMN.

The functionality of the MTC-IWF includes the following:
-
terminates the MTCsp reference point;

-
may authenticate the MTC Server before communication establishment with the 3GPP network;

-
may authorize control plane requests from an MTC Server;

Editor’s Note: The set of request messages from the MTC Server to the MTC-IWF are FFS and are dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
may support secure communications between the 3GPP network and the MTC server;
Editor’s Note: Solutions for the security related functionality described in the three bullets above are in the scope of SA WG3.
-
may translate External Identifier to Internal Identifiers, and vice versa; or query the IMF to do the identifier translation.
Editor’s Note: Additional MTC functionality in the MTC-IWF is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.
******************************************SECOND CHANGE*************************************
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MTC APP1 mapping table:
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