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Abstract of the contribution: This contribution discusses the various alternatives for the location of DHCP server and First Hop Router functions, and proposes a way forward.
Discussion

At last SA2 meeting in Xian, it was discussed which node shall be the first-hop router and DHCP server for the UE. This contribution proposes a solution to make the Trusted Non-3GPP S2a Peer (TNSP) first-hop router and DHCP server.
 In the case of multiple APNs, in a solution with UE impacts, it will be necessary for the UE to signal the APN to the Trusted Non-3gpp Access Network (TNAN), such that the TNAN can select the PDN GW and to establish a GTP tunnel towards it. It is not possible to carry the APN during authentication phase since that would make it impossible for the UE to setup PDN connections after authentication. Therefore, we propose an L3 mechanism as trigger from UE to the TNSP, in order for the TNSP to setup the GTP tunnel. We propose an L3 trigger for the case with UE impact and the case without UE impact.
A WLAN radio does not provide several bearers for a terminal like a 3GPP radio does. Thus there is a unique point-to-point link between an UE and a WLAN TNSP. The granularity of this link is per-UE, not per-UE-and-PDN. Also when considering the multiple APN support (for the future case with UE modifications), there is only one single point-to-point link between UE and TNSP, but multiple “point-to-point” links between TNSP and PGW. The L3 trigger therefore needs to be processed by the TNSP. Therefore we propose to terminate the L3 trigger in the TNSP.
In the unmodified UE case, the proposed mechanism for L3 trigger is DHCPv4 for IPv4 and LL-DAD or RS for IPv6. This implies that the TNSP needs to be both first-hop router and DHCP server.

Furthermore, for Trusted WLAN case with PMIP, the MAG has to lie in the TNSP, and as the MAG is the first hop router, the first hop router is in the TNSP. Having the first hop router in the TNSP also for the GTP case makes both GTP and PMIP cases homogeneous.
Another reason for selecting TNSP as First Hop Router and DHCP server is that for non-seamless offload, TNSP needs to be the First Hop Router and the DHCP server, as there is no PGW to handle the DHCP(v4) signalling from the UE

Note that the fact TNSP is the First Hop Router and DHCP server does not preclude the IP address/prefix to be allocated by the PDN GW: 

1. This is already the case with PMIP-based S2a;

2. For a unmodified UE, the Default APN is retrieved during authentication phase, and upon reception of the L3 trigger from the UE, the TNSP sets up the S2a (GTP) tunnel toward the PDN GW. The IP address/prefix is allocated by the PDN GW and sent to the TNSP via S2a signalling in order for the TNAN to provide the UE with that address/prefix;

3. For a modified UE, when the UE indicates the target APN, it does it via L3 signalling toward the network. Upon reception of this request from the UE, the TNSP sets up the associated S2a (GTP) tunnel toward the PDN GW. The IP address/prefix is allocated by the PDN GW and sent to the TNSP via S2a signalling in order for the TNAN to provide the UE with that address/prefix;

Proposed text for TR 23.852
* * * *FIRST CHANGE * * * *

5.2
Architectural assumptions for WLAN access to EPC through S2a

In order to support the scenarios described in section 4, the following assumptions for WLAN access to EPC through S2a are taken and need to be investigated as part of the study:
· The UE and the EPC are assumed to mutually authenticate through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· It is assumed that UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].

· It is assumed that there is a point-to-point link between UE and non-3GPP access GTP peer.
· It is assumed that the non-3GPP access GTP peer acts as the First Hop Router and as DHCP server per IETF terminology.
The backhaul, through which WLAN accesses to EPC, may be secured, e.g., through IPsec, to build a trusted access to the EPC.
* * * *END OF CHANGES * * * *
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