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Abstract of the contribution: This contribution proposes architectural assumptions for the solutions for trusted WLAN access connected to EPC via S2a.
Introduction
This contribution proposes a number of assumptions to study for the solutions for Trusted WLAN access to EPC through S2a.

Proposal

It is proposed to update TR 23.852 v0.2.0 as shown below:

* * * *FIRST CHANGE * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3] 
3GPP TS 23 402: "Architecture enhancements for Non-3GPP Accesses ".
[4] 
3GPP TS 23.203: "Policy and charging control architecture".

[5]
IEEE Std 802.11-2007: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[6] 
3GPP TS 23.401: "GPRS Enhancements for E-UTRAN Access".
[x]
IEEE P802.11u-2011: "IEEE Standard for Local and metropolitan area networks— Amendment 9: Interworking with External Networks".
[y]
3GPP TS 24.234: “3GPP system to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3”.
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5.2
Architectural assumptions for WLAN access to EPC through S2a
In order to support the scenarios described in section 4, the following assumptions for WLAN access to EPC through S2a are taken and need to be investigated as part of the study:
· The UE and the EPC are assumed to mutually authenticate through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· It is assumed that UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].

· It is assumed that there is a point-to-point link between UE and non-3GPP access GTP peer.
· User identity shall conform to the principle defined in TS 23.402[3] section 4.6.1.
· UE shall conform to IP Mobility Management Selection (IPMS) principle defined in TS 23.402[3] section 4.1.3. Network Based Mobility (NBM) related principles may be extended for GTP based S2a.

· The UE may use IEEE 802.11u[x] based generic container for transferring information to WLAN access to attach to 3GPP EPC through S2a.
Note: An example of generic container is defined in TS 24.234[y], Annex A. For UE impact case, definition of new generic container may be included to carry relevant 3GPP parameters (e.g.: APN, etc).
The backhaul, through which WLAN accesses to EPC, may be secured, e.g., through IPsec, to build a trusted access to the EPC.
* * * *END OF CHANGES * * * *
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