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Abstract of the contribution: This paper proposes the optimised SMS transfer solution for PS only Devices, which could be used in all RATs for MTC Device trigger, and potentially for infrequent small data transmission.
Discussion:
TR 23.888 clause 6.52 describes some optimisations for data transfer via SMS.  One optimisation is for SMSoSGs where an SMS-IWF is collocated with the MME. This solution gives flexibility for the deployment compared to using full MSC/VLR functionality. However it still needs a CS subscription and does not provide.
Further this solution is just for E-UTRAN and cannot be used in GERAN/UTRAN. There will be problems with intersystem changes between GERAN/UTRAN and E-UTRAN. E.g., when the UE is on GERAN/UTRAN it needs to handle somehow the CS registration that it got via E-UTRAN/SGs, which also relies on the UE’s CS subscription.
For SMS with a PS only subscription the SGSN’s support of SMS transfer needs to be used. For UEs that need no CSFB and only SMS 6.52 considers already use of a combined SGSN/MME. For deployment flexibility and also for identifying and solving the issues it is proposed to consider the provision of SMSoSGs by the SGSN. For UEs with SMS only the MME may select the SGs provided by an SGSN. Thereby PS only can be accomplished for UEs without voice/CSFB needs.
Proposal:
This P-CR proposes following changes to TR 23.888 v1.3.0 to support an alternative method for optimised SMS transfer.
***************************** start of changes ******************************

6.52
Solution - Transfer data via optimised SMS

6.52.1
Problem Solved / Gains Provided

See clauses 5.4 "Key Issue – Online Small Data Transfer" and 5.8 “MTC Device Trigger”.

6.52.2
General
6.52.2.1
Overview

Various mechanisms for addressing the MTC ‘small data transmission’ topic have been proposed in contributions to SA2. Typically they proposed message flows with some similarities to SMS, but, propose new interfaces and slightly different functionality. The use of such new functionality poses some challenges for rolling out the feature in roaming situations.

In order to allow a proper evaluation and identification of the best solution, this solution takes an alternative approach by looking at what optimisations can be made to the existing SMS mechanisms. 

There are 5 components to the optimisations:

i)
For UMTS-PS; UMTS-CS; GSM-CS; 2G-GPRS; and SMS over SGs in LTE; removal of the CP protocol layer.

ii)
For LTE, SMS over SGs enhancements that give greater flexibility in the deployment of the MSC functionality.

iii)
Extention of ii) to support stateless SMS-IWF.

iv)
Evolution of the signalling interfaces between MME and HSS/SMSC.

v)
For LTE, use of the pre-established NAS security context to transfer the SMS PDUs as NAS signalling without establishment of all the radio bearers or RRC security context.
vi) 
For UMTS-PS and 2G-GPRS, and SMS over SGs in LTE; use SMS transfer function of SGSN for PS only device;
Each component can be deployed independently. The capability to deploy these sub-features independently is anticipated to ease rollout and deployment issues, especially for roaming situations, and, where the MTC-subscriber needs coverage from more than one RAT.

6.52.2.2
Removal of CP protocol layer 

The ‘real SMS’ is sent in an RP-DATA message. Successful delivery of the SM to the SMSC (for Mobile Originated SMS) and to the mobile (for Mobile Terminated SMS) leads to the transmission of an RP-ACK message. 

On all of the radio and network interfaces (LTE, 3G, 2G-PS, 2G-CS), a relatively reliable concatenation of layer 2 data links are used to transport the RP messages. Following successful radio transfer at layer 2, message loss is rareand can be covered by application layer retransmission at SMSC or mobile.

However, the RP messages are always encapsulated in CP-DATA messages and each CP-DATA message generates a CP-ACK message. The CP layer messages appear unnecessary, and, e.g. if a CP-ACK is lost, the CP layer can cause added delay. The CP layer also causes radio interface inefficiency.

Given the local nature of the CP protocols (they run between ‘edge CN node’ and the mobile) they could be removed independently on any RAT/domain.

The use/no-use of the CP protocol layer can be negotiated between the mobile and the ‘edge CN node’ at Attach/TAU/RAU/LAU and is then applicable within that TA, RA or LA.

NOTE 1: 
The “removal” of the CP protocol layer does not necessarily imply removal from the protocol stack. Instead, the “removal” can be effectively achieved by enhancing the state machines in the UE and in the network (refer to the normative Annex B: “SDL‑description of the CM‑layer” in TS 24.011), so that the CP-ACK is rarely sent. Moreover, for MO SMS the CP retransmission timer in the UE (TC1M) needs to be properly configured to account for the round-trip delay of the RP-PDU (from the network edge to the SMS-SC and backwards).

Removal of the CP layer would save one or two messages on the radio interface for MO SMS and MT SMS.

NOTE 2: 
For MO SMS the UE may need to indicate to the network that it has no more messages for sending, so that the network’s signalling connection release procedure does not overtake the ‘low priority’ RP-ACK. In current specifications the network releases the signalling connection upon receipt of CP-ACK.

6.52.2.3
Flexible deployment of MSC functionality for SMS over SGs

In LTE, SMS is currently supported by both “SMS using IMS” and “SMS over SGs”. In some deployment scenarios, the use of “SMS over IMS” can be regarded as rather heavyweight for low end M2M applications.
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Figure 6.52.2.3-1: CS Fallback architecture (from 3GPP TS 23.272)

Figure 6.52.2.3-1 shows the current CS-Fallback architecture, the MSC/VLR function can become a standalone SMSoSGs function. The resulting architecture is shown below in Figure 6.52.2.3-2.
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Figure 6.52.2.3-2: New architecture of MME and SMSoSGS Function, showing that multiple MMEs can be connected to one SMSoSGs Function
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Figure 6.52.2.3-3: MME and integrated SGs SMSoSGs Function

NOTE 1: 
The architectures shown in Figures 6.52.2.3-2 and 6.52.2.3-3 could also be used by CSFB devices, but, Fall Back will entail an MSC change.

These architectures permit an LTE operator to use SMS over SGs without substantial investments in CS domain infrastructure. Upgrades to the HSS or SMSC are not required.

6.52.2.4
Stateless SMS IWF

The handling of SMS in CS Fall Back today requires the MSC/VLR to have ‘CS domain’ Mobility Management functionality and to maintain long term storage of the MSISDN that corresponds to the mobile’s IMSI.

An earlier tdoc, S2-095320 described how, by the addition of the MSISDN to certain SGs interface messages, the MSC/VLR function can become a simple interworking function that does not require long term storage of the IMSI-MSISDN relationship. The resulting architecture is shown below in Figure 6.52.2.4-1.
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Figure 6.52.2.4-1: New architecture of MME and SMS IWF, showing that multiple MMEs can be connected to one SMS IWF

When using the architecture in Figure 6.52.2.4-1, the ‘source address’ of the SMS IWF (used in Registration messages to the HSS) depends upon the MME in which the UE is registered, e.g. as shown in Table 6.52.2.4-1 below. The HSS stores these different SS7 Global Title addresses as if they were the “real MSC/VLR address” and gives them to the SMSC in the SendRoutingInformation for Short Message Response. The SMSC then uses that SS7 GT to send the Short Message to the SMS IWF. The SMS IWF uses the addressed SS7 GT to identify the correct MME.
Table 6.52.2.4-1: Mapping table of MME name to SS7 GT stored in SMS IWF

	MME
	MME name/IP address
	Assigned SS7 GT

	A
	192.168.1.4
	447700900111

	B
	aaa-1.internal.operator.com
	447700900112

	C
	10.34.78.67
	447700900113


A further reduction in the number of nodes can be achieved if the SMS IWF is co-located with the MME (see Figure 6.52.2.4-2 below). This would mean that the MME would have to support the MAP D and E interfaces, however, as many vendors offer combined MME/SGSN platforms, this is not necessarily a huge problem.
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Figure 6.52.2.4-2: MME and integrated SGs SMS IWF

NOTE 1: 
The architectures shown in Figures 6.52.2.4-1 and 6.52.2.4-2 can be used by CSFB devices, but, Fall Back will entail an MSC change.

These architectures permit an LTE operator to use SMS over SGs without substantial investments in CS domain infrastructure. Upgrades to the HSS or SMSC are not required.

6.52.2.5
Evolution of the signalling interfaces between MME and HSS/SMSC

In the architectures shown in clause 6.52.2.3 and 6.52.2.4, movement of the mobile inter a new MME area results in the HSS receiving mobility related signalling on both S6a and D interfaces. In the case of successful uptake of LTE M2M using SMS for small data transmission, this ‘double update’ may represent a significant load/inefficiency. 

For the case of an “SMS over SGs Function/IWF” being integrated in the MME, to prepare for such a situation, it would be logical to consider extending the S6a functionality to incorporate the CS domain update (for SMS only). This can be done on a “per MME-HSS pair” basis.

Similarly, if load or cost reasons were to warrant it, the “MME/SMS over SGs Function/IWF” to SMSC interface could be upgraded from its current MAP protocol form to an appropriate IETF based interface. Again this can be done on a “per MME-SMSC pair” basis.

6.52.2.6
Use of pre-established NAS security context to transfer the SMS PDUs as NAS signalling without establishing RRC security

In LTE, the current SMS over SGs procedures require the use of the Service Request procedure. This entails the download of the RRC security context to the eNB and the establishment of the radio bearers. If all that is intended is the transfer of one SMS-like data packet, these procedures lead to a substantial increase in radio resource utilisation.

In 2G GPRS, these procedures are avoided as 2G-PS is relatively connectionless, and, the user plane and signalling messages are encrypted at the SGSN, not in the RAN.

The MME has encryption functionality for the NAS signalling and thus the transfer of the RRC security context to the eNB does not seem strictly necessary. Note that when performing a TAU from Idle mode, the RRC security context and radio bearers are not established.
The following bullets describe more optimised radio interface message sequences for SMS over SGs. They are most suited for (and are described here for) the case when the CP layer has been removed, but, they can still function if the CP layer is retained.

MO LTE procedure for SMS over SGs:

a)  The mobile performs a combined Attach/TAU, typically, for “SMS-only” and returns to RRC-idle.

During the Attach and TAU procedures, the UE and MME exchange information on their (and in the case of a real, separate, MSC, the MSC’s) ability to support optimised SMS procedures. 

b)  The UE’s NAS requests the UE’s AS to establish an RRC connection “for a Tracking Area Update” (sending the S-TMSI in the RRC Connection Request). However, the NAS PDU is a new form of initial layer 3 message that includes the RP-DATA in an encrypted IE. This NAS PDU is sent in the NAS container in the RRC Connection Setup Complete message. The unencrypted part of this new initial layer 3 message in the NAS PDU carries the “KSI and sequence number” IE and the MME uses this, and the S-TMSI, to identify the security context to decrypt the RP-DATA.

NOTE 1: 
during the Attach procedure, the RRC Connection Setup Complete message typically carries a NAS PDU of around 80 bytes (for an SRVCC mobile), so, the radio’s Layer 1 and 2 mechanisms are probably not harmed by an RP-DATA payload of upto 160 bytes. 

The size of this NAS PDU means that it is worth setting the RRC establishment cause to “mo-Signalling’ rather than “mo-Data”.

NOTE 2: 
the “mo-Signalling” cause value, potentially coupled with the receipt of the S-TMSI in the RRC Connection Request, can be used by the eNB to detect that a short lived signalling procedure is in progress. Hence it is unlikely that the MME will download the security context to the eNB. Without the security context, handover cannot be performed. Thus radio resources can be saved if the eNB does not configure the UE to perform measurement reporting.  

If the UE’s application knows that it needs to send multiple or concatenated SMSs, then the UE sets a (new) flag in the NAS PDU to inform the MME of this fact. The UE’s application could also indicate the number of SMSs that need to be sent.

c)  The eNB forwards the encrypted RP DATA to the MME in the S1AP Initial UE message.
d)  The MME decrypts the RP-DATA, and the MME (or SGs SMS IWF) adds the UE’s identity information (e.g. MSISDN received from the HSS in step a) and forwards the Short Message to the SMSC.
e) The SMSC stores the SM and returns an RP-ACK to the MME
f) The MME forwards the RP-ACK in an encrypted NAS PDU to the eNB in an S1 Downlink NAS Transport message.

An additional, optional, IE is added to the S1 Downlink NAS Transport message that allows the MME to request the eNB to release the RRC connection. (The MME does not use this indication if the UE indicated that multiple SMSs needed to be transferred in step b.)

NOTE 3:
this situation is similar to the completion of a (periodic) TAU. i.e. the MME has not sent the Initial UE Context message to the eNB and so the eNB cannot perform any commands on the UE that require RRC level security (in particular section 5.3.1.1 of TS 36.331 specifies that Handover cannot be performed in this state).

g) The eNB sends the RP-ACK to the UE and releases the RRC Connection. The small size of the RP-ACK means that it is possible for the eNB to include it as a NAS PDU within the RRC Connection Release message itself.

Facets of the above procedure:

·    This MO SMS transfer only uses 4 RRC messages (plus the Hybrid ARQ frames and the 2 messages that precede the RRC Connection Request.)

·    The CP Layer messages are not used.

MT SMS

This uses similar concepts to MO SMS, but it requires 2 more RRC messages.

a)   The MME and UE have negotiated (at Attach/TAU) that the CP layer need not be used.

b)   Paging leads to the establishment of the RRC Connection. The addition of a “SMS flag” to the radio interface (and S1 interface) paging messages allows the UE to change the RRC establishment cause from “mt-access” to “mo-signalling” (or to a new cause value of “mt-signalling”). In turn, this RRC establishment cause allows the eNB to optimise its resource allocation and to not configure the UE for measurement reporting). 

The Service Request sent as the paging response by the UE carries the “KSI and sequence number” IE. The MME uses this, and the S-TMSI, to encrypt the RP-DATA sent in step c below.
c)  The MME then sends the RP-DATA in an encrypted IE in a NAS PDU in an S1 Downlink NAS Transport message and the eNB sends the NAS PDU onto the UE.

d)  The UE sends the RP-ACK in an encrypted IE in a NAS PDU in an UL Information Transfer message and the eNB forwards the NAS PDU to the MME.

The UE adds a new optional IE to the UL Information Transfer to request the eNB to release the RRC connection.

e) The eNB releases the RRC Connection.
6.52.2.7
Use of SMS transfer function of SGSN for PS only Device

The SGSN supports SMS transfer in PS domain, which doesn’t rely on a CS registration of the UE. For GERAN/UTRAN, the PS only MTC Device only registers in PS domain, and the SMS is transferred via the SGSN, without involving MSC/VLR.
For E-UTRAN, when the Device initiates combined Attach/TAU procedure, the MME selects a SGSN instead of MSC/VLR to set up SGs session for the Device based on the “SMS only” indicator (the SGSN provides the SGs interface towards to the MME like the MSC/VLR), which means that the SGSN instead of MSC/VLR provides the SM-RL layer function, and in this case, the existing SMS over SGs mechanism is still to be used for SMS transfer with minimal impact to the MME.
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Figure 6.52.2.7-1: Use of SMS transfer function of SGSN for PS only Device

NOTE 4:
Such optimised SMS transmission could also be used for normal “SMS only” UE, e.g., LTE Data Card, with some distinctness that when such UEs fall back to GERAN/UTRAN from E-UTRAN, the real MSC/VLR is selected during the combined RAU or LAU procedure. 

6.52.3
Impacts on existing nodes or functionality

6.52.4
Evaluation
***************************** end of changes ******************************
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