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Abstract of the contribution: This document provides background and detail on the proposals to extend TR 23.812 with an S-CSCF load balancing method, that operates per session request, (originating and/or terminating).
Introduction

Present proposals for S-CSCF load balancing in TR 23.812 rely on the (re-)registration process where the I‑CSCF may select a best-fit S-CSCF for the UE. Working on interconnection scenarios for NGCN, KPN has found that there are a number of issues with this way of load balancing. KPN therefore wants to propose a new way of load balancing for the S-SCSF that does take into account these issues.

Problem Description 

In the present IMS after (re-)registration the P-CSCF, S-CSCF and a signaling path are rigidly coupled to a UE for an entire registration period. Consequently S-CSCF load balancing is only possible by means of a re-registration procedure.

For heavy users (like NGCNs) the re-registration solution is insufficient. For instance, if an NGCN relies on a subscription-based business trunking scheme in the IMS network, then the individual end-users served by the NGCN are implicitly registered to the IMS network. The implication is that all service requests to and from this NGCN are served by the same S-CSCF during the registration period. Additionally, because of service continuity, re-registration will result in selection of the same, already assigned S-CSCF in the case of active sessions with the NGCN, so no load balancing is possible during active sessions of the NGCN.

Note that for peering based connected NGCNs that make use of originating or terminating business trunking services, the re-registration based S-CSCF load balancing will not work at all, because in this case no UEs are registered in the IMS. 

General solution description

This document introduces a dynamic S-CSCF load balancing method that is not relying on the registration process and allows for load balancing per initial service request. Especially for connected NGCN sites (subscription based approach) an S-CSCF assignment per session is desirable.
The proposed method is based on loosening the S-CSCF assignment to a P-CSCF for a given UE. It is assumed that the information from the in TR 23.812 introduced Load Detection Function (LDF) is available on request by the HSS on all times. The idea is that a separate Load Balancing Function can select an appropriate S-CSCF for every INVITE on the basis of a suggestion by the HSS in the LIA message.
An alternative to this solution based on a separate LBF would be that P-CSCF, I-CSCF and/or IBCF comprise load detection and load balancing functionality, but introduction of a separate LDF, co-located with or accessible via the HSS requires less architectural enhancements. The proposal only needs either introduction of a separate Load Balancing Function or a standard Cx interface between P-CSCF/IBCF and the HSS. The information can be transferred in a normal Diameter message (LIA as answer on LIR).

The proposed solution may be applied to both sides of the IMS architecture. This means that the S-CSCF load balancing can be optionally realized in the originating side or in the terminating side or in both sides.
For S-CSCF load balancing in the originating side at registration a Load Balancing Function is added to the Service Route Header assuring that the originating P-CSCFs will address this function. For S-CSCF load balancing in the terminating side it is important that the selected S-CSCF can find the UE associated P-CSCF. This is realized by storing the Path Header in the HSS at registration (via SAR)

In the following the principle is illustrated separatly for the originating case and for the terminating case along with the associated impact on the registration procedure.
S-CSCF load balancing for originating INVITEs
If the IMS supports S-CSCF load balancing for originating INVITEs, then it must be assured that incoming originating INVITEs are routed to the (new) LBF. This is accomplished by the I-CSCF inserting the LBF address in the 200 OK response message at registration. 

registration

[image: image1.emf]AS

S-CSCF#m

1 2

3

4

5

6

7

UE P-CSCF I-CSCF

HSS

AS

8 9

LDF


1.
REGISTER message to associated P-CSCF (after P-CSCF discovery)

2.
REGISTER message to I-CSCF (of home domain)

3.
UAR/UAA query to HSS (could make use of LDF information) to get address of S-CSCF

4.
REGISTER message to selected S-CSCF#m

5.
SAR/SAA query to HSS for notification of S-CSCF registration and download to S-CSCF of user profile (including iFC) associated to UE

6.
notification of registration to ASs according to information in iFC
7.
200 Ok in response to REGISTER message (including Service Router header)
8
200 Ok in response to REGISTER message with address of LBF included in Service Router header

9
200 Ok in response to REGISTER message

originating initial request

On originating INVITEs the LBF will query the HSS (via a LIR/LIA query) for an S-CSCF address. The HSS will provide the LBF with the optimal S-CSCF choice, e.g. based on load information from the LDF.
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1.
INVITE message to associated P-CSCF (after P-CSCF discovery)

2.
INVITE message to LBF (according to received Service Route header during registration)

3.
LIR/LIA query to HSS (making use of LDF) for suitable/available S-CSCF

4.
INVITE message to selected S-CSCF#n
5.
SAR/SAA query to HSS for notification of S-CSCF registration and download of user profile (including iFC) associated to UE – if not yet available in S-CSCF
6.
Invoke relevant originating services according to iFC
7.
INVITE message to terminating side
S-CSCF load balancing for terminating INVITEs
If the IMS supports S-CSCF load balancing for terminating INVITEs, then the selected (terminating) S-CSCF must be able to establish a route towards the (terminating) P-CSCF associated with the destination UE. Since the selected S-CSCF for the terminating INVITE may not be the S-CSCF selected during registration, this route is not always available in the S-CSCF. By storing Path header information (from the received REGISTER message) during registration in the HSS (as part of the user profile), for a terminating INVITE the selected S-CSCF can download this Path header information for further routing to the P-CSCF.
registration
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1.
REGISTER message to associated P-CSCF (after P-CSCF discovery)

2.
REGISTER message to I-CSCF (of home domain)

3.
UAR/UAA query to HSS (could make use of LDF information) to get address of S-CSCF

4.
REGISTER message to selected S-CSCF#m

5.
SAR/SAA query to HSS for notification of S-CSCF registration including upload op Path header information from REGISTER message and download to S-CSCF of user profile (including iFC) associated to UE

6.
Notification of registration to ASs according to information in iFC

7,8,9.
Response to REGISTER message (200 Ok)

terminating initial request
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1.
INVITE message from originating side

2.
LIR/LIA query to HSS (making use of LDF) for suitable/available S-CSCF

3.
INVITE message to selected S-CSCF#n

4.
SAR/SAA query to HSS for notification of S-CSCF registration (without uploading of Path header information) and download to S-CSCF of user profile (including iFC and stored Path header information) associated to UE – if not yet available to the S-CSCF
5.
Invoke relevant terminating services according to iFC

6.
INVITE message to P-CSCF according to Path header information
7.
INVITE message to UE
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