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Abstract of the contribution: This contribution provides a solution for device triggering when the device is attached but has no PDP context / PDN connection and no MSISDN is available.

1 Discussion

This contribution mainly addresses the following requirement:

-
Receiving trigger indication in attached state and the MTC device has no PDP/PDN connection.

When the device is attached and has a PDP/PDN connection, the device has an IP address. The device can register its contact address with the MTC server, which can thereafter start MT communication by e.g. establishing a HTTP session with the device. 
When the MTC server wants to communicate with an UE that is attached but does not have a PDP/PDN connection, a device triggering mechanism via control plane is needed for establishing PDP/PDN connection. As an alternative to MT-SMS based solution using MSISDN, our proposal is to trigger the device via MTC-IWF from the MTC server without using MSISDN. The following 3 options are discussed:

(1) MTC Server initiates the device trigger request through the MTC-IWF along with a unique device identifier (preferably an Internet-like identifier like FQDN, URI or URL); MTC-IWF communicates with the HLR/HSS to obtain the routing information (the serving SGSN), and the 3GPP internal identifier for the device (i.e. IMSI). MTC-IWF sends a device trigger request to the SGSN with the IMSI for the device. SGSN sends a “paging request” to the device.

(2) MTC Server initiates the device trigger request through the MTC-IWF along with a unique device identifier (preferably an Internet-like identifier like FQDN, URI or URL); MTC-IWF forwards the request to the HLR/HSS which eventually sends a device trigger request to the SGSN with the IMSI for the device. SGSN sends a “paging request” to the device.

(3) MTC Server initiates the device trigger request through the MTC-IWF along with a unique device identifier (preferably an Internet-like identifier like FQDN, URI or URL); MTC-IWF maps the unique external device identifier to the 3GPP internal identifier (i.e.IMSI) and sends a device trigger request to the SGSN. SGSN sends a “paging request” to the device.

2 Proposal

It is proposed to add the following to TR 23.888 ver 1.3.0.
* * * Begin of Change * * * 
6.xx
Solution – NAS based Device Triggering via MTC-IWF
6.xx.1
Problem Solved / Gains Provided

See clause 5.8 "Key Issue - MTC Device Trigger".

6.xx.2
General

The solution described and evaluated below addresses the Key issue “MTC Device Triggering” for a UE that is attached but an IP address is not known to the MTC Server.

6.xx.2.1
Alternative 1
This alternative assumes the external device identifier used by the MTC server is stored in the subscription data. The MTC-IWF can determine the correct HSS based on local configuration. Upon request from MTC –IWF, the HSS returns IMSI of the device based on the received external device identifier. It is also assumed that the MTC-IWF has a direct interface with the SGSN serving the MTC device.
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Step 1: MTC Server initiates a Device Trigger request to the UE used for MTC and provides the external device identifier.

Step 2: MTC-IWF receives the trigger request, determines the HSS based on the external device identifier and local configuration data, and requests the HSS to reply with IMSI and SGSN address.

Step 3: After checking the mapping between external identifier and internal identifier, HSS replies with IMSI and serving SGSN address to MTC-IWF.

Step 4: MTC-IWF forwards the Device Trigger request with IMSI to the serving SGSN.

Step 5: SGSN sends Paging request (encapsulating the trigger message from the MTC Server) to the UE used for MTC either using its temporary identifier or using its IMSI.

Step 6, 7: The UE used for MTC responds to the network with the Service Request procedure and establishes a PDN connection (based on the Application ID/APN if sent in Paging request) with the GGSN to connect to the MTC server. 
NOTE: 
Appl-ID/APN may be derived by the UE from the encapsulated trigger message from the MTC Server. The MTC-IWF may encapsulate the trigger message in the request sent to the SGSN in step 4, which in turn encapsulates it in the Paging Request. Whether the trigger message contains Appl-ID/APN or not is transparent to the core network. It is evaluated only by the UE.

6.xx.2.2
Alternative 2
This alternative assumes the external device identifier used by the MTC server is stored in the subscription data. The MTC-IWF sends Device Trigger request to the correct HSS based on local configuration. HSS matches IMSI based on the received external device identifier, and forwards the Device Trigger request with the IMSI to the serving SGSN.
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Step 1: MTC server initiates a Device Trigger request to the UE used for MTC and provides the external device identifier.

Step 2: MTC-IWF receives the trigger request, determines the HSS based on the external device identifier and local configuration data and sends the Device Trigger request to the correct HSS.

Step 3: HSS maps the external device identifier to IMSI, determines the serving SGSN and forwards the Device Trigger request to the SGSN.

Step 4: SGSN sends Paging request (encapsulating the trigger message from the MTC Server) to the UE used for MTC either using its temporary identifier or using its IMSI.
Step 5, 6: The UE used for MTC responds to the network with the Service Request procedure and establishes a PDN connection (based on the Application ID/APN if derived from the trigger message) with the GGSN to connect to the MTC server.
NOTE: 
Appl-ID/APN may be derived by the UE from the encapsulated trigger message from the MTC Server. The HSS may encapsulate the trigger message in the request sent to the SGSN in step 3, which in turn encapsulates it in the Paging Request. Whether the trigger message contains Appl-ID/APN or not is transparent to the core network. It is evaluated only by the UE.

6.xx.2.3
Alternative 3:


This alternative can be considered as an optimized call flow of Alternative 1. It assumes that the MTC-IWF stores the data obtained from the HSS (e.g. serving SGSN address, IMSI mapped from external device identifier) upon the initial triggering of the target UE. It also assumes that the MTC-IWF has a direct interface with the SGSN serving the UE. The optimized call flow steps are similar to Alternative 1 except for the skipped steps 2, 3 as the MTC-IWF stores the previously retrieved mapping information.
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6.xx.3
Impacts on existing nodes or functionality

6.xx.3.1
Impacts of Alternative 1 and 3
Possible impacts on HSS:

· HSS needs to support a new interface towards the MTC-IWF, or HSS may need to support MTC-IWF functionality (i.e. functional MTC-IWF entity is integrated into HSS);

· HSS needs to support the mapping between IMSI and external device identifier;

Possible impacts on SGSN:

· SGSN needs to support a new interface towards the MTC-IWF;
6.xx.3.2
Impacts of Alternative 2
Possible impacts on HSS:

· HSS needs to support a new interface towards the MTC-IWF, or HSS may need to support MTC-IWF functionality (i.e. functional MTC-IWF entity is integrated into HSS);

· HSS needs to support the mapping between IMSI and external device identifier;

· HSS needs to support the updated S6a interface for sending a new message (Device Trigger Request) to the SGSN;

Possible impacts on SGSN:

· SGSN needs to support the updated S6a interface for receiving a new message (Device Trigger Request) from the HSS;

6.xx.4
Evaluation

Compared with MT-SMS based trigger solutions, NAS based device trigger solution does not require MSISDN, hence is well suited to trigger devices with PS only subscription. Additionally, it is independent of CS and IMS capabilities.
Among the three alternatives in 6.xx.2, all of them require the new interface between HSS and MTC-IWF. Alternative 1 and 3 also require the new interface between SGSN and MTC-IWF.
* * * End of Change * * * 
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