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This document proposes a new type of ANDSF policies called “Inter-APN Routing Policies” for meeting the IP interface selection requirements in the context of OPIIS WID.  
1 
Discussion and Proposal
This document provides a technical proposal for enabling IP interfaces selection in the UE according to operator policies. The proposal is based on: 

(1) The observation that the “ISRP for non-seamless WLAN (NSWLAN) offload” polices specified in Rel-10 already provide some means for the UE to select an IP interface for certain outgoing traffic; and
(2) The principle that the IP interface selection solution specified in Rel-11 should be based “on top” of the existing IP interface selection means specified in Rel-10 without deprecating or making obsolete the existing Rel-10 means. 

The proposed solution is described below as new text for TR 23.853. 
FIRST CHANGE

5
Solutions


5.x
Solution X: Inter-APN Routing Policies
5.x.1
Description

To support policy-based IP interface selection for the scenario when non-seamless WLAN offload is performed over the default IP interface (see scenario in clause 4.1.x), a new set of routing policies is introduced called Inter-APN Routing Policies (IARP). These policies are applied to all traffic that is restricted from using non-seamless WLAN offload, which is defined by the ISRP for NS-WLAN offload policies (see TS 23.402).
Figure 5.x.1-1 below shows the scope of IARP applicability and how IARP policies can be applied in conjunction with ISRP for NS-WLAN offload policies.
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Figure 5.x.1-1: Applicability of Inter-APN Routing Policies
The Inter-APN Routing Policies (IARP) can be statically configured in the UE or they could be provisioned by the ANDSF. A UE that is inter-APN capable uses IARP to select an outgoing interface for traffic that is not allowed to use the default IP interface, i.e. the interface corresponding to non-seamless WLAN offload. A UE is defined to be inter-APN capable if it is capable of routing IP flows across multiple simultaneously active interfaces, each one associated with a different APN. These interfaces may be linked to different access networks or linked with the same access network. 

The following assumptions and specifications apply: 
-
Every IP interface that can be selected with IARP is associated with a unique APN. 
-
IP interfaces not associated with an APN are considered outside the scope of IARP. Such interfaces could include e.g. an IP interface to a tethering device connected to UE over USB, or an IP interface corresponding to an enterprise VPN connection over WLAN, etc.

-
The scenario where multiple IP interfaces are associated with the same APN is also considered outside the scope of IARP. This is because such scenario is practically limited to the so-called split-UE case where a second PDN connection to the same APN is dedicated to serve the traffic of an external device, e.g. a laptop. UEs today provide separate means to bind the external device to the second PDN connection, thus there is no need for operator-defined routing policies.
-
The ANDSF may provide a list of inter-APN Routing Policies to UE. A UE that is inter-APN routing capable uses these policies to select an existing IP interface to route IP flows that match specific criteria (e.g. all flows to a specific TCP port or to a specific destination address, etc). 

-
Each inter-APN routing policy includes the following information:

-
Validity conditions, i.e. conditions indicating when the provided policy is valid.

-
One or more Filter Rules, each one identifying a prioritised list of APNs which should be used by the UE to route IP flows that match specific IP filters. A filter rule also identifies which APNs are restricted for IP flows that match specific IP filters.
-
An Inter-APN routing capable UE selects an existing IP interface to route IP flows that are not allowed to use non-seamless WLAN offload based on the received / provisioned inter-APN routing policies and user preferences.

Editor’s note: If no existing IP interface is associated with the preferable APN of an IP flow (as specified by the inter-APN routing policies), it is FFS if the UE attempts to create an IP interface associated with the preferred APN (i.e. by requesting a new PDN connection).

5.x.2
Impact on existing nodes or functionality

Since the inter-APN routing policies (IARP) are applied only to traffic that is restricted from using the default interface for non-seamless WLAN offload or for traffic that is explicitly bound to an APN, it is expected that there would no conflict between the existing ISRP policies and the proposed IARP policies.
The relationship between IARP and ISRP policies (excluding MAPCON policies for simplicity) is schematically shown in Figure 4.1.x-1.
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