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Abstract of the contribution: This contribution clarifies that IP flows can be identified based on application protocol as well as application identifier/name.

Proposal

It is proposed to include the following proposed changes in TS 23.855.
*** First Change ***

4.2.2
Identification of traffic based on application
The operator may want to set the preferred or restricted access technology for specific applications (e.g., a specific video streaming application). For example this would be useful in the following scenarios: 

- 
Some applications will not work with non-seamless WLAN (NS-WLAN) offload, for example operator applications that require service access through the 3GPP core network (e.g. for billing or subscriber identification purposes). Traffic from these applications should be identified in the UE and routed to the 3GPP radio access interface. For this purpose, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X shall be restricted on the WLAN radio access”. 

Editor’s note: FFS why such flows cannot use existing Rel-10 policies based on destination address.
-
Some applications will not work with NS-WLAN offload because service requests (i.e. control traffic) need to go through the 3GPP core network, although media traffic may be performed with NS-WLAN offload. As an example, an RTSP session may need to go through the 3GPP core (e.g. to identify and bill the subscriber) but RTP/RTCP traffic may be routed over NS-WLAN and offload the 3GPP system. Additionally, it may be preferred to keep SIP traffic over a 3GPP access technology, but offload HTTP traffic onto WLAN radio access.  To accommodate such scenarios, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X and of protocol Y shall be restricted on the WLAN radio access”. 
Editor’s note: FFS how separation of RTP and RTSP would work with NAT, Firewalls and security.
-
Some applications will work with NS-WLAN offload but should preferably be routed over 3GPP access for example to enjoy improved performance from guaranteed QoS. Traffic from such applications should be identified in the UE and routed to the 3GPP radio access. For this purpose, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X shall be restricted on the WLAN radio access”.

Criteria of the identification: IP flows are identified based on an application identifier or the name of the application which generated them, or the application protocol which is used.
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