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Abstract of the contribution:
This contribution aims to clarify the detailed call flows for the Standalone L-GW Architecture Option 2.

Proposal
It is proposed to include / change the following sections to complement the description of the Standalone L-GW architecture option 2 in TR 23.859.
All new sections have been based on the following Rel-10 specification: TS 23.060, TS 25.467, TS 23.401 and TS 36.300.  
NOTE: Since most of the text is simply a copy paste from the original specification, we coloured all text components that have been amended compared to the original specifications in RED.

Beginning of first new Text 

5.2.1.2.X			Architectural details of 3G HNB Architecture  
5.2.1.2.X.X	Functional Entities 
[bookmark: _Toc280571568]5.2.1.2.X.X.1	HNB Management System (HMS)
-	Based on TR-069 family of standards [7]
-	Facilitates HNB-GW discovery
-	Provisions configuration data to the HNB or Standalone L-GW
-	Performs Location verification of HNB or Standalone L-GW and assigns appropriate serving elements (HMS, Security Gateway and HNB-GW). 
NOTE: The Standalone L-GW appears to the HMS as a HNB – i.e. no changes are required on the HMS.
Editor’s note: It is FFS whether the Standalone L-GW can use the HNB Location information IE to inform the HMS about its L-GW@LN IP address; otherwise, the IP address or a resolvable FQNA would be pre-configured in the HMS.
[bookmark: _Toc280571569]5.2.1.2.X.X.2		Security Gateway (SeGW)
-	Terminates Secure tunnelling for TR-069 [7] as well as Iuh
-	Authentication of HNB or Standalone L-GW
-	Provides the HNB or Standalone L-GW with access to the HMS and HNB-GW
NOTE: The Standalone L-GW appears to the SeGW as a HNB – i.e. no changes are required on the SeGW.
[bookmark: _Toc280571570]5.2.1.2.X.X.3	HNB Gateway (HNB-GW)
-	Terminates Iuh from HNB. Appears as an RNC to the existing Core network using existing Iu interface. 
-	 Supports HNB registration and UE registration over Iuh.
[bookmark: _Toc280571571]5.2.1.2.X.X.4	HNB
-	Customer Premise Equipment that offers the Uu Interface to the UE
-	Provides RAN connectivity using the Iuh interface
-	Supports RNC like functions, the details of which are captured in table 4.2-1 below
-	Supports HNB registration and UE registration over Iuh. 
-	In case of LIPA support with collocated L-GW, the HNB supports the following additional functions:
-	transfer of the collocated L-GW IP address of the HNB over Iuh.
-	support of basic GGSN/P-GW functions in the collocated L-GW function by support of the Gi/SGi interface corresponding to LIPA,
-	Support of use of Correlation ID for correlation purposes between the collocated L-GW function and the HNB,
NOTE: In case of LIPA support with Standalone L-GW on IuH, no additional functions are required. 
[bookmark: OLE_LINK19][bookmark: OLE_LINK20][bookmark: _Toc280571572]5.2.1.2.X.X.5	Standalone L-GW on Iuh path
-	Proxies HNB registration and UE registration to HNB-GW over Iuh.
-	For LIPA/SIPTO related bearer signalling over Iuh, the L-GW supports the following additional functions:
-	transfer of the L-GW’s IP address for the Gn termination over Iuh,
-	support of basic GGSN/P-GW functions to support the Gi/SGi interface corresponding to LIPA,
-	support of Correlation ID for correlation purposes allowing internal direct user plane path (within the L-GW),
- 	deactivate the LIPA connection when the UE moves outside the LHN.
- 	In Idle mode, support of first packet sending to SGSN/SGW, buffering of subsequent downlink packets.
-	Proxies communications between the HNB and the HMS via the SeGW in the core network after the HNB has been configured to use the L-GW as SeGW (e.g. after O&M provisioning during start-up, the HMS can tell the HNB to use the L-GW as SeGW).

5.2.1.2.X.Y		Protocol Stacks
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]5.2.1.2.X.Y.1	Control plane Protocol Stack
Figure X.Y-1 shows the control plane protocol stack for the Iuh connectivity via the L-GW.


Figure X.Y-1. Interface Protocol Stack for Iuh-connectivity via the L-GW and Gn from SGSN
For the Iuh control plane between the HNB and HNB-GW the standalone L-GW located on the Iuh path acts as a SCTP proxy and relays all message by mapping the HNB’s IP address and SCTP port to its L-GW@CN IP address and SCTP port in the UL and the HNB-GW’s IP address and SCTP port to its local IP address and SCTP port in the DL.
The L-GW also acts as a HNBAP/RANAP proxy and relays all messages between the HNB and HNB-GW:
· For the LIPA PDP connection activation, the L-GW includes its own address in the RANAP Initial UE message for the Gn termination in the Direct Transfer message to the SGSN. 
· To support the direct user plane path within the L-GW located on the Iuh path, the L-GW checks if the RAB Assignment Request message of RABs belonging to a LIPA PDP context  includes a Correlation ID.
· To support the user plane path through the L-GW, the L-GW also translates the HNB-GW’s IP address and transport layer identifier (e.g. TEID) to its local address and transport layer identifier in the RAP assingment request messages, and the HNB’s IP address and transport layer identifier (e.g. TEID) to its L-GW@CN IP address and transport layer identifier in the RAP assignment response messages.
5.2.1.2.X.Y.2	User plane Protocol Stack
Figure X.Y-2 shows the user plane protocol stack for the Iuh connectivity via the L-GW.


Figure X.Y-2. Interface Protocol Stack for Iuh-connectivity via the L-GW and Gn from SGSN
For the Iuh user plane between the HNB and HNB-GW the standalone L-GW located on the Iuh path acts as a user-plane proxy. The L-GW forwards the user plane packets between the HNB-GW and HNB.
For RABs that belong to a LIPA PDP context, the L-GW uses the Correlation ID (provided in the RAB Assignment Request message) to enable the direct user plane handling in the same was as for the co-located L-GW case defined in Rel-10.

[bookmark: _Toc280571581][bookmark: historyclause]5.2.1.2.X.Z	Procedures
5.2.1.2.X.Z.1	Standalone L-GW Registration


Figure X.Z-1. L-GW Registration procedure
...
2.	The L-GW establishes a secure tunnel to the SeGW of the serving HNB-GW for this LHN. From the perspective of the SeGW, the L-GW looks like any other HNB. The SeGW address and security credentials can be configured via O&M.
NOTE: 	This step may be omitted if the secure tunnel happens to be the same tunnel that is already established to contact the HMS. 
5.2.1.2.X.Z.2	HNB Registration in case of a L-GW on the Iuh path
The following section illustrates the case when the HNB registers with a standalone L-GW located on the Iuh path. 


Figure X.Z-2. HNB Registration procedure
...
2a.  The HNB establishes a secure tunnel to a pre-configured Security Gateway in the operator network. The HNB is authenticated by the operator network as part of this step.
2b. The HNB contacts the HMS for O&M provisioning (incl. location verification). The HMS determines the serving elements and provides the HNB GW and Security Gateway to the HNB. 
NOTE: The SeGW used initially (for contacting the HMS) can be changed at this step by the HMS.	
2c. The HNB establishes a new secure tunnel to the L-GW of the LHN. From the perspective of the HNB, the L-GW looks like a SeGW. The L-GW address and security credentials are configured via the HMS in step 2b or are pre-configured.
NOTE: This step may be omitted if the initial secure tunnel is already terminated at the L-GW (e.g. based on pre-configuration)
3a.	The HNB sets up an SCTP transport session to a well-defined port on the serving L-GW. From the perspective of the HNB, the L-GW looks like a HNB-GW. The L-GW address is configured via the HMS in step 2b or is pre-configured.
3b.	The L-GW, who acts as a SCTP proxy on the Iu interface, sets up the corresponding SCTP transport session to a well-defined port on the serving HNB-GW. From the perspective of the HNB-GW, the L-GW looks like a HNB. 
[bookmark: OLE_LINK1]4.	The HNB then attempts to register with the serving HNB-GW using an HNB REGISTER REQUEST message. 
5. 	...
NOTE: The HNB shall start broadcasting only after successful registration with the HNB-GW.
[bookmark: _Toc280571575]5.2.1.2.X.Z.3	UE Registration


Figure X.Z-3. UE Registration for CSG UEs and CSG or Hybrid HNBs
[...]
4.	The  HNB attempts to register the UE on the HNB-GW by transmitting the UE REGISTER REQUEST. The message is proxied by the L-GW, which appears towards the HNB as the HNB-GW. 
5.	The HNB-GW checks UE capabilities and if these indicate that CSG is supported and if the HNB supports CSG, the HNB-GW may accept the UE registration and allocate a context-id for the UE.
6.	The HNB-GW responds with a UE REGISTER ACCEPT message back to the HNB including a context-id allocated to the UE. The message is proxied by the L-GW, which appears towards the HNB-GW as the HNB.
7.	The HNB then sends a RUA CONNECT message containing the RANAP Initial UE message. The RANAP Initial UE message may contain the Cell Access Mode. If the message is proxied by an L-GW and the L-GW is operating in LIPA/SIPTO mode, the L-GW will include its L-GW@CN IP address for the Gn termination in the RANAP Initial UE message.
...
[bookmark: _Toc294956878]5.2.1.2.X.Z.4	LIPA PDP Context Activation Procedure


Figure X.Z-4: LIPA PDP Context Activation Procedure for Iu mode
This procedure is identical to the PDP Context Activation Procedure according to TS 23.060, clause 9.2.2.1 with the following difference in step 1:
1)  …
	If the message is being sent via a HNB which has a standalone L-GW located on the Iuh path, the L-GW includes its L-GW@CN address for the Gn termination in the Direct Transfer message to the SGSN.
…
5)	In Iu mode, RAB setup is done by the RAB Assignment procedure, see clause "RAB Assignment Procedure".
The L-GW forwards the RAP assignment request and response messages between the HNB GW and HNB. Upon receipt of a RAP assignment request, the L-GW changes the GTP tunnel end point address and TEID of the HNB GW to its local address and a TEID. Upon receipt of a RAP assignment response, the L-GW changes the GTP tunnel end point address and TEID of the HNB to its L-GW@CN address and a TEID.
5.2.1.2.X.Z.5	LIPA PDP Context Deactivation Procedure
The standalone L-GW triggers the LIPA PDP context deactivation procedure when it detects that the UE moved to a Target-HNB that does not belong to the LHN or a macro cell. The L-GW deactivates the LIPA PDN based on the GGSN-initiated PDP Context Deactivation Procedure according to TS 23.060, clause 9.2.4.3.
For handover scenarios based on SRNC relocation, the L-GW monitors the HNBAP UE Relocation Required messages. When the target cell (HNB or NB) is not part of the LHN, the L-GW deactivates the LIPA PDP context.
NOTE: Since all HNB belonging to the LHN of the L-GW establish a secure tunnel to the L-GW, the L-GW is aware of all HNBs belonging to the LHN.
Editor’s Note: If is FFS whether the L-GW should also remove the LIPA related RABs from the “Source RNC To Target RNC Transparent Container”, as the source SGSN can indicate in the Forward Relocation Request message the list of RABs to be established by the target RAN.
For Iurh based handover scenarios, the L-GW monitors the HNBAP UE DEREGISTER messages sent from the HNB GW to the Source-HNB at the end of the handover procedure. When the target HNB is not part of the LHN, the L-GW deactivates the LIPA PDP context.
In case the UE moved during idle mode to a target cell that does not belong to the LHN, the SGSN triggers the LIPA PDN deactivation as defined in Rel-10 based on the SGSN-initiated PDP Context Deactivation Procedure according to TS 23.060, clause 9.2.4.2.
[bookmark: _Toc280571593]5.2.1.2.X.Z.6	HNB to HNB Mobility via Iurh
Different Iurh connectivity options are supported:
-	Direct Iurh interface connectivity between the two involved HNBs. 
The HNB-GW and L-GW is not involved at all in Iurh RNL signalling.
-	Iurh interface connectivity between HNBs with the HNB-GW serving as an Iurh proxy. The HNB-GW acting as an Iurh-proxy appears to a HNB as the peer HNB. The L-GW proxies all messages in a transparent way for the HNB and HNB-GW.
For this connectivity option the role of the HNB-GW is transparent with regards to RNSAP signalling. Conveying respective signalling messages via the HNB-GW is performed by routing based on information provided by the RNSAP User Adaptation (RNA) layer.


[bookmark: OLE_LINK2]Figure X.Z-5. HNB to HNB Handover via Iurh interface – UE involved
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]1.	Source HNB sends RNA Connect (or RNA Direct Transfer if already in SHO) containing RNSAP Enhanced Relocation Request message to the identified target HNB to prepare the Target for a relocation. 
2.	Target HNB optionally queries the HNB-GW to perform access control for the UE that is being handed over. These steps are proxied by the L-GW in a transparent way to the HNB and HNB-GW.
Note:	This step is optional as the target HNB may not need to query the HNB-GW if the target HNB has the same CSG Id as the source HNB or if only CSG UEs are supported
3.	The target HNB updates the transport network layer information for any RABs that are to be relocated to it by sending a HNBAP TNL Update Request message to the HNB-GW, the HNB-GW responds with a HNBAP TNL Update Response. These steps are proxied by the L-GW in a transparent way to the HNB and HNB-GW. The L-GW changes the IP address and the GTP TEID of the target HNB to the L-GW@CN IP address and the corresponding GTP TEID in the TNL Update Request message and the HNB-GW’s IP address and GTP TEID to the L-GW’s local IP address and the corresponding TEID in the TNL Update Response message. 
4.	Target HNB sends RNA Direct Transfer containing RNSAP Enhanced Relocation Response back to the source HNB to indicate that it has successfully prepared the relocation.
5.	Source HNB sends RNA Direct Transfer containing RNSAP Relocation Commit, to commit the relocation preparation on the target HNB, this message will include information to aid the relocation procedure, these are described in section 5.10.
6.	Source HNB reconfigures the UE to commence the handover procedure.
7.	At some point later Layer 1 synchronisation is achieved between the UE and the target HNB. UE then completes the RRC reconfiguration procedure by sending an RRC Radio Bearer Reconfiguration Complete message to the target HNB.
8.	Target HNB indicates to the HNB-GW that the UE has successfully relocated via the HNBAP UE Relocation Complete. The HNB-GW also switches the Uplane to the target HNB. These steps are proxied by the L-GW in a transparent way to the HNB and HNB-GW. 
9.	The HNB-GW sends the HNBAP UE DEREGISTER to the Source-HNB indicating “Successful RNSAP Relocation”. These steps are proxied by the L-GW in a transparent way to the HNB and HNB-GW.
In case the Target-HNB belongs to a different LHN, the L-GW triggers at this point the disconnection of the LIPA PDP context based on the GGSN-initiated PDP Context Deactivation Procedure according to TS 23.060, clause 9.2.4.3.
10.	Source HNB sends an RNA Disconnect containing RNSAP Enhanced Relocation Signalling Transfer message to the target HNB to transfer any L3 information that the source HNB may have received during the relocation procedure and locally releases any resources it has for the UE.
Note:	In the case of GW based HO, the RNA messages are routed via the HNB-GW. 
[bookmark: _Toc280571614]5.2.1.2.X.Z.7	O&M Provisioning Procedure for L-GW 


Figure X.Z-6. Provisioning procedure for HNB
1.	A secure tunnel is established from the L-GW to the Security gateway, whereby the L-GW looks like a HNB towards the SeGW.
2.	Location verification shall be performed by the HMS based on information sent by the L-GW. HMS determines the serving elements and provides the HNB GW and Security Gateway to the L-GW. 
5.2.1.2.X.Z.8		O&M Provisioning Procedure for HNB 


Figure X.Z-7. Provisioning procedure for HNB
1.	A secure tunnel is established from the HNB to the Security gateway.
2.	Location verification shall be performed by the HMS based on information sent by the HNB (e.g. macro neighbour cell scans, global navigational satellite system type of information etc.). HMS determines the serving elements and provides the HNB GW and Security Gateway to the HNB. 
NOTE: 	The SeGW used initially (for contacting the HMS) can be changed at this step by the HMS.
End of first new Text

Beginning of second Change
[bookmark: _Toc295311403]5.2.1.2	Architecture solution 2: Standalone L-GW on the S1/Iuh path
[bookmark: _Toc295311404]5.2.1.2.1	Architecture description
The L-GW is a new stand-alone logical entity in the local network. It is connected to the S-GW (or SGSN) via the S5 interface (resp. Gn interface) and is configured to be on the S1 (resp. Iuh) path between the H(e)NB and the operator core network.


Figure 5.2.1.2.1-.1: Stand-alone L-GW on the S1 path (EPS diagram for HeNB subsystem)


Figure 5.2.1.2.1-.2: Stand-alone L-GW on the Iuh path (EPS diagram for HNB subsystem)


Figure 5.2.1.2.1-.3: Stand-alone L-GW on the Iuh path (UTMS diagram for HNB subsystem)
NOTE 1:	This architecture solution assumes a single L-GW per LHN; every H(e)NB of the LHN is associated with the L-GW responsible of the LHN through configuration.
NOTE 2:	The SeGW is optional. For the HeNB subsystem, the HeNB GW is optional. When the HeNB GW is present, the S1-U interface from the HeNB proxied by the L-GW may be terminated at the HeNB GW or directly at the S-GW, see TS 36.300 [5].
Editor's note:	It is FFS whether the Iurh HNB-to-HNB interface can also go through the L-GW.
Since the L-GW is configured to be on the S1/Iuh path between the H(e)NB and the operator's core network, connected mode mobility for LIPA PDN connections can be supported based on the existing Rel-10 handover procedures for S1/Iuh.
Editor's note:	The support of handover between H(e)NBs via X2/Iur is FFS.
[bookmark: _Toc295311405]5.2.1.2.2	Architectural details for the LTE/3G architecture
-	The H(e)NBs of the LHN are associated with the L-GW responsible for this LHN through configuration.
NOTE 1:	This architecture solution assumes a single L-GW per LHN.
-	At start-up, the L-GW is authenticated by the SeGW and configured reusing the existing Rel-10 procedures defined for "H(e)NBs with co-located L-GW".
NOTE 2:	IKEv2 mechanisms are used by the L-GW to request an IP address for each of the S1 termination points at the L-GW (S1-L-GW@CN) and as well as for the S5 termination points at the L-GW (S5-L‑GW@CN). Alternatively, a common IP address may be used for all termination points, the traffic segregation being performed based on TEID ranges, as described in TS 25.467 [4] and TS 36.300 [5].
NOTE 3:	A single IPsec tunnel can be used between the L-GW and the SeGW for all S1-MME/S1-U or Iu sessions.
-	The L-GW includes a subset of the functions of the P-GW/GGSN. The functionality to handle LIPA PDN connections is identical to the corresponding L-GW functionality defined for the collocated L-GW case in Rel-10.
Editor's note:	It is FFS how the internal interface of Rel-10 H(e)NB/L-GW is transposed in this architecture.
-	The H(e)NB tunnels all UE-associated signalling on S1-MME/Iu control plane and user plane messages on S1-U/Iu user plane through the L-GW.
NOTE 4:	The L-GW@LN IP address is a matter of local configuration in the local network.
NOTE 5:	Encryption and integrity protection of the traffic between the L-GW and the operator network is based on the IPsec tunnel between the L-GW and the SeGW.
NOTE 6:	Encryption and integrity protection of the traffic between the H(e)NBs and the L-GW in the residential or enterprise network is FFS.based on IPsec.

-	On the S1-U/Iu user plane path and the S1-MME/Iu control plane path, the L-GW provides the following functions:
-	it serves as a proxy function for the S1-MME/Iu control plane signalling (i.e. there exists a 1:1 mapping between the S1-MME/Iu control plane instances on both sides of the L-GW);
-	it serves as a proxy function for the S1-U/Iu user plane for non-LIPA PDN bearers (i.e. there exists a 1:1 mapping between the S1-U/Iu user plane instances on both sides of the L-GW); and
-	it terminates the S1-U/Iu user plane interface with the HeNB for LIPA PDN connections.
-	The assigned S5/Gn address is signalled to the MME by the L-GW in UE-associated signalling messages on S1-MME/Iu. The MME/SGSN uses the information from the L-GW to override the normal P-GW/GGSN selection algorithm, etc.
-	The Correlation-ID provided by the MME/SGSN to the H(e)NB on S1-MME/Iu is used by the L-GW to determine which S1-U/Iu and S5/Gn bearers to be offloaded at the L-GW.
-	At start-up time, the H(e)NBs of the LHN are authenticated and configured by the operator network based on the existing Rel-10 procedures.
NOTE 7:	The L-GW is not required to be involved in these procedures.
The following issues are FFS:
-	how the H(e)NB tunnels the traffic through the L-GW;
-	details of the mobility procedures;
-	details of the architecture for UMTS HNBs;
-	detail on non-UE related procedures over the S1/Iuh interface;
-	whether the limitation to have only a single L-GW per LHN is an actual problem for LHN deployments;
-	whether the fact that all traffic from the H(e)NBs of a LHN is tunnelled through the L-GW is an actual problem for LHN deployments.

End of second Change
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