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1. Introduction
As tasked in SA2#85, discussions on the status of SIPTO at the local network and on the requirement for user consent for SIPTO at the local network were initiated offline.

The discussion has been very fruitful with about 150 mails, and a conference call on Wednesday 6 July 2011.

The main topics were the following:

- #2: Relationship of SIPTO@LN with SIPTO and LIPA

- #3: User interaction for SIPTO@LN
This document is the rapporteur's take on the 150+ mails. It is quite extensive, but by no means exhaustive.
2. Discussion

2.1 Proposed approaches

A number of proposals were made during the discussion, some overlapping, some contradicting, some advocating a either/or approach, while others proposed coexistence of some subsets solutions. As other contributions submitted to this meeting are proposing consistent solutions, the following will just be a list of what has been proposed over the email thread.
Note:
there was a consensus (already recorded in the TR) that, whatever SIPTO@LN looks like, the architecture selected for LIPA mobility (using an L-GW – Local Gateway) would be reused.

1.
SIPTO@LN reusing the "SIPTO at/above RAN" PDN GW selection mechanism

-
It was proposed that the SGSN/MME would decide at PDN connection setup whether to offload an APN at the L-GW, at/above the RAN, or in the Core Network.

-
It was proposed that it works without any change to the SIPTO permissions, or by adding a new value ("SIPTO allowed in any location, including @LN").
-
It was proposed to limit this selection mechanism to "per APN" SIPTO policies.
-
It was proposed that this applies also to "per IP flow" policies in that the OPIIS policies would be targeted at an APN which is (or is not) offloaded due to this mechanism.

-
It was proposed that the L-GWs of a LHN "inform" somehow the MME/SGSN that the LHN supports SIPTO@LN.

2.
SIPTO@LN using "LIPA" permissions

-
It was proposed to reuse LIPA permissions (by extending them) for "regular" APNs that can be SIPTO'ed at the L-GW, e.g. APN "Internet" would get a "LIPA allowed" or "L-GW allowed" flag
-
It was proposed to rename the LIPA permissions to actually mean "L-GW access" permissions

-
It was proposed that the L-GWs of the LHN "inform" somehow the MME/SGSN of the APNs which are supported by the L-GW.
3.
SIPTO@LN by using the LIPA feature (i.e. by using a LIPA PDN connection)
-
It was proposed not to have a separate SIPTO@LN service, but have LIPA fulfil the purpose of SIPTO@LN.

-
It was proposed that, by using OPIIS rules, the operator could route IP flows offloaded according to "per IP flow" SIPTO policies to an active LIPA PDN connection.

-
It was proposed to "simply" use different LIPA APNs for LIPA and for SIPTO@LN traffic.

-
It was proposed to use different LIPA APNs for LIPA+SIPTO@LN and for SIPTO@LN-only traffic.

4.
SIPTO@LN for the non-CSG users of an hybrid H(e)NB

-
It was proposed to have traffic offload only in the case of an hybrid H(e)NB: CSG members would use the LIPA feature (as in 3.), non-CSG members would have a different service (based on 1.?)

-
It was proposed to only differentiate these users by different APNs: CSG members would use one of the LIPA APNs defined for the CSG (as in 3.) while non-CSG members would use a regular APN marked as "LIPA allowed" (as in 2.)

-
It was proposed to extend LIPA to support hybrid cells instead, and use 3. even for hybrid cells.
2.2 Concerns
Additionally, a few concerns were raised:

-
it was raised that some work may be required to support mobility of the PDN connections (disconnection/reconnection) when the user moves out of (and possibly in) the local network (the LHN).
-
it was raised that reusing LIPA permissions for SIPTO@LN would require to define SIPTO@LN per CSG.
-
it was raised that using LIPA permissions for SIPTO@LN for "regular" APNs would require to make a priority between SIPTO@/above RAN and SIPTO@LN/LIPA permissions.
Note:
contrary to the understanding of some companies, SIPTO@/above RAN apply to users located in both macro and HNS radio environments, not just macro radio environments.

-
it was raised that reusing LIPA PDN connection(s) would prevent enabling SIPTO@LN traffic without LIPA access to the local network (since the L-GW has no means to know whether an APN is established to access local network devices or external networks).
-
it was raised that reusing LIPA for SIPTO@LN traffic would prevent an operator from deciding not to offload an APN (e.g. to enforce parental control on "Internet" APN).

-
it was raised that "LIPA conditional" corporate APNs cannot be offloaded except in the user's own LHN (as they must connect to a specific PDN GW).

-
it was raised that the current LIPA permissions may be too heavyweight for APNs to be used for "casual" traffic offload and a simpler set of LIPA permissions could be used.

-
it was questioned which APNs may need to be SIPTO'able at the local network besides the "Internet" APN, whether it should be all, any, just a few, none...
2.3 Use cases for LIPA and SIPTO
One of the issues is the lack of clear vision of the use cases that need to be supported by LIPA and/or SIPTO@LN. A few hints were provided in the offline discussion:

-
LIPA without access to the internet (LIPA);

NOTE:
It was clarified already that, if the local network owner and the user are cooperating with each other, it might not be possible to rule out traffic to the internet, by e.g. the use of proxies in the local network under the control of the local network owner).
-
LIPA also with access to the internet (LIPA and SIPTO@LN);

-
SIPTO@LN without access to the local intranet (SIPTO@LN), e.g. via a dedicated/virtual interface;

-
SIPTO@LN via access to the local intranet (SIPTO@LN);

-
support for non-CSG member users of hybrid cells (SIPTO@LN);

-
corporate customers with specific corporate APNs (LIPA) and using it to access the internet (somehow SIPTO@LN);

-
SIPTO@LN is activated by the operator (by locating any SIPTO'able APN at a L-GW, or not);
-
SIPTO@LN is activated by the user/UE (via the selection of an APN meant to terminate at a L-GW).

Closely related to the support of SIPTO@LN use cases was the support of mobility for SIPTO@LN, esp. as the UE moves in/out of the LHN. These requirements need to take in consideration the IP preservation settings.

2.4 User consent

Requirements for user consent are the following in 22.101 resp. 22.220:

-     It shall be possible to perform Selected IP Traffic Offload without any user interaction.

-     Based on mobile operator SIPTO policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded.
It was mentioned that it could be solved by static configuration (have the user "pre-authorize" the offload, and stored e.g. in the HSS SIPTO permissions) or via dynamic interaction at the time the PDN connection is being set up in a L-GW, and that the latter could be differed to Rel-12 if necessary.

It was mentioned that user consent may be required, e.g. if parental control is to be effective, the traffic should not be offloaded at the local network. However, if parental control is to be effective, it should not be asked to the user whether SIPTO@LN is acceptable, but it should be preset in the user's subscription.
It was proposed that dynamic interaction would have to be specified on top of the static configuration, and signalled as a UE capability.
3. Conclusions

It can be concluded from the discussions that, apart from saying that SIPTO@LN needs can be fulfilled solely by LIPA as it stands – and thus there should not be such a thing as SIPTO@LN – all the proposed alternatives require extra work to be done, where the biggest part of the work seems to be in defining a sensible set of permissions that can covers the different needs.
If a clear solution can be chosen during this meeting, it is proposed to inform SA1 as they might need to adjust their requirements accordingly.
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